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PUBLIC SESSION
1 Call to Order Chair
2 Agenda (M) Chair
3 Conflict of Interest Declaration Chair
4 Chair's Remarks Chair 5 9:05 a.m.
5 Community Reports/Presentations
51 Co!leglql Governance at Ontario Tech Mike Eklund 5 910 a.m.
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6 President's Report Steven 10 9:15 a.m.
Murphy
7 Academic Council
Establishment of Institute for Cyber Ferdinand .
7.1 Security and Resilient Systems* (M) Jones 10 925am.
7.2 | Annual Report* (U) Ferdinand 5 9:35a.m.
Jones
8 Co-Populous Report Jim Wilson 5 9:40 a.m.
Committee Reports
9 Audit & Finance Committee (A&F):
Finance
Andy
9.1 |2020-2021 Budget* (M) Ga"ﬁg:‘ier &1 25 9:45 a.m.
Livingston
- . . . .
92 (2|8|)19 2020 Audited Financial Statements Nigel Allen 10 10:10 a.m.
9.3 | Internally Restricted Funds* (M) Nigel Allen 5 10:20 a.m.
9.4 | Fourth Quarter Financial Reports* (U) Nigel Allen 5 10:25 a.m.
Project Updates Nigel Allen 10 10:30 a.m.
9.5 | New Building* (U)
9.6 | ACE Enhancement Project* (U)

D — Discussion

M — Motion P — Presentation

U — Update

* Documents attached
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MO Lefpre L Time Start Time
Risk, Compliance & Policy
9.7 | Ethical Conduct Policy Instruments* (M) Nigel Allen 10 10:40 a.m.
Policy Framework: Temporary Amendment .
9.8 to Co);]sultation Path* (M? y Nigel Allen 5 10:50 a.m.
99 gnnuaI*University Risk Management Nigel Allen 5 10°55 a.m.
eport* (U)
10 Investment Committee:
Stephanie
10.1 | Quarterly Report CFIJ‘IOW 5 11:00 a.m.
BREAK 10 11:05 a.m.
11 Governance Nominations & Human
Resources Committee (GNHR)
11.1 2020-_2021 Bo*ard Renewals & Leadership Francis 5 11-15 am.
Appointments* (M) Garwe
2020-2021 Board Committee Francis
11.2 Appointments* (M) Garwe ; 11:20am.
11.3 gcgf\f}g\?v‘j‘?gj) Practices Assessment Cheryl Foy 10 11:25 a.m.
12 Strategy & Planning Committee (S&P)
Board of Governors Pathways Awards Thorsten )
12.1 Amendment* (M) Koseck 5 11:35am.
Steven
12.2 | Strategic Retreat Debrief (D) Murphy & 10 11:40 a.m.
Cheryl Foy
13 Consent Agenda: (M) Chair 5 11:50 a.m.
Faculty of Engineering and Applied Science
13.1 :
— Restructuring of Departments*
Academic Council’s Governance &
13.2 | Nominations Committee Terms of
Reference Amendments*
13.3 | 2020-2021 Board Schedule*
13.4 Appointment of Board Secretary 2020-
' 2021*
135 Minute_s of Public Session of Board Meeting
' of April 23, 2020*
Minutes of Public Session of Audit &
13.6 | Finance Committee Meeting of April 15,
2020*
Minutes of Public Session of Governance,
13.7 | Nominations & Human Resources
Committee Meeting of March 26, 2020*
Minutes of Public Session of Strategy &
13.8 | Planning Committee Meeting of April 8,
2020*
13.9 Minutes of Public Session of Investment

Committee Meeting of February 19, 2020*

D — Discussion

M — Motion P — Presentation

U — Update

* Documents attached




Allocated Suggested

MO Hefpre L Time Start Time
13.10 | Updated A&F Terms of Reference*
13.11 | BMO Banking Resolution*
Information Items (also available on the
14 _
Board portal):
14.1 | A&F Annual Report*
14.2 | Investment Annual Report*
14.3 | GNHR Annual Report*
14.4 | Annual S&P Report*
Annual Policy Review & Compliance
14.5
Update*
Annual Report on Student Sexual Violence
14.6 . i
Policy Implementation*
14.7 | Annual CURIE Report*
14.8 | AVIN*
14.9 | Alumni Engagement Strategy*
14.10 | Strategic Research Plan*
14.11 | Annual Board Chair Report*
15 Other Business Chair
16 Adjournment (M) Chair 11:55 p.m.
BREAK 15
NON-PUBLIC SESSION
(material not publicly available)
FAREWELL Steven 10 12:10 p.m.
Murphy
17 Call to Order Chair 12:20 p.m.
18 Conflict of Interest Declaration Chair
19 Chair's Remarks Chair
20 President’s Report '\S/Ituer\{)ehr;/ 10 12:25 p.m.
20.1 | Appointment, Tenure & Promotion* (M)
20.2 Debenture Check-in
21 Legal Update* (U) Cheryl Foy 15 12:35 p.m.
Committee Reports
(confidential items only)
22 A&F
22.1 | Long Term Space Planning* (D) Brad 10 12:50 p.m.
Maclsaac
23 GNHR
. Francis
23.1 | Board & LGIC Appointments* (M) Garwe 5 1:00 p.m.
24 Consent Agenda (M): Chair 5 1:05 p.m.
241 Minutes of Non-Public Session of Board

Meeting of April 23, 2020* (M)

D — Discussion

M — Motion P — Presentation

U — Update

* Documents attached




Lead Allocated Suggested

Time Start Time

Minutes of Non-Public Session of Audit &
24.2 | Finance Committee Meeting of April 15,
2019*

Minutes of Non-Public Session of
Governance, Nominations & Human
Resources Committee Meeting of March
26, 2020~

24.3

Minutes of Non-Public Session of Strategy
24.4 | & Planning Committee Meeting of April 8,
2020

25

For Information:

University Risk Management Annual

25.1 Report — Confidential Attachments*

25.2 | Brand Awareness Market Research*

26

Other Business Chair

27

In Camera Session Chair 1:10 p.m.

President’s Objectives 2019-2020 &
Board Feedback*

28

Termination (M) Chair 1:30 p.m.

Becky Dinwoodie, Secretary

Consent Agenda: To allow the Board to complete a number of matters quickly and devote

more of its attention to major items of business, the Agenda has been divided between items
that are to be presented individually for discussion and/or information and those that are
approved and/or received by consent. A Consent Agenda is not intended to prevent
discussion of any matter by the Board, but items listed under the consent sections will not be
discussed at the meeting unless a Governor so requests. Governors are supplied with the
appropriate documentation for each item, and all items on the Consent Agenda will be
approved by means of one omnibus motion.

D — Discussion M — Motion P — Presentation U — Update * Documents attached




1 OntarioTech

UNIVERSITY
BOARD REPORT
SESSION: ACTION REQUESTED:
Public X Decision X
Discussion/Direction a
Information O
Financial Impact [ Yes & No Included in Budget [ Yes X No
TO: Board of Governors
DATE: June 25, 2020
FROM: Academic Council
SLT LEAD: Les Jacobs, Vice-President, Research and Innovation
SUBJECT: Establishment of the Institute for Cyber Security and Resilient

Systems (ICSRS) at Ontario Tech University

BOARD MANDATE:

In accordance with Article 1.4(b) of By-law No. 2, Academic Council will make
recommendations to the Board on matters including the establishment of faculties,
schools, institutes and departments.

Academic Council is seeking the Board's approval of the establishment of the
Institute for Cyber Security and Resilient Systems (ICSRS) at the university.

BACKGROUND/CONTEXT & RATIONALE:

There has been a sharp increase in the number of cyberattacks over the last few
years, costing businesses trillions of dollars, in addition to the loss of billions of personal
and financial records (and possible meddling with elections) [1]. In addition, recent
advancement in computation and communication, coupled with the proliferation of the
Internet and the rush to replace physical systems with more digitally enabled systems
have made cybersecurity an international challenge. What is even more important is that

1. TrendMicro - Unseen Threats, Imminent Losses - 2018 Midyear Security Roundup. Available
at https://documents.trendmicro.com/assets/rpt/rpt-2018-Midyear-Security-Roundup-unseen-
threats-imminent-losses.pdf. Accessed on Oct 17, 2018.

1



the threat landscape has changed over the last few years, with an increase in state-
sponsored attacks, which clearly shows that governments around the world have been
investing in cybersecurity capabilities.

While the majority of public and private organizations currently use various
solutions to protect themselves from potential cyberattacks, there is rarely a day that we
do not hear news about cyber security incidents. Whether it is ransomware, distributed
denial of service (DDOS), phishing or spear phishing, drive-by, password SQL injection,
eavesdropping, social engineering or any other form of attack, these attacks are
inflecting havoc on various sectors of the Canadian economy (more than $3 billion in
economic losses each year [2]). Some of these attacks also inflicted damages on the
lives of millions of Canadians. In November 2019, threat actors managed to infect all
Nunavut government electronic services with a ransomware that paralyzed all
operations. A number of Ontario municipalities (Stratford, Woodstock and The Nation)
were also hit with ransomware attacks. Ransomware hit three Ontario hospitals crippling
their computer system and locking access to patients’ medical data. In August 2019, the
Five Eyes alliance that includes Canada, the United States, New Zealand, Australia, and
the UK, accused China of running a 12-year campaign of cyber espionage to steal trade
secrets and intellectual properties from companies in 12 countries around the world. In
December, security researchers from Palo Alto Networks attributed a campaign to infect
various government agencies in four continents with malware to the Russian cyber-
espionage group Sofacy. Last but not least, a cyberattack recently targeted a major
Czech hospital during the current COVID-19 pandemic forcing the hospital to shut down
its whole IT infrastructure, and the emails and passwords of personnel from the World
Health Organization (WHO), the Centers for Disease Control and Prevention (CDC) and
other health organizations were posted online.

Cyberspace is a unique environment where IT, business and people intertwined
together, making it a challenge to systematically enforce procedures and maintain
security. It is common knowledge in cybersecurity that the single weakest link in the
information security chain is always the human being, and that most of the cybersecurity
incidents are the results of human actions (or inactions). Therefore, in order to improve
security in cyberspace, it is important to factor the human aspect of any security solution.
Ensuring a secure and robust cyberspace requires a solid understanding of human nature
and its role in the whole cyberspace ecosystem; factors such as the acceptability of cyber
policies and controls, understanding the motivations behind cyberattacks, the background
of cyber victims and criminals, and identifying and eliminating insider threats are all
challenges rooted in social and behavioral science.

The traditional view of cybersecurity in a binary form (secure vs. insecure, verified
vs. unverified etc.) is also changing rapidly. An emerging paradigm focuses on the concept
of trust as the basic description of an entity’s reliability, performance and security. A trust-
based cyberspace can be described as an infrastructure for information exchange in which
the accuracy, integrity and confidentiality of information are not deterministic and binary,
but instead are based on a dynamic trust score. Such trust scores can be assigned to
multiple different network entities, which can be are based on multitude of factors based
on reputation, reliability, performance and past history. Such trust scores are both

2, National Cyber Security Action Plan (2019-2024) Available at
https://www.publicsafety.gc.ca/cnt/rsrcs/pblctns/ntnl-cbr-scrt-strtg-2019/index-en.aspx
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subjective and dynamic: an action, lack of action or state change could alter, and even
potentially rescind the trustworthiness of an entity inside or outside the cyberspace. This
new paradigm will form the basis for a resilient cyberspace, in which every entity (physical,
logical, or information) is evaluated dynamically and constantly based on the events in the
cyberspace, and actions/decisions are taken to maintain or improve the cyber resilience
in face of those events.

Along with resilience, the issue of privacy has also become one of the most
important topics of discussion today. For a majority of consumers, getting better services
in a digital economy may be worth sacrificing the confidentiality of some private data by
making it available to service providers or to the public, as long as they can trust the ability
of the service provider to keep it safe. However, there are few alternatives for those who
may prefer to have a choice in this matter and control what information they provide to the
companies. The current deployment of technology does not provide many choices to such
customers. Whether people want or not, their utility usage, internet access, cell phone
location and vehicle information is collected and maintained individually by service
providers, making an anonymous life impossible. As more advanced technologies for
smart cities are developed, maintaining such anonymity becomes harder.

Today, a large, yet fragmented, number of research activities related to cyber
security is done by a number of researchers and in different research labs, with a large
concentration of security, privacy and trust happening within the Faculty of Business and
Information Technology, with a fairly large number of social science research happening
with the Faculty of Social Science and Humanities (FSSH), in addition to some research
on software security happening within the Faculty of Engineering and Applied Science
(FEAS), and nuclear physical security happening in the Faculty of Energy and Nuclear
Science (FENS). Though Ontario Tech University is a small university, most of the
research still happens in silos. The main objective of the proposed institute is to create a
fertile ground for potential collaboration between researchers from different disciplines to
address cyber security and resilience challenges. More specifically, the Institute will allow
researchers to:

» Create opportunities for researchers from multiple disciplines to network, collaborate
and share ideas.

« Address bigger challenges in cybersecurity and resiliency and make larger and
impactful solutions to society.

« Allow faculty members from faculties that do not have graduate programs to participate
in student supervision.

» Leverage the power of an institute when applying for individual or large grants (Canada
Foundation for Innovation, NSERC Collaborative Research and Training Experience
Program (CREATE), NSERC Networks of Centres of Excellence (NCE), New Frontiers
in Research Fund, SSHRC Partnership grants.

RESEARCH MANDATE

One of the institutional priorities for Ontario Tech is “Tech with a conscience” which
is defined as the responsible and ethical use and development of technologies that can
help with the progress and prosperity of humanity. As today’s technology is intertwined
with the daily artifacts and applications spanning multiple domains, it is imperative to tackle
the human-business-technology challenge from an interdisciplinary perspective. Being at
the front of research and use of technology, and with a large concentration of faculty
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members carrying leading-edge research in Information Technology (Security, Privacy,
Trust) and Social Science (business, law and ethics), Ontario Tech is strategically situated
for developing and evaluating the impact of new technologies on our society. Being a small
and innovative university, and with many cross-appointments and collaborations between
many faculty members, establishing a research institute will provide the rich environment
to cultivate and promote research on the influence of new security, privacy and trust
technologies on human and society, as well as guiding the design and development of
future technologies.

The Faculty of Business and Information Technology has taken a major initiative to
develop a cybersecurity research institute, called the Institute for Cyber Security and
Resilient Systems (ICSRS), with a mandate to research the intersection of technical, legal,
social, economic and ethical implications of privacy, security and trust technologies. The
Institute will create a focal point within Ontario Tech University, for research, teaching, and
outreach in the field of cyber security protection (e.g. critical infrastructure protection,
identity management, protection from social engineering, secure software system,
password protection, ...) to enhance online and offline cyber protection and innovation.
The focus of the Institute will be broadly to examine issues surrounding the use and
protection of emerging technologies in both public and private sectors. The Institute links
to three of Ontario Tech strategic research priorities from the newly released strategic
research DRIVING THE FUTURE THROUGH, RESEARCH EXCELLENCE STRATEGIC
RESEARCH PLAN, 2020-2025.

The Institute would address the following Ontario Tech priorities:

* Attract and retain outstanding national and international academics

» Place priorities and resources in areas of national and international importance
* Build and maintain state-of-the-art research and teaching facilities

» Attract and support excellent students and postdoctoral fellows

In addition to aligning with Ontario Tech priorities, the Institute also aligns with
provincial and federal priorities and action plans on cybersecurity, as outlined in the
National Cyber Security Action Plan and the Ontario Cyber Security Framework. It also
connects the University to the Ontario information and communications technology sector,
which contributes close to $86.6 B in GDP, $193 B in revenue, $11.3 in good exports,
$10.6 B in service exports, and employing more than 652 workers in 2018[3]. The Institute
will contribute to the ICT sector by creating knowledge, expertise and capacity in the area
of cybersecurity through integrating, coordinating and facilitating interdisciplinary
research, innovative teaching, and outreach. The Institute will collaborate with partners,
and link with accredited programs and schools in the Faculty of Business and Information
Technology. Additionally, it will provide an administrative structure for the labs, research
and teaching as well as executive education and classes in the Faculty. The Institute aims
to be the recognized center of excellence in cyber security, coordinating and leveraging
our diverse strengths in Research, Outreach and Experiential Learning.

3. https://www.ic.gc.ca/eic/site/ict-tic.nsf/eng/h_it07229.html
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o Supports the MSc and

PhD research-based
program in  computer
science and related

graduate programs of the
other faculty members
involved in the institute, in
addition to the Master of
IT Security program.

» Focal point for the
application for CFl,
NSERC, OCE, SSHRC
and other grant
applications

» Creates a collaborative
over arching training
space for future degrees,
such as the graduate and
undergraduate program in
cyber  security threat
intelligence.

Research Training Outreach

e Supports research | Supports exchange and [ Focal point for a
threads across all the | partnerships in cyber | development plan for
university, and links to | security related courses 2020 and onward
existing centers and |» Supports the training for | initiatives to help attract
institutes  inside  and | the undergraduate | innovative donors with
outside the university. Networking and IT | sponsorship and naming
» Facilitates research into | Security (NITS) and the | opportunities

innovative use of | Master of IT Security |* Connections to the
technology in teaching (MITS) students. community through the

creation of an advisory
board
* Revive the
seminar series
cybersecurity topics
e Initiate a regional
conference

METIS*
on

RESOURCES REQUIRED

A. Physical Requirements

Currently, there are a number of research labs in the faculty of Business and
Information Technology that can be included under the umbrella of the Institute. These
research labs include: The Advanced Networking Technology and Security (ANTS)
research lab, the Security, Artificial Intelligence, Networks Lab (SAIN Lab), The Human

Machine Lab, the Hackers Research Lab, the Networking Lab, The Finance Lab, the
Marketing Lab, the Business Analytics Lab, and the SAP Next-Gen Lab (Labs from other
faculties and organizations will be added later). These labs are located in the Software
and Informatics Research Centre (SIRC) building, so there are no requirements for

renovation or extra hardware. The Institute can definitely benefit from a meeting space,
and for that, the Dean of FBIT has agreed to share the current Incubator space in the

SIRC building.

4. The METIS seminar was a first introduced with the inception of the Master of IT Security program and focused on
security topics, and was later combined with the general CS graduate seminar
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B. Staffing Requirements

In addition to a Director for the Institute, who is a full-time faculty member, the
Institute will require the help of a full-time Executive Director. This position is very
important to coordinate all Institute events and activities, to establish and facilitate
connections with industrial partners, to showcase our strength, and to communicate
research activities to potential partners and donors. The person in this position will work
closely with the Office of External Relations, the Office of Corporate Engagement &
Development, as well as the Office of Research Services to build relations and
engagements with external partners.

C. Budget and Financial Requirements

The following operational budget proposal is based on a Director for the institute
being from extant faculty, with courses covered by LTA, and full-time Executive Director.
All incoming money will be raised through grants, service contracts, overhead and fund-
raising activities. The budget is aspirational in nature and FBIT will commit to a minimum
of the course releases and promotional materials initially. Other items will be subject to
fund-raising activities, whereby faculty who benefit from being associated with the Institute
will be encouraged to allocate administrative expenses in their grant or research contracts
to sustain the Institute over the long term. At this time FBIT and Advancement are actively
pursuing funding and naming opportunities for the Institute that could begin as soon as
2020.

Table 1. CSSRS Proposed Budget
Category Yearl Year2 Year3 Year4 Year5

Human Resources
Director
Stipend 5,000 5,000 5,000 [ 5,000 5,000
Course Release for (2
courses); to be covered by a 17,000 | 17,000 | 17,000 | 17,000 | 17,000
sessional instructor
Executive Director (One LTE)®
(including 9% payroll benefits
and 3% salary increase every 59,950
year) (starting salary of
$110,000)
Administrative Assistant 8
(including 19% payroll benefits
and 3% salary increase every
year) (starting salary of $45,000)
Undergraduate® Student(s) (10
hrs a week, with 3% salary 13,664 | 14,074 | 14,497
increase every year)
Graduate Student(s)' (10 hrs a
week, with 3% salary increase

123,49 | 127,20 | 131,01 | 134,94
7 2 8 8

26,775 | 55,156 | 56,811 | 58,516 | 60,271

19,605 | 20,194 | 20,799

every year)

Equipment & Supplies
Laptop (for Exec. Dir.) 4,000
Colour Printer 500




Toner, paper, general office 800 800 800 800 800
supplies
Promotion (website
creation/maintenance; professional 5,000 5,000 5,000 5,000 5,000
printing; business cards)
Seminar Series (travel and
accommodation for invited 7,500 7,500 7,500 7,500
speakers, refreshments,...)
Travel for Directors (local,
national, international conferences) 5,000 6,000 7,000 8,000
Year Total 124,02 | 223,95 | 263,58 | 271,10 | 278,81
5 3 2 2 5
Anticipated Incoming Fund (from | ;55 o | 595 09 | 275,00 | 300,00 | 300,00
overhead, fundraising, joint 0 0 0 0 0
research grants, service contracts)

§ Please note that the Executive Director and the Administrative Assistant will be
hired 6 months from the Institute launching time: the duties of the Executive Director will
be carried by the Director during this time, and the duties of the Administrative assistant
will be provided by FBIT.

T Also note that these graduate and undergraduate students will be hired as part of
the Institute, and they will eb in addition to the graduate and undergraduate students hired
directly by members of the Institute.

IMPLICATIONS

The Institute for Cybersecurity and Resilient Systems will serve as a central
research institute in this field, allowing to pool together and coordinate relevant research
activities that are currently scattered around four different faculties, and potentially all
faculties at Ontario Tech University. Establishing this Institute will highly increase Ontario
Tech University's profile in an area in which the university has established a reputation for
excellence and has been highlighted in present (2017-2020) and upcoming (2020-2025)
Strategic Research Plan for the university.

The benefits of establishing this Institute includes, but is not limited to: promotion
of high-impact interdisciplinary and cross-faculty collaboration in research at the
university; enhancing university's profile as a center of excellence in this field; greater
support for university researchers, and serving as a magnet for attracting researchers in
this field in Canada and abroad. it will also allow the university researchers to pursue larger
funding opportunities, to establish formal research networks with other research institutes
in Canada and abroad, and to collaborate with agencies such as MITACS, OCE and
NSERC in training the next generation of experts in this field.

The Institute will also act as a central point to coordinate and provide highly-needed
expertise to governments, businesses, organizations and the public, particularly at the
time of emergencies. As an example, during the current COVID-19 pandemic, many
organizations and businesses are struggling to move their operations online in a secure
and resilient manner, and the Internet backbone itself is being tested under the stress of
the sharp spike in online traffic. Issues of online information privacy, trust and quality have
suddenly become an important factor of daily life. The Institute would serve as a consultant



to media and government to provide information and expertise about the impact of the
pandemic, and to raise awareness about the impact of the pandemic, for instance by
conducting and publishing regular assessment of the network resilience and security
threats, and to lead research activities with regard to mitigating the negative impacts of
the pandemic on people's work and life.

In addition to research activities, it is projected that the Institute will establish a
service portfolio to serve the increasing demand from industry. Services such as testing
and verification of security products and other service contracts will be high on the list of
provided services. Providing the service of testing and verification of security products can
be a major source of income to the Institute, in addition to potential opportunity for research
engagements and student recruitments.

It is anticipated that members of the Institute will organize a yearly workshop, or
symposium on cybersecurity at Ontario Tech University to share some of the research
output of the members as well as to raise nationally and internationally the profile of the
Institute and the university. The event will also include some industry and training sessions
to attract industry and professional personnel to join the event. information about the
event, in addition to other research activities and outcomes will be continually published
on the Institute’s website.

In addition, it is anticipated that members of the Institute will apply for an NSERC
Collaborative Research and Training Experience Program (CREATE) program in the
areas related to cybersecurity, information privacy and trust. The collaborative and
interdisciplinary approaches to research will increase the chances of receiving the grant.
Additionally, some of the donated funds to be received by the Institute will be used to
support additional graduate and undergraduate students, and providing these students
with additional experiential learning opportunities.

As a research entity within Ontario Tech University, the Institute will follow the same
intellectual property and commercialization policy used at the university, which states that
the ownership of intellectual property developed using funding from the Institute belongs
to the faculty members and students. All businesses that want to partner with the institute
will follow the regular process established by the Office of Research Services.

ALIGNMENT WITH MISSION, VISION, VALUES & STRATEGIC PLAN

The Institute for Cyber Security and Resilient Systems aligns with several strategic
priority areas of the university, and promotes research on the intersection of technologies,
social normal, and businesses that highly impacts the quality of life for human societies,
as per University's motto "Tech with a Conscience".

The Institute links to three of Ontario Tech strategic research priorities from the newly
released strategic research DRIVING THE FUTURE THROUGH, RESEARCH
EXCELLENCE STRATEGIC RESEARCH PLAN, 2020-2025:

1. Data Science, Digital Technologies, and Artificial Intelligence

Majority of the researchers affiliated with the Institute are already integrating various
data science approaches, including Artificial Intelligence and Machine Learning
techniques to solve big challenges, and this will continue as more and more of these
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technologies are applied in various domains. Examples of current projects include
applications of big data analytics and machine learning in security, network operations,
password management, recommender systems, social media, smart cities and customer
data privacy.

2. Autonomous Vehicles and Assisted Mobility

In the past few years, the Automotive Centre of Excellence (ACE) has been attracting
various companies interested in security testing and verification of various components of
the connected and autonomous vehicles. This shift is expected to continue as more and
more computing and communication devices are integrated into vehicles. Various
members of the Institute are already working with industry partners on projects related to
security and resiliency on future vehicles. Examples of past projects in this area include:
privacy implications of connected cars; automotive software security and anomaly
detection; context-aware vehicular networks and smart road-sensing technologies.

3. Social Innovation, Disruptive Technologies, and the New Economy

As new technologies continue to change businesses and social norms, an inter-
disciplinary evaluation of how these norms can be disrupted by security attacks and how
developed solutions can be introduced and adopted. The inter-disciplinary background of
the researchers in the institute will allow for innovative design and evaluation of how new
technologies can be designed to improve security and increase resiliency. Examples of
the projects by the institute’s researchers include the widely-reported companion robots
which was featured in major media stories; the Al-with-empathy project; Legal and social
research on digital piracy and cyber-bullying; Children's privacy protection for smart toys;
behavioural information security; fraud prevention; device comfort, and Human-Al trust
relationships.

The institute will also promote and contribute to the university’s mission in regard to the
training of students and HQPs. All faculty members associated with the Institute have a
strong track record of supervising graduate and undergraduate students, as well as post-
doctoral fellows. It is expected that the institute will facilitate co-supervision from multiple
faculties. This will provide faculty members from faculties that do not have graduate
students to access and supervise graduate students from other faculties in the target
areas.

The institute will leverage the high number of current applications to the Master of IT
Security (MITS) program in FBIT, in addition to the undergraduate program in Networking
and IT Security, to start other specializations in addition to the existing specialization in
Artificial intelligence. Some of these specializations will include Information Technology
Audit and Compliance, Risk Management and Business Continuity, Cyber Crime and
Fraud Investigation, Industrial Control Systems Security, Incident Response, and Forensic
Analysis. Some of the developed courses for these specializations can also be used to
create a wide range of Graduate Certificates.

ALTERNATIVES CONSIDERED:
N/A

CONSULTATION:
Lots of consultation went into the development of the proposal for the Institute for
Cyber Security and Resilient Systems (ICSRS), including:



e Office of Research Services: May 2019 — present

e Internal researchers: Discussions have been taking place between all researchers
in the proposals.

e External potential partners: Discussions already going on with CIBC and Check
point to support the Institute. Other discussions are planned with IBM in the near
future.

e Discussions with members of the Networking and IT Security Advisory Board.

e FBIT Faculty council: Motion passed April 14, 2020

e Research Board: Motion passed April 24, 2020

COMPLIANCE WITH POLICY/LEGISLATION:

The Institute for Cyber Security and Resilient Systems (ICSRS) proposal was developed
in conjunction with the Office of Research Services to align with the University’s
Procedure for the Creation of Research Units, Centres and Institutes (see Appendix 1).

MOTION FOR CONSIDERATION:

That pursuant to the recommendation of Academic Council, the Board of
Governors hereby approves the establishment of the Institute for Cyber Security
and Resilient Systems (ICSRS), as presented.

SUPPORTING REFERENCE MATERIALS:

1. Full proposal for the creation of the Institute for Cyber Security and Resilient
Systems (ICSRS) at Ontario Tech University
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I1.

Institute for Cyber Security and Resilient Systems (ICSRS)

Name of the Entity
Institute for Cyber Security and Resilient Systems (ICSRS)

Proposers:
A. Director

Khalil El-Khatib, PhD
Professor, Faculty of Business and Information Technology
Khalil.el-khatib@ontariotechu.ca

B. Co-Proposers (In Alphabetical Order)
* Amirali Abari, Faculty of Business and Information Technology
* Rajen Akalu, Faculty of Business and Information Technology
* Shahram S. Heydari, Faculty of Business and Information Technology
* Patrick Hung, Faculty of Business and Information Technology
» Stephen Jackson, Faculty of Business and Information Technology
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III.  Background Description and Justification

There has been a sharp increase in the number of cyberattacks over the last few years,
costing businesses trillions of dollars, in addition to the loss of billions of personal and financial
records (and possible meddling with elections) [1]. Recent advancement in computation and
communication, coupled with the proliferation of the Internet and the rush to replace physical
systems with more digitally enabled systems have made cybersecurity an international challenge.
What is even more important is that the threat landscape has changed over the last few years; the
increase in state-sponsored attacks shows that governments around the world have been investing
in cybersecurity capabilities.

While the majority of public and private organizations use various solutions to protect
themselves from potential cyberattacks, there is rarely a day that we do not hear news about cyber
security incidents. Whether it is ransomware, distributed denial of service (DDOS), phishing or
spear phishing, drive-by, password SQL injection, eavesdropping, social engineering or any other
form of attack, these attacks are inflecting havoc on various sectors of the Canadian economy
(more than $3 billion in economic losses each year [2]). Some of these attacks also inflicted
damages on the lives of millions of Canadians. In November 2019, threat actors managed to infect
all Nunavut government electronic services with a ransomware that paralyzed all operations. A
number of Ontario municipalities (Stratford, Woodstock and The Nation) were also hit with
ransomware attacks. Ransomware hit three Ontario hospitals crippling their computer system and
locking access to patients’ medical data. In August 2019, the Five Eyes alliance that includes
Canada, the United States, New Zealand, Australia, and the UK, accused China of running a 12-
year campaign of cyber espionage to steal trade secrets and intellectual properties from companies
in 12 countries around the world. In December, security researchers from Palo Alto Networks
attributed a campaign to infect various government agencies in four continents with malware to
the Russian cyber-espionage group Sofacy.

Cyberspace is a unique environment where IT, business and people intertwined together,
making it a challenge to systematically enforce procedures and maintain security. It is common
knowledge in cybersecurity that the single weakest link in the information security chain is always
the human being, and that most of the cybersecurity incidents are the results of human actions (or
inactions). Therefore, in order to improve security in cyberspace, it is important to factor the human
aspect of any security solution. Ensuring a secure and robust cyberspace requires a solid
understanding of human nature and its role in the whole cyberspace ecosystem; factors such as the
acceptability of cyber policies and controls, understanding the motivations behind cyberattacks,
the background of cyber victims and criminals, and identifying and eliminating insider threats are
all challenges rooted in social and behavioral science.

The traditional view of cybersecurity in a binary form (secure vs. insecure, verified vs.
unverified etc.) is also changing rapidly. An emerging paradigm focuses on the concept of trust as

!, TrendMicro - Unseen Threats, Imminent Losses - 2018 Midyear Security Roundup. Available
at https://documents.trendmicro.com/assets/rpt/rpt-2018-Midyear-Security-Roundup-unseen-
threats-imminent-losses.pdf. Accessed on Oct 17, 2018.

National Cyber Security Action Plan (2019-2024) Available at

https://www.publicsafety.gc.ca/cnt/rsrcs/pbletns/ntnl-cbr-scrt-strtg-2019/index-en.aspx
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the basic description of an entity’s reliability, performance and security. A trust-based cyberspace
can be described as an infrastructure for information exchange in which the accuracy, integrity and
confidentiality of information are not deterministic and binary, but instead are based on a dynamic
trust score. Such trust scores can be assigned to multiple different network entities, which can be
are based on multitude of factors based on reputation, reliability, performance and past history.
Such trust scores are both subjective and dynamic: an action, lack of action or state change could
alter, and even potentially rescind the trustworthiness of an entity inside or outside the cyberspace.
This new paradigm will form the basis for a resilient cyberspace, in which every entity (physical,
logical, or information) is evaluated dynamically and constantly based on the events in the
cyberspace, and actions/decisions are taken to maintain or improve the cyber resilience in face of
those events.

Along with resilience, the issue of privacy has also become one of the most important
topics of discussion today. For a majority of consumers, getting better services in a digital economy
may be worth sacrificing the confidentiality of some private data by making it available to service
providers or to the public, as long as they can trust the ability of the service provider to keep it
safe. However, there are few alternatives for those who may prefer to have a choice in this matter
and control what information they provide to the companies. The current deployment of
technology does not provide many choices to such customers. Whether people want or not, their
utility usage, internet access, cell phone location and vehicle information is collected and
maintained individually by service providers, making an anonymous life impossible. As more
advanced technologies for smart cities are developed, maintaining such anonymity becomes
harder.

The concept of anonymization or de-identification on the Internet has long been studied,
and solutions such as web anonymizers have been around for many years. Such services often
work based on aggregation and randomization in which user data from many sources are combined
to de-identify individual sources, providing a degree of collective anonymity. In the area of smart
city utilities, the concept of “Privacy-by-Design” has been introduced as a potential solution to
maintain privacy of consumer data. In this model, the manufacturers of utility devices and service
providers must work together to design their systems to operate with no or minimal reliance on
individual consumer data. The use of aggregated smart meter readings and data de-identification
tools is encouraged in system design.

Addressing all these important questions will provide challenges for researchers in the field
of information security for years to come. Many researchers at Ontario Tech university are
currently studying various aspects of cybersecurity, trustable networks and information privacy.
The objective of this proposal is to provide a focal point for coordinating research work in this
interdisciplinary area, to pool resources together, and to attract external funding for this area of
research.



IV.  The need for a interdisciplinary approach to address the challenges to cybersecurity
and resiliency

Cybersecurity is a multifaceted challenge that combines technologies, people and social
normal, and spans multiple sectors. And while cybersecurity is considered a subfield of
information technology, it has strong relations to other disciplines, especially the fields of business
and social science, which indicates that impactful cybersecurity solutions necessitate collaborative
approaches across multiple disciplines and practices.

For instance, the term “cyberaggression” defined by Harknett et. al., is used “to capture the
range of activities associated with disruptive computer hacking, cybercrime, cyberespionage,
cyberconflict, and cyberwar recognizing that each of those terms provides greater precision to
specific realms of aggression.” [3] it is not hard to see that most of these forms of aggressions are
close imitations of the same aggressions that happen in the real world, except that they use the
information technology platform. These forms of aggressions are well researched in the fields of
criminal justice and political science, with well established detection and response techniques that
can be adopted and modified in the cyber world. [4] These related fields go even deeper than the
typical approaches taken in cybersecurity, to even study the root causes of these aggressions.

Understanding researches and theories in behavior science can also help improve cyber
security and reduce risks. Sasse and Flechais pointed out that in order to “prevent users from being
the ‘weakest link,””” one must have a good understanding of behavioral science. [5] Both Predd et
al. [6], 2008; Pfleeger et al. [ 7] emphasised the importance of understanding human behaviors as
well when designing, developing, deploying and using cyber security. The linkage between
behavioral science and security is clear when it comes to how people trust to mitigate risk when
they are online, and even when building automated multi-agent systems. Additionally, there is a
large body of knowledge in behavior science that relate decision making, employee compliance
and deviance to the risk level of an organization [8§].

Cybersecurity is intertwined with the way business and government operate, and it is hard
to separate the cause and effect of the two areas. And while the impact of cybersecurity on business
is well researched, various business fields can also be leveraged to address security challenges.
For instance, research findings in the field of economics can be used to find a balanced resource
allocation point between a viable business and secure organization. Research methods from the
field of human resources and organizational behavior can help hire and retain loyal people, and
minimise the risks of insiders’ threat. Marketing field can help introduce security solutions into
organizations and persuade them to see these new technologies as enablers, and not inhibitors.

Today, a large, yet fragmented, number of research activities related to cyber security is
done by a number of researchers and in different research labs, with a large concentration of
security, privacy and trust happening within the Faculty of Business and Information Technology,
with a fairly large number of social science research happening with the Faculty of Social Science
and Humanities (FSSH), in addition to some research on software security happening within the
Faculty of Engineering and Applied Science (FEAS), and nuclear physical security happening in
the Faculty of Energy and Nuclear Science (FENS).

Though Ontario Tech University is a small university, most of the research still happens in
silos. The main objective of the proposed institute is to create a fertile ground for potential
collaboration between researchers from different disciplines. More specifically, the Institute will
allow researchers to:
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* Create opportunities for researchers to network and share ideas.

* Address bigger challenges in cybersecurity and make larger and impactful solutions to
society.

» Allow faculty members from faculties that do not have graduate programs to participate
in student supervision.

» Leverage the power of an institute when applying for individual or large grants (Canada
Foundation for Innovation, NSERC Collaborative Research and Training Experience
Program (CREATE), NSERC Networks of Centres of Excellence (NCE), New
Frontiers in Research Fund, SSHRC Partnership grants.

V. Research Mandate

One of the institutional priorities for Ontario Tech is “Tech with a conscience” which is
defined as the responsible and ethical use and development of technologies that can help with the
progress and prosperity of humanity. As today’s technology is intertwined with the daily artifacts
and applications spanning multiple domains, it is imperative to tackle the human-business-
technology challenge from a interdisciplinary prospective. Being at the front of research and use
of technology, and with a large concentration of faculty members carrying leading-edge research
in Information Technology (Security, Privacy, Trust) and Social Science (business, law and
ethics), Ontario Tech is strategically situated for developing and evaluating the impact of new
technologies on our society. Being a small and innovative university, and with many cross-
appointments and collaborations between many faculty members, establishing a research institute
will provide the rich environment to cultivate and promote research on the influence of new
security, privacy and trust technologies on human and society, as well as guiding the design and
development of future technologies.

The Faculty of Business and Information Technology has taken a major initiative to
develop a cybersecurity research institute, called the Institute for Cyber Security and Resilient
Systems (ICSRS), with a mandate to research the intersection of technical, legal, social, economic
and ethical implications of privacy, security and trust technologies. The institute will create a focal
point within Ontario Tech University, for research, teaching, and outreach in the field of cyber

3. Harknett, R. J., Callaghan, J. P., & Kauffman, R., Leaving Deterrence Behind: War-Fighting
and National Cybersecurity. Journal of Homeland Security and Emergency Management, 7(1),
22 (2010), 1-24.
Stockman, Mark. "Infusing social science into cybersecurity education." Proceedings of the
14th annual ACM SIGITE conference on Information technology education. 2013.
5. Sasse, M. Angela and Ivan Flechais, “Usable Security: Why Do We Need It? How Do We Get
1t?,” in Lorrie Faith Cranor and Simson Garfinkel, eds., Security and Usability, O’Reilly
Publishing, Sebastopol, CA, 2005, pp. 13-30.
Predd, Joel, Shari Lawrence Pfleeger, Jeffrey Hunker and Carla Bulford, “Insiders Behaving
Badly,” IEEE Security and Privacy 6(4), July/August 2008, pp. 66-70.
Pfleeger, Shari Lawrence, Joel Predd, Jeffrey Hunker and Carla Bulford, “Insiders Behaving
Badly: Addressing Bad Actors and Their Actions,” IEEE Transactions on Information
Forensics and Security, 5(2), March 2010.
Klein, Gary A. and Eduardo Salas, eds., Linking Expertise and Naturalistic Decision Making,
Erlbaum, 2001.
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security protection (e.g. critical infrastructure protection, identity management, protection from
social engineering, secure software system, password protection, ...) to enhance online and offline
cyber protection and innovation. The focus of the Institute will be broadly to examine issues
surrounding the use and protection of emerging technologies in both public and private sectors.
The Institute links to three of Ontario Tech strategic research priorities from the newly released
strategic research DRIVING THE FUTURE THROUGH, RESEARCH EXCELLENCE
STRATEGIC RESEARCH PLAN, 2020-2025. The Institute would address the following Ontario
Tech priorities:

» Attract and retain outstanding national and international academics

» Place priorities and resources in areas of national and international importance

* Build and maintain state-of-the-art research and teaching facilities

» Attract and support excellent students and postdoctoral fellows

In addition to aligning with Ontario Tech priorities, the Institute also aligns with provincial
and federal priorities and action plans on cybersecurity, as outlined in the National Cyber Security
Action Plan and the Ontario Cyber Security Framework. It also connects the University to the
Ontario information and communications technology sector, which contributes close to $86.6 B
in GDP, $193 B in revenue, $11.3 in good exports, $10.6 B in service exports, and employing
more than 652 workers in 2018[9]. The Institute will contribute to the ICT sector by creating
knowledge, expertise and capacity in the area of cybersecurity through integrating, coordinating
and facilitating interdisciplinary research, innovative teaching, and outreach. The Institute will
collaborate with partners, and link with accredited programs and schools in the Faculty of Business
and Information Technology. Additionally, it will provide an administrative structure for the labs,
research and teaching as well as executive education and classes in the Faculty. The Institute aims
to be the recognized centre of excellence in cyber security, coordinating and leveraging our diverse
strengths in Research, Outreach and Experiential Learning.

links to existing Centres

inside and outside the
university.
» Facilitates research into

innovative use of technology
in teaching

» Supports the MSc and PhD
research-based program in
computer science and related
graduate programs of the
other  faculty = members

security related courses

* Supports the training for the
undergraduate Networking
and IT Security (NITS) and
the Master of IT Security
(MITS) students.

» Creates a collaborative over
arching training space for
future degrees, such as the
graduate and undergraduate

Research Training Outreach
» Supports research threads | Supports exchange and |» Focal point for a
across all the university, and | partnerships in cyber | development plan for 2020

and onward initiatives to
help  attract  innovative
donors with sponsorship and
naming opportunities

» Connections to the
community  through the
creation of an advisory board

* Revive the METIS!'® seminar
series on  cybersecurity
topics

» Initiate a regional conference
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* Focal

involved in the institute, in | program in cyber security
addition to Master of IT | threat intelligence.
Security program.

application for CFI, NSERC,
OCE, SSHRC and other
grant applications

point  for  the

VI. ICSRS Programs and Activities

Within the first two years, the objective of the institute will focus on a rapid start of
activities that focus on creating an infrastructure and relationships within and outside the institute.
With the help of various parties at the university, members of the institute will also be involved in
a fundraising program to raise money to support the institute activities. The details of these
programs and activities are included below.

A. Build Institute Governance Body, Infrastructure and Relationships

Create an ICSRS Advisory Board (around 10 members) consisting of thought leaders
in digital innovation with strong connections or senior level positions in the industry.
Create a steering committee (6-7 members) from faculty members within the institute
representing the various area of interest.

With the help of the Office of Research Services, the steering committee will develop
an internal governance body, responsibilities, procedures and processes for overseeing
the institute activities, including the process of allocating money raised through funding
activities, reporting structure, scheduling regular meetings, to mention a few.

If needed, refine the preliminary structure of the governance body of the institute, as
shown in Figure 1.

Create material about research expertise and capabilities.

Revive the FBIT Metis Seminar Series on Cybersecurity.

Pursue research funding in partnership with private and public sector partners.
Organise inter-disciplinary funding development workshops.

Foster and develop inter-university relationships and funding proposals potential venue
for funding proposal includes: NSERC, SSHRC, CFI, MITACS, and OCE.

Steering Committee Advisory Board Executive Director Administrative Assistant

Figure 1. Preliminary structure for governance body



B. Fundraising

The institute director will work with the Advancement Office at Ontario Tech to develop a
plan for initiatives to help attract donors and sponsors. Potential fundraising campaigns will
target:

« IBM « KPMG * Telus
*  McAfee « RBC * NortonLifeLock
* Trend Micro * Pricewaterhous Inc. (Symantec)
« The Herjavec eCoopers * Rogers
Group * Meridian »  Checkpoint
« TD * Deloitte Canada » Spirent
* Accenture * Bell *  Security Compass
« CIBC *  SunLife * Splunk

Many faculty members have existing relationships with some of these organizations.
Additionally, a lot of these organizations already employ some of the faculty alumni, which would
help make the case for asking for donations. Additionally, FBIT, with the help of the Advancement
Office is already negotiating with CIBC to help sponsor the institute.

The money raised from the fundraising activities will be used to:

» Support interdisciplinary research and innovation in cybersecurity

» Support graduate research assistantship for graduate students

» Create a number of scholarships for graduate and undergraduate students

* Provide support for cybersecurity-focused start-up companies, in conjunction with the
brilliant catalyst and the spark center

* Purchase new equipment for the research labs

*  Work with university regional partners such as Oshawa Chamber of Commerce and
Whitby Chamber of Commerce to support small and start-up businesses with
cybersecurity challenges

» Initiate a new major/concentration/specialization in our undergraduate programs
(DecSecOps, Security for Industrial Control System)

* Create new professional training and certification programs, in addition to the existing
MITS program (examples include Graduate Certificate in Information Technology
Audit and Compliance, Risk Management and Business Continuity, Cyber Crime and
Fraud Investigation, Industrial Control Systems Security, Incident Response, and
Forensic Analysis.

* Sponsor seminar series on campus and on premise

» Support the on-going cybergirls events, and expand it to high school students

» Sponsor students’ clubs and activities

» Cover for the salary of the Executive Director of the Institute

» Cover for the expenses (stipend and course release) for the Director of the Institute



VII. Resource Requirements

A. Physical Requirements

Currently, there are a number of research labs in the faculty of Business and Information
Technology that can be included under the umbrella of the Institute. These research labs include:
The Advanced Networking Technology and Security (ANTS) research lab, the Security, Artificial
Intelligence, Networks Lab (SAIN Lab), The Human Machine Lab, the Hackers Research Lab, the
Networking Lab, The Finance Lab, the Marketing Lab, the Business Analytics Lab, and the SAP
Next-Gen Lab ( Labs from other faculties and organizations will be added later). These labs are
located in the Software and Informatics Research Centre (SIRC) building, so there are no
requirements for renovation or extra hardware. The institute can definitely benefit from a meeting
space, and for that, the Dean of FBIT has agreed to share the current Incubator space in the SIRC
building.

B. Staffing Requirements

The institute will require the help of a full-time executive director. This position is very
important to coordinate all Institute events and activities, to establish and facilitate connections
with industrial partners, to showcase our strength, and to communicate research activities to
potential partners and donors. The person in this position will work closely with the Office of
External Relations, the Office of Corporate Engagement & Development, as well as the Office of
Research Services to build relations and engagements with external partners.

C. Budget and Financial Requirements

The following budget proposal is based on a Director for the institute being from extant faculty,
with courses covered by LTA, and full-time Executive Director. All incoming money will be raised
through grants and fund-raising activities.

Budget Category Year 1 Year2 Year3 Year4 Year$
Human Resources
Director
Stipend 5000 5000 5000 5000 5000
Course Release for (2 courses); 17000 17000 17000 17000 17000
to be covered by a sessional
instructor
Executive Director (One FTE) (3%
salary increase every year) 70000 72100 74263 76491 78786
Undergraduate Student(s) (10 hrs a
week, with 3% salary increase
every year) 12880 13266 13664 14074 14497
Graduate Student(s) (10 hrs a week, 18480 19034 19605 20194 20799
with 3% salary increase every year)




Equipment & Supplies

Laptop (M/C Dir.)

2000

2000

2000

Colour Printer

500

Toner, paper, general office
supplies

800

800

800

800

800

Promotion (website
creation/maintenance; professional
printing; business cards)

10000

5000

5000

5000

5000

Seminar Series (travel and
accommodation for invited speakers,
refreshments,...)

7500

7500

7500

7500

7500

Travel for Directors (local, national,
international conferences)

4000

5000

6000

7000

8000

Year Total

148,160

144,701

150,833

153,059

159,382

Anticipated Incoming Fund (from
fundraising, joint research grants,
security testing services, contract
services)

100,000

150,000

200,000

250,000

300,000

VIII.

Proposed Staffing Model for ICSRS

The initial staffing model of ICSRS would consist of a Director and a newly appointed
full-time Executive Director. Initial admin support will be provided by existing faculty staff.

The Director will:

» Report to the Dean of the Faculty of Business and Information Technology

* Lead fundraising initiatives

* Champion ICSRS internally and externally, and encourage and enhance pursuit of
interdisciplinary research grant applications related to the objectives of ICSRS
* Lead the development and operation of ICSRS as an excellent applied research and

outreach organization

* Provide leadership and support to the staff and faculty affiliates of the Institute

Coordinate ICSRS’s outreach activities and interact with external bodies (funding
agencies, media, other research organizations, and the public)

Administer funding and in-kind contributions provided in accordance with budgets
approved by Ontario Tech University’s financial accountability policies

Oversee conferences as per the funding plan

Promote ICSRS and the work of its affiliate researchers at local, national, and
international conferences, and to the media
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Reporting to the Director, the Executive Director will:

+ Initiate and maintain relationships with potential partners in the private and public
sector in conjunction with the Director

* Create and manage ICSRS’s marketing and communication strategy

* Research alumni for targeted marketing and help source funding and manage finances

» Assist with writing funding proposals

» Liaise with other research centres (e.g., Concordia, Carleton, UNB)

* Prepare budgets and maintain financial records in accordance with Ontario Tech policy

* Coordinate ICSRS conferences, meetings and events

* Create and maintain ICSRS website and social media presence

It is important that the Executive Director holds a PhD degree in a field related to
cybersecurity, and with some experience in industry liaison.

IX. Student Involvement and Training

All faculty members associated with the Institute have a strong track record of supervising
graduate and undergraduate students, in additional to post doc fellows. It is anticipated that these
faculty members will continue do that, but it is expected that the institute will enable co-
supervision from multiple faculties. This will provide faculty members from faculties that do not
have graduate students to access and supervise graduate students that are available in other
faculties. In addition, it is anticipated that members of the Institute will apply for an NSERC
Collaborative Research and Training Experience Program (CREATE) program in cybersecurity.
The collaborative and interdisciplinary approaches to research will increase the chances of
receiving the grant. Additionally, some of the donated funds to be received by the institute will be
used to support additional graduate and undergraduate students, and providing these students with
additional experiential learning opportunities.

The institute will leverage the high number of current applications to the Master of IT
Security (MITS) program in FBIT, in addition to the undergraduate program in Networking and
IT Security, to start other specializations in addition to the existing specialization in Artificial
intelligence. Some of these specializations will include Information Technology Audit and
Compliance, Risk Management and Business Continuity, Cyber Crime and Fraud Investigation,
Industrial Control Systems Security, Incident Response, and Forensic Analysis. Some of the
developed courses for these specializations can also be used to create a wide range of Graduate
Certificates.

X. Research Dissemination and Service Plan

It is anticipated that members of the institute will organize a yearly workshop, or
symposium on cybersecurity at Ontario Tech University to share some of the research output of
the members as well as to raise nationally and internationally the profile of the institute and the
university. The event will also include some industry and training sessions to attract industry and
professional personnel to join the event. information about the event, in addition to other research
activities and outcomes will be continually published on the institute’s website.

11



In additional to research activities, it is projected that the institute will establish a service
portfolio to serve the increase demand from industry. Services such as testing and verification of
security product and other service contracts will be high on the list of provided services. Providing
the service of testing and verification of security product can be a major source of income to the
institute, in addition to potential opportunity for research engagements and student recruitments.

XI. Intellectual Property and Commercialization

As a research entity within Ontario Tech University, the institute will follow the same
intellectual property and commercialization policy used at the university, which states that the
ownership of intellectual property developed using funding from the institute belongs to the faculty
members and students. All business that want to partner with the institute will follow the regular
process establish by the Office of Research Services.
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Appendix A. Researchers and Research Facilities

The Institute for Cyber Security and Resilient Systems includes researchers and research
facilities from different faculties. Below is the list of these faculty members, some of their
cybersecurity related research projects and research facilities.

A. Bios for All Researchers Included in the Institute (In Alphabetical Order)

Each of the following faculty members has been involved in cyber security related research
activities. While the list might not be complete, it can potentially grow as more faculty members
learn about the institute and get involved with it. The faculty members are listed in alphabetical
order:

1) Amirali Abari, FBIT

Amirali Abari is an Assistant Professor in the Faculty of Business and Information Technology
at Ontario Tech University. Prior to that, he was an NSERC Postdoctoral Fellow, with a joint
appointment at the University of Toronto and University of Waterloo. He received his Ph.D. in
Computer Science from the University of Toronto in 2016. His research interests have spanned a
wide range of topics including machine learning, multi-agent systems, computer security, and
privacy. His current research focus lies in designing, exploring, and extending the capabilities of
user-centered intelligent systems for improving our well-being and protecting our security and
privacy. His research has appeared in top-tier CS venues, received a student best paper award
(IEEE PST 2010), been granted a US patent, and been generously funded by NSERC, SSHRC,
and many others in combination of research grants and fellowships. He has served on the
conference program committees of leading international conferences in Artificial Intelligence such
as AAAI, IJCAI, AAMAS. He also frequently reviews for top journals in Artificial Intelligence,
Algorithms, and Computer Security including IEEE Transactions on Knowledge and Data
Engineering, Journal of Artificial Intelligence Research, ACM Transactions on Spatial Algorithms
and Systems, Algorithmica, and IEEE Transactions on Information Forensics & Security.

Some of Dr. Amirali’s current project include:

e Al-Empowered Password Guessing and Meters (current). The objective of this project is
to evaluate the effectiveness of password guessing tools for a realistic assessment of the
security of passwords. The project includes a large-scale study of six well-known password
guessers/cracking methods with six leaked password datasets.

e Unlocking Recommender Systems for Privacy and Security Domains (current). The
objective is to design and develop artificial intelligence (Al) algorithms, technologies, and
systems that pave the way for the development of recommendation systems for high-impact
privacy and security decisions.

e Al-Assisted Attacks on Graphical Passwords (Past). This project studied users' graphical
password decision processes by visual attention models for capturing how humans
cognitively process images. The project developed as well artificial intelligence techniques
for security assessment of a particular type of graphical passwords, called Passpoints.

e Geographical Authentication (Past). The project proposed, designed, implemented, and
evaluated a novel idea for user authentication that we call location-passwords a digital-map
based form of user authentication where a user chooses a place as their password.
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e Video-Passwords: Authentication while Advertising (Past). The project introduced video-
passwords, a novel class of user authentication schemes that involves the user watching
and remembering parts of a given video as their password.

e Measuring and Quantifying Known Adversaries (Past). This project developed three
models, inspired by Social Psychology literature, to quantify the known adversary in paired
user studies, and test them using a case study.

2) Rajen Akalu, FBIT

Rajen Akalu is an assistant professor in the Faculty of Business and Information Technology
at Ontario Tech University in Oshawa. His research interests as well as law firm practice areas
relate to information privacy law and new technologies. In 2014 he completed his Ph.D. at Delft
Technical University (TU Delft), The Netherlands on the regulation of wireless technology. Rajen
holds a Master of Laws degree from the London School of Economics and a Bachelor of Laws
degree from the University of East London. Rajen is called to the Bar in Ontario. He is an
executive member of the Privacy and Access section of the Ontario Bar Association and a member
of the International Association of Privacy Professionals (IAPP). Rajen previously worked at the
Center for Information Communication Technologies, Denmark Technical University and the
Centre for Innovation Law and Policy, University of Toronto Faculty of Law. He has also worked
in law firms in New York and Toronto as well as the Information Privacy Commissioner (Ontario)
and the Commission for Communications Regulation (ComReg), Ireland. His current research on
the privacy implications of connected and automated vehicles was funded by the Office of the
Privacy Commissioner of Canada.

Some of Dr. Rajen’s current project include

e “Paving the way for Intelligent Transport Systems (ITS): The Privacy Implications of

Vehicular Infotainment Platforms.” This project focuses on information privacy
specifically related to infotainment platform in connected vehicles

e '"Developing a Privacy Code of Practice for the Connected Car" This project develop a

code a practice based on the CSA model code found in the PIPEDA.

3) Akramul Azim, FEAS

Dr. Akramul Azim is currently an Assistant Professor in software engineering at Ontario Tech
University. He completed his PhD from University of Waterloo and he has professional experience
working with Ericsson Canada, BlackBerry QNX, Quanser, and Huawei. He is also a professional
engineer of Ontario and senior member of IEEE. He is currently leading the Real-Time EMbedded
SOFTware (RTEMSOFT) research lab at Ontario Tech University. Dr. Azim’s areas of research
include verification and validation of software systems, software testing, security and safety
of systems software, embedded software and internet of things. In these areas, Dr. Azim has many
research publications in top conferences and journals including two patents.

Some of Dr. Azim’s past and current project include:

e Jammed area mapping of wireless sensor networks
Automotive software security
Anomaly detection
Container security
Security by design for embedded systems
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4) Khalil El-Khatib, FBIT

Dr. El-Khatib was an assistant professor at the University of Western Ontario prior to joining
Ontario Tech University in July 2006. Between 1992 and 1994, he worked as a research assistant
in the Computer Science department at American University of Beirut. In 1996, he joined the High
Capacity Division at Nortel Networks as a software designer. From February 2002, he was a
research officer in the Network Computing Group (lately renamed the Information Security
Group) at the National Research Council of Canada (NRC) for two years, and continued to be
affiliated with the group for another two years. Today, Dr. El-Khatib is a full professor and the co-
director or the Advanced Networking Technologies and Security (ANTS) at Ontario Tech. His
research interests include:

Some of Dr. El-Khatib current project include:

Threat Analysis of a Long Range Autonomous Unmanned Aerial System: The objective of
this work is to provide an overview of autonomous UAS architecture and analyzes security
threats to the system. The goal of this paper is to support UAV manufacturers and
developers to understand the components required in an autonomous UAS and allow them
to identify, prevent and address security concerns within their systems.

A Framework for Assessing the Robustness of Natural Language Processing Classifiers:
The objective of this work is to introduce a framework to increase the robustness of NLP
classifiers. The framework uses genetic algorithms to attack classifiers with adversarial
texts with the purpose of identifying robustness issues in the classifiers.

Malware detection and threat hunting methods based on environmental data: This work is
an attempt to investigate another malware research method that could be useful in large
enterprises where majority of the IT tasks are automated and performed by authorized
systems and systems designed to be as homogeneous as possible

Insider Threat Prevention Using Big Data Analytics: In this research work, we studied and
were the first to establish the possibility of using the user’s intention as an access control
measure by studying the involuntary electroencephalogram reactions toward visual
stimuli. We also proposed intent-based access control (IBAC) that detects the intentions of
access based on the existence of knowledge about an intention.

Measuring Privacy: The work proposed an original model of the states of privacy based on
the identifiability of an individual. Representation is a finite state machine, while the same
list of factors can be used to calculate transitions in the machine.

Privacy Enhancing Technologies for Smart Cities: This work provided a critic review of
the state of Smart Cities around the world, some examples of implemented solutions, and
then further explores how the privacy of individuals could be exposed and how this
exposure could be mitigated using multiple privacy enhancing technologies.

Big Data Analytics Architecture for Security Intelligence: Using big data analysis
algorithm for social media data, the work presented the design and implementation of an
architecture to determine phishing susceptibility of a user through their social media
accounts, and methods to reduce the threat. Building on our initial work, we explored some
of the existing architectures for big data intelligence analytics, and proposed an architecture
that promises to provide greater security for data intensive environments.
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5) Steven Downing, FSSH

Dr. Steven Downing received his PhD in Criminology from The University of Texas at Dallas,
where he also received a Master of Arts in Sociology. He has applied theories of crime to online
settings, where he qualitatively examines subcultural and social control constructs surrounding
deviant and criminal behaviour such as digital piracy and cyber-bullying. He also explores
methodological issues surrounding online ethnography, interviewing and other qualitative
approaches.
Some of Dr. Steven work include:
Technology & Crime Prevention
“Selfie”: Cyber-bullying Theory and the Structure of Late Modernity.
Nonconsensual Intimate Image Sharing: A Perception Analysis
Bullying Enters The 21st Century? Turning a Critical Eye to Cyberbullying Research.
Retro Gaming Subculture and the Social Construction of a Piracy Ethic.
Social Control in a Subculture of Piracy.
Attitudinal and Behavioral Pathways of Deviance in Online Gaming

6) Shahram Heydari, FBIT

Shahram Shah Heydari is an Associate Professor in the Faculty of Business and Information
Technology, University of Ontario Institute of Technology (Ontario Tech), Canada. Prior to
joining Ontario Tech in 2007, he was a System Engineer and Member of Scientific Staff at Nortel
Networks where he worked on element management in ultra high-speed IP/MPLS routers,
performance modeling of automatically switched optical networks (ASON), and proprietary voice-
over-IP transport control protocols. His main research interests include network design and
planning, software-defined networking, applications of Artificial Intelligence (AI) in network
management, and network Quality of Experience (QoE). He received his B.Sc. and M.Sc. degrees
in Electronic Engineering from Sharif University of Technology (Iran), M.A.Sc. degree from
Concordia University, Montreal, and Ph.D. degree from University of Ottawa, Canada.

Some of Dr. Heydari current project include:

e Predictive Cybersecurity Architecture: The key objective of this project is to develop an
Al-based predictive model of security attacks for telecommunication networks.

e Protecting Critical Infrastructure against Large-Scale Failures and attacks: The main
objectives of this research were to analyze the impact of large-scale failure scenarios
arising from security attacks or natural disasters on the telecommunication infrastructure,
and to design multi-layer restoration schemes, methods and algorithms for integrated
protection and traffic restoration of access, metropolitan and backbone layers of the
network.

e Middleware For Smart Critical Infrastructure Networks Intercommunication: The
objective of this research was to develop a uniform framework for information exchange
between heterogenous critical infrastructures in order to improve the manageability of
critical infrastructures, particularly in response to alarms and problems.

e Security Assessment of Software-defined Networks: This project focused on building
virtualized test beds and conducting security evaluation and penetration testing of software-
defined controllers and networks.
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7) Patrick Hung, FBIT

Patrick C. K. Hung is a Professor and Director of International Programs at the Faculty of
Business and Information Technology at the Ontario Tech University, Canada. He is an Honorary
International Chair Professor at National Taipei University of Technology, Taiwan. He is currently
working with the College of Technological Innovation at Zayed University on several smart city
and cybersecurity research projects in the United Arab Emirates. He is also a Visiting Researcher
at the University of Sdo Paulo, Brazil and National Technological University (UTN)-Santa Fe,
Argentina. Patrick worked with Boeing Research and Technology at Seattle on aviation services-
related research with two U.S. patents on mobile network dynamic workflow system. Before that,
he was a Research Scientist with the Commonwealth Scientific and Industrial Research
Organization in Australia. He also worked in the software industry in Toronto. He is a founding
member of the IEEE Technical Committee on Services Computing, and the IEEE Transactions on
Services Computing. He is an editorial board member for the IEEE Transactions on Engineering
Management, an associate editor for Electronic Commerce Research and Applications as well as
he is coordinating editor of the Information Systems Frontiers. He has a Ph.D. and Master in
Computer Science from Hong Kong University of Science and Technology, a Master in
Management Sciences from the University of Waterloo, Canada and a Bachelor in Computer
Science from the University of New South Wales, Australia. He also chairs the Machine Learning,
Robotic and Toy Computing Minitrack and Computing in Companion Robots and Smart Toys
Symposium in the Hawaii International Conference on System Sciences (HICSS).

Some of Dr. Hung current project include:

e Gathering Input from Seniors on Legal and Ethical Issues related to Use of Social

Robots for In-home Support - SSHRC

e Children Privacy Protection Engine for Smart Anthropomorphic Toys - NSERC

e Test platform for connected and autonomous vehicles and transportation

electrification infrastructures (CAVTE) - Canadian Standards Association and NSERC

8) Les Jacob, Vice-President, Research and Innovation

Dr. Jacobs is a leading international expert in applications of data science to research questions
involving equality of opportunity, human rights policy, and access to justice; health and human
rights in the Asia-Pacific (especially China and Japan); and applied social research methods for
large projects involving data science. He is currently the York Research Chair in Human Rights
and Access to Justice (Tier 1), where he leads the Access to Justice Data Science Lab, as well as
Professor and Director of the Institute for Social Research at York University.

Dr. Jacobs’ administrative leadership includes serving as Chair of the Senate Academic
Planning, Policy Research Committee at York University; the inaugural Director of the York
Centre for Public Policy and Law; Executive Director and Senior Research Fellow of the Canadian
Forum on Civil Justice; Academic Director of the Statistic Canada Research Data Centre; and
Director of the Institute for Social Research.

He has served on numerous public sector research advisory boards and has undertaken public
policy research and studies for many organizations including the Law Commission of Canada,
Ontario Human Rights Commission, Community Legal Education Ontario, York Region Data
Consortium, Ontario Literacy Coalition, Consumer Council of Canada, Windsor Police Service,
Industry Canada, International Trade and Labour Program (HRSD Canada), Ottawa Police
Service, Office of the Privacy Commissioner of Canada, and Elections Canada. In 2017, he served
as Principal Consultant for Cabinet Office for the development of the race data collection
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framework for the Government of Ontario and the Broader Public Sector, which was embedded in
the new law, The Anti-Racism Act, 2017. He led in 2018 the survey research for the Independent
Street Checks Review in Ontario and the review of the Respectful Workplace Policy in the Ontario
Public Service for Cabinet Office as well as the expert advisor for Legal Aid Ontario’s five-year
strategic planning.

Dr. Jacobs held full-time teaching positions at the University of British Columbia and
Magdalen College, Oxford University. In 2017 he received the highest honour for a Canadian
scholar—Fellow of the Royal Society of Canada, Academy of Social Science—for his
internationally recognized contributions in data science to human rights, equality of opportunity,
and access to justice.

Dr. Jacobs received his PhD in Politics from Oxford University in the United Kingdom. He
also earned his Master of Political Science and Bachelor of Arts (Honours) in Political Science
and Philosophy from Western University (London, Ontario).

Some of Dr. Jacobs work include:

e Privacy Rights in the Global Digital Economy: Legal Problems and Canadian Paths to

Justice (Irwin Law Books, 2014)

9) Stephen Jackson, FBIT

Stephen Jackson is an Associate Professor in Management Information Systems at the Faculty
of Business and Information Technology. Stephen has taught at various universities in the UK,
including the University of London, University of Southampton and Queen's University of Belfast.
Prior to joining academia, Stephen was an IT consultant for PricewaterhouseCoopers. He has
worked on a variety of IT projects across various industry sectors in Europe and Asia. He has
published in a number of international journals. His research focuses on behavioral information
security and social aspects of implementing and managing computer-based systems.

Some of Stephen’s current and past project include:

e The impact of data breach severity on the readability of mandatory data breach notification
letters. This project investigated the impact of data breach severity (e.g., total number of
breached records, type of data accessed, the source of the data breach and how the data was
used) on the readability of data breach notifications from US organizations.

e Self-presentation strategies when responding to data breach: looking at self-presentation
strategies (reading ease, rhetorical features, thematic factors, use of font styles etc.) used
by firms when responding to a data breach. Trying to find out if any self-presentation
strategy, or combination of strategies, is particular effective when responding to a data
breach.

10) Fletcher Lu, FBIT

Dr. Fletcher Lu is an Associate Professor at Ontario Tech U, with a Ph.D. from the University
of Waterloo in Artificial Intelligence and a Master’s degree in Scientific Computation. He
specializes in Machine Learning Techniques applied to areas of fraud, insurance and health. His
collaborations include an industrial post-doctorate with the Canadian Chartered Accountants,
contract work with the Communications Security Establishment Canada and an NSERC
Collaborative Research and Development grant with Medavie Blue Cross.

Some of Fletcher’s current and past project include:
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e Auditing for Fraud Risk in Health and Business Insurance with MDPs: This project
developed a new algorithm approach for fraud auditing that utilize Markov Decision
Processes applied to statistical machine learning and data mining to dynamically uncover
patterns of fraud in both business and health areas.

e Network Security with Low-powered devices: The objective of this project is to develop
machine learning techniques to detect anomalies in low-powered wireless devices to detect
intrusions and illegitimate activities on these networked devices.

11) Stephen Marsh, FBIT

Stephen Marsh is an Associate Professor and computational philosopher with extensive
experience in the application of human social norms such as trust, forgiveness and wisdom to
computational and information systems. He is the inventor of the concepts of Computational Trust
and Device Comfort, and the co-originator of Slow Computing. He works primarily towards the
empowerment of people through enabling socio-technical systems to enhance awareness, give
advice, and provide encouragement. His work has been applied and published in areas as diverse
as social psychology, information systems, HCI, CSCW, Al, Information Security and Mobile
Device Awareness.

Prior to being with Ontario Tech University, Steve worked within Canadian Government
Laboratories (NRC and CRC) as a research scientist for 16 years, and before that he was a Lecturer
in Computing Science at the University of Stirling from 1993-1996. He has been a visiting scholar
at the University of Glasgow and Northumbria University in the UK, and a Mercator Fellow at
Darmstadt Technical University. He has been an adjunct professor at Carleton University (Systems
and Computer Engineering and Cognitive Science) and the University of New Brunswick
(Computer Science) as well as Ontario Tech University (Business and Information Technology).

Steve has supervised to successful completion PhD, Masters and Undergraduate projects in
areas such as Human Computer Interaction, Trust Management, Intrusion Detection, Device
Comfort, Privacy, Information Security and Multi-Agent Systems. He is the author or co-author
of numerous conferences, journal, and book chapters and the odd patent. Steve is the Chair of IFIP
Working Group 11.11 (Trust Management) and Canadian Delegate to IFIP Technical Committee
11 (Security and Privacy Protection in Information Processing Systems).

Some of Stephen’s current and past project include:

o Device Comfort: Device Comfort is both formalization of relationship and user interface

design for heightened user awareness of security ‘problems’ whilst using mobile devices.
We developed the Device Comfort paradigm for mobile devices over the past ten years as
an extension to the human-device relationship that considers a bi-directional trust
relationship between human and mobile device.

e Trust and Information: the project focuses on developing a detailed model of the
trustworthiness of information, that is based on journalistic principles combined with a
crowd-based and individual trust-history based reasoning on individual information items.

e The Human-AlI Trust Relationship: this project examines the trustworthiness of Al as well
as the conception of trust in Al for humans. This is a significant divergence from existing
Al trustworthiness research in that it considers the bidirectional nature of the phenomenon
and acknowledges the need for different trust antecedents in different contexts. It also
considers the Media Equation effect, in which people treat technologies as if they were
human actors in a system and seeks to understand and model this better for Al-human
systems.
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e Mobile Privacy enabled through Trust Measures: We developed a model for trust in data
handlers that allows mobile device users to determine when health information is shared
and to whom, for what purpose, based on a trust matrix derived from a set of simple
measures. This is extensible to different forms of information and contexts to allow devices
to better protect and compartmentalize information.

e Trust as a User Interface Tool for Computer Security: this project proposed the use of trust
to help people determine how to protect their devices and information: interfaces can use
simple trust questions related to context and behaviors to determine how best to protect
assets and explain this protection in more human-oriented ways.

e Autonomous Information, Privacy and Trust: this project developed a system of
information sharing that atomized information and encapsulated it in autonomous agents
which could determine with whom to share that information.

12) Qusay Mahmoud, FEAS

Qusay Mahmoud is a Professor of Software Engineering in the Department of Electrical,
Computer and Software Engineering. His research interests are in middleware, software systems
and security. Dr. Mahmoud joined Ontario Tech University in January 2013 as Professor and
Founding Chair of the Department of Electrical, Computer and Software Engineering, and has
served in that position until June 2015, followed by one year as Associate Dean (Academic) of the
Faculty of Engineering and Applied Science. He moved to Ontario Tech from the University of
Guelph where he was a Professor of Computer Science and Director of the Centre for Mobile
Education and Research.

Some of Dr. Mahmoud’s current project include:

e SidekickVPN: SidekickVPN is an Al-enhanced modern VPN for users who want to be in

control of their privacy. It is easy to install, easy to use and cost-effective.

13) Andrea Slane, FSSH

Dr. Andrea Slane is Associate Dean, Research, and Associate Professor in Legal Studies, Faculty of
Social Science and Humanities, Ontario Tech University, Oshawa, Ontario Canada. Her research focusses
on law’s interface with digital communication technologies. She has published on a range of topics at this
interface, including on the nature of privacy interests in sexual images; the appropriate limits to privacy
protection online; legal approaches to various forms of online and other digital exploitation of vulnerable
people; and personality rights and other efforts to use intellectual property to protect personal information
and identity.

Some of Dr. Slane’s current project include:

e Privacy Protective Lawful Access Technologies: This project I am working on in a
collaboration across legal and tech disciplines, including faculty from University of
Toronto (Lisa M. Austin — Law; David Lie — Computer Science) and University of
Waterloo (Ian Goldberg — Computer Science). We are working on both ends of a data
governance framework: the legal end, to establish what the permissible scope is of police
access to personal and meta-data in large datasets, and the technical, to devise a tool (or an
approach to devising a tool) that would restrict police access to only legally relevant data
in a privacy protective way.
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e Knowledge Gaps and other Barriers to Cross-sectoral Collaboration in Investigating and
Supporting Victims of Online Child Sexual Exploitation Materials: This project is mostly
completed, as it was funded by the SSHRC Partnership Development Grant from 2015-
2018. The project lead was Jennifer Martin from Ryerson University, Child and Youth
Services, and I was co-PI. We held 12 focus groups with members of partner organizations
in law enforcement, children’s mental health, and child protection. The aim of the project
was to discuss knowledge gaps and barriers to collaboration across sectors that deal with
investigations and victim support arising from child sexual abuse images.

e Child Pornography; Youth Self-produced Sexual Images; Luring; Revenge Porn

14) Julie Thorpe, FBIT

Dr. Julie Thorpe is an Associate Professor at Ontario Tech University. Prior to that, she had 8
years of experience working in the IT security field. She has served on the program committee for
various leading international computer security conferences including ACM CCS, USENIX
Security, and ACSAC. Her current research is in human factors and computer security, with a
focus on user authentication. Her research has been featured in various media outlets, including
Wired magazine, Popular Science, BBC World News, The New York Times, CBS News Sunday
Morning Show, CBC Radio's "The Current", Reader's Digest, and the Toronto Star.

Some of Dr. Thorpe current project include:

e Password Semantics. This work investigates the semantic patterns underlying user choice
in text passwords. Using 32 million publicly leaked passwords, the research team employed
natural language processing techniques and customized visualizations to detect semantic
patterns.

e Implicitly Reinforced System-Assigned Passphrases. This work provided the first
demonstration that implicit learning can reinforce a user's memory for system-assigned
passphrases. We designed and developed a novel passphrase authentication system that
employs two implicit learning techniques (contextual cueing and semantic priming), to
enhance the memorability of system-assigned passphrases.

e Geographic Authentication. During this project, the research team designed and
implemented GeoPass, a location-password system, and conducted a multi-session
lab/online user study involving 35 participants to evaluate its usability, memorability, and
security.

e Presentation Effect. This work aims to make user choices in click-based graphical
passwords less predictable through altering a user’s perception of a background image
during password creation.

15) Christopher O’Connor, FSSH

Dr. Christopher D. O’Connor is an Assistant Professor of Criminology at Ontario Tech
University (University of Ontario Institute of Technology). He earned his PhD in Sociology at the
University of Calgary in 2010. His research examines resource boomtowns, people’s use and
perceptions of emerging technology, policing, young people’s participation in crime, and school-
to-work transitions. Some of his published articles have examined young people’s participation in
auto theft, people’s perceptions of fracking technology, and police use of social media.

Some of Dr. O’Connor’s projects include:
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e (yber-attacks on energy infrastructure
e Emerging technology use in policing
e Examining people's perceptions of robots.

16) Miguel Vargas Martin, FBIT

Dr. Miguel V. Martin is a Professor of Computer Science at Ontario Tech University. He has a
PhD (Computer Science) from Carleton University, a Master's degree (Electrical Engineering)
from CINVESTAYV del IPN, and a Bachelor of Science (Computer Science) from UAA. He is a
licenced Professional Engineer in the Province of Ontario. His research focuses mainly on
computer authentication paradigms and the use of phenomena of the human mind via physiological
feedback (e.g., brain-computer interfaces) as well as proven techniques from the psychology field.
In the process, he touches upon multi-objective optimization and evolutionary computation. His
research over the past decades has relied on machine learning to make sense of large data sets from
the real-world. Dormant areas which lost traction for a number of reasons include network
steganography in the form of Wi-Fi hidden-channels, adaptive online learning systems, and
combating internet child exploitation. Dr. Martin has supervised over 60 graduate and
undergraduate students and published his research in over 100 peer-reviewed journals and
conferences.

Some of Dr. Martin’s current and past project include:

e Privacy-by-design in building Artificial Empathy in anthropomorphic robots. This project
aims at removing the need for speech-related Cloud services so that the interaction with
robots can be more natural and the human can build trust with the robot.

e Password recall, perceived memorability, and strength using brain-computer
interfaces. We use BCIs to read brain signals elicited upon visual stimuli related to
passwords, then utilize machine learning techniques to make sense of these signals within
the context of password strength and memorability.

e Relationships between passwords and personality. We have found that certain personality
types may be correlated to selecting passwords with specific characteristics which could
mean that some personality types truly are more vulnerable to password guessing attacks.

e [mproving password and passphrase memorability. Here we use proven techniques from
psychology and tailor them within the realm of authentication to help users remember their
pass codes. For example, we have used contextual cueing and semantic priming to help
users remember strong passphrases, resulting in significant memorability improvements.

17) Richard Pazzi

Dr. Richard Pazzi is an Associate Professor at the Faculty of Business and Information
Technology, Ontario Tech University, Canada. He received his Ph.D. degree in Computer Science
from the University of Ottawa, Canada, in 2008. His research interests include fault-tolerant data
dissemination protocols for Wireless Sensor Networks and Mobile Computing. He is also active
in the areas of Vehicular Ad Hoc Networks, multimedia communications and networked 3D virtual
environments. He is the recipient of Best Research Paper Awards from the IEEE International
Conference on Communications (ICC 2009), the International Wireless Communications and
Mobile Computing Conference (IWCMC 2009), the IEEE Symposium on Computers and
Communications (ISCC 2015), and from the 5% International Conference on
Advances in Vehicular Systems, Technologies and Applications (VEHICULAR 2016). He is also
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the recipient of Elsevier’s Top Cited Article (2005-2010) for his work published in the Journal of
Parallel and Distributed Computing (JPDC 2006). He served as co-chair of numerous IEEE and
ACM sponsored conferences including ACM DIVANET 2011, ACM Performance Modeling and
Monitoring of Heterogeneous Wired and Wireless Networks 2007-2013, and IEEE GLOBECOM
2014 Next Generation Networks Symposium.

Some of Dr. Pazzi’s current and past project include:

e Data dissemination in wireless ad hoc networks (vehicular and sensor networks): This
project involves the development of novel data dissemination techniques for vehicular
networks.

e Context-aware vehicular networks: This project aims at devising innovative solutions that
exploit social-network concepts and contextual data around drivers, vehicles, and roads to
provide drivers and passenger with intelligent navigation systems.

e [ocalization and target tracking in vehicular and sensor networks: This project focused on
developing efficient localization systems, which is one the technological pillars for ITS
applications, and target tracking in both vehicular and sensor networks.

e Multimedia Networks for Emergency Preparedness: This project aims at developing
innovative interactive virtual environment streaming mechanisms to be used by
applications in emergency preparedness, firefighting, indoors search and rescue, etc.

e Smart Road Sensing Technologies: This project is focused in developing a vehicular
detection system and the underlying algorithms with the objective of reducing the costs
related to maintenance of smart detection systems for automated traffic light control by
replacing existing induction loop traffic systems.

18) Ed Waller, FESNS

Dr. Ed Waller is a Professor at the University of Ontario Institute of Technology (UOIT), in
the Faculty of Energy Systems and Nuclear Science, Oshawa, Ontario, Canada. He is currently
an Industrial Research Chair in Health Physics and Environmental Safety. Ed earned his BSc in
Physics and MScE in Chemical Engineering at the University of New Brunswick (UNB), his
Masters in Nuclear Security at Technical University Delft (TUDelft), and his PhD in Nuclear
Engineering at Rensselaer Polytechnic Institute, New York (RPI). He worked for over 15 years in
industry for Science Applications International Corporation, primarily in threat assessment, health
physics and applications of radiation. He is a member of the International Nuclear Security
Education Network (INSEN) and former Working Group I (Exchange of Information and
Development of Materials for Nuclear Security Education) Chairperson of INSEN. He has been
invited to numerous consultancies at the International Atomic Energy Agency (IAEA) for nuclear
security document development, and has been Chair of these consultancies. Ed is a Professional
Engineer (PEng), Certified Nuclear Security Professional (CNSP), Certified Associate Industrial
Hygienist (CAIH) and Certified Health Physicist (CHP). He teaches radiation protection, health
physics, environmental effects of radiation, Monte Carlo methods, nuclear security and nuclear
forensics at UOIT, and performs research in areas of nuclear security, emergency preparedness
and response, radiation dosimetry, applied health physics, radiation safety, and threat assessment.

Some of Dr. Waller’s current and past project include:

e Radioactive Source Security Management

e (Consideration of Administrative Monetary Penalties in Nuclear Security Regulation

e Physical Design of a Nuclear Facility Security Training Environment and Interfacing with

Adversary Probability of Interruption Software
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B. Research Facilities

The Faculty of Business and Information Technology boasts a number of world-class research
laboratories with infrastructure dedicated to conducting a unique blend of undergraduate and
graduate research in a variety of research areas. Of particular relevance to the field of cybersecurity
research, these facilities are:

Hacker Research Laboratory: a cloud-based, networked and isolated lab that houses
various networking devices such as servers, firewalls, intrusion prevention/detection
systems, and routers. Faculty members use it to conduct various IT security research
projects including business process integration, electronic negotiation and agreement,
interconnection protocols, mitigation of denial-of-service attacks, network intrusion
prevention, detection and reaction, security and privacy, and services computing.
Information Forensics and Security Laboratory (IFSLab): The IFSLab performs innovative
research and development on securing and analyzing networks, computer systems and data.
The lab includes space and facilities for students to comfortably perform their research,
discuss, collaborate and visualize data.

Advanced Networking Technology and Security (ANTS) research lab: home to state-of-
the-art research and development of technologies for next-generation networks and critical
infrastructures. It includes the Canada Foundation for Innovation-funded security testing
facility, a private research cloud environment and a software-defined networking testbed
Networking Laboratory: purpose-built to support the Cisco Networking Academy
curriculum, which uses state-of-the-art networking equipment to teach concepts ranging
from fundamental networking skills up to enterprise level network engineering.

Human Machine Laboratory: an interdisciplinary research laboratory devoted to projects
at the convergence of human-computer interaction, security and privacy. The lab is focused
on building theoretical models and technical systems for securely managing data in 1)
brain-computer interfaces for user authentication, and 2) child’s play privacy in smart toys.

These research facilities, in addition to numerous other FBIT laboratories, are located in the new
SIRC building.
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1 OntarioTech

UNIVERSITY

ACADEMIC COUNCIL
ANNUAL REPORT TO BOARD OF GOVERNORS
2019-2020

Academic Council is the academic governing body for Ontario Tech and it plays a
significant role in university governance. It is the role of Ontario Tech Academic Council
to oversee the academic work of the university, and to advise and make
recommendations to the Board on important matters. As the governor member of
Academic Council, | am pleased to report on the great work done by Council this year
and provide a summary of Academic Council’s considerable accomplishments.

Recommendations to Board of Governors
Academic Council recommended the following for approval by the Board of Governors:

Steering Committee (formerly Academic Council Executive Committee) Terms of
Reference

Updated Graduate Studies Committee Terms of Reference

Faculty of Education — New Program - Teaching English to Speakers of Other
Languages

Establishment of Digital Life Institute

Faculty of Engineering and Applied Science Department Proposal

Establishment of Centre for Small Modular Reactors

Delegation of Authority to Steering Committee

Updated Terms of Reference for Governance & Nominations Committee
Establishment of Cybersecurity Institute

Governance Initiatives

Review of Governance & Nominations Committee Terms of Reference
Delegation of Authority to Steering Committee

Curriculum & Program Changes
Academic Council approved the following:

(a) Major Program Modification - Faculty of Science — Bachelor of Science in
Biological Science
(b) Cyclical Program Review Final Assessment Summary Reports
0] Master Applied Science and Doctor of Philosophy in Nuclear
Engineering Program
(i) Master of Engineering Management and Graduate Diploma in
Engineering Management Program
(i)  Bachelor of Science in Chemistry

1



(iv)  Bachelor of Arts in Political Science
(v) MEng in Nuclear Engineering, GDip in Nuclear Design Engineering,
and GDip in Nuclear Technology Program Review
(vi)  Bachelor of Education
(c) Program Review 18-Month Follow-Up Final Assessment Reports:
(i) Bachelor of Arts in Communication and Digital Media Studies
(i) Bachelor of Science in Nursing
(i) Master of Arts, Master of Education, and Graduate Diploma in Digital
Technologies Program Review
(d) Formal Closure of the Bachelor of Engineering in Energy Systems
Engineering Program
(e) Formal Closure of the Master of Business Administration (MBA) and the
Master of Information Technology Security - Master of Business
Administration (MITS-MBA) Programs
(f) Formal Closure of the Bachelor of Applied Science — Nuclear Power Bridge
Program and Bachelor of Applied Science — Nuclear Power Program

Academic Policy
Academic Council approved the following academic policies and policy updates:

Institutional Quality Assurance Process Policy & Procedures

Graduate Faculty Appointments Policy & Graduation and Conferral of Degrees
Policy

Responsibilities of Graduate Program Directors, Faculty Advisors, Research
Supervisors and Graduate Students Policy

Graduate Grading System, Research Progress and Academic Standing Policy
Graduate Academic Appeals Policy

Graduate Grade Reappraisal and Review of Research Progress Procedures
Registration and Course Selection Policy, Auditing an Undergraduate and
Graduate Course PolicyUndergraduate Advanced Standing and Transfer Credit
Procedures

Special Considerations Procedures

Undergraduate and Professional Admissions Policy

Undergraduate and Professional Admissions Procedures

Graduate Admission and Application Requirements

Graduate Categories and Decisions Policy

Graduate Program Changes and Transfers Policy

Graduate EDI and Non-Standard Admission Policy

Procedures for Consideration of Missed In-Term Course Work and Examinations
Procedures for Final Examination Administration

Final Examination Chief Proctor Directives

Final Examination Emergency and Disruption Directives

Conferral of Degrees
Academic Council confirmed the eligibility for graduation of those students who fulfilled
all degree requirements at the end of the Summer and Fall Terms 2019 and Winter Term

2



2020 and who were recommended for graduation by their Faculty. This included
approving to graduate our eligible nurses early so that they could join health care service
agencies on the front lines to assist with the pandemic response.

Scholarships
The selection of recipients for the major scholarship awards for 2020-21 were finalized,
and the following is the status of their application and scholarship:

Chancellor’s Scholarship: Isabel Smith - Courtice, ON (Holy Trinity CSS)
Offer of admission to Electrical Engineering
Scholarship offer accepted

President’s Scholarship: Megan Patterson - Newcastle, ON (Bowmanville
HS)
Offer of admission to Kinesiology
Scholarship offer accepted

James Lisondra - Whitby, ON (Father Leo J.
Austin CSS)

Offer of admission to Biological Science
Scholarship offer accepted

Founder’s Scholarship: Sophia Fischer - Ajax, ON (Notre Dame CSS)
Offer of admission to Nursing
Scholarship offer accepted

Mikayla Chiappetta - Scarborough, ON (St. John
Newman CSS)

Offer of admission to Biological Science
Scholarship offer accepted

FIRST Robotics Scholarship: Nico Kratofil - Timmins, ON (Timmins HS)
Offer of admission to Mechatronics Engineering
Scholarship offer accepted

Global Leadership Scholarship: Japnit Ahuja - India (National Junior College,
Singapore)
Offer of admission to Computer Science
Scholarship offer accepted

The Chancellor’'s, President’s, and Founder’s Scholarships are given to applicants who
demonstrate outstanding academic achievement (minimum 85 percent average) and
exceptional leadership and community involvement. The Global Leadership
Scholarship is one of the university’s most prestigious entrance awards and recognizes
international secondary school applicants with strong academic and leadership abilities.
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Honorary Degree Recipients

The Honorary Degrees Committee awarded honorary doctorates to the following
recipients:

Andreas Apostolpolous

The Right Honourable David Johnston and Sharon Johnston

Paul Ralph

Tanya Talaga

Colleagues’ Exchange

Academic Council coordinated strategic discussions on the following topics:
e Micro-Credentialing and Digital Badging (October 2019)
e 2020-2021 Academic Dates

Academic Council Elections

Academic Council held an election in February 2020 to fill the vacant positions for 2020-
2021. The election was held in accordance with the Academic Council Procedures for
the Election of Teaching, Non-Academic Staff and Student Representatives instituted in
2015 by Council. The elections ran smoothly and no complaints were received
regarding the conduct of the elections.

Governance Education

Academic Council members were invited to attend an orientation session on
September 24, 2019 and focused on the university’s legislation, by-laws and Rules of
Order. Governance information sessions were conducted for all student candidates
prior to the election.

Consultations
Academic Council was consulted on the following:

e Integrated Academic Plan

e Strategic Research Plan

e 2020-2021 Budget

e Payment Card Industry Compliance Policy Instruments

e Procedures for Responding to the Death of a Student

e Procedures for Service Animals

e Accessibility Policy, Procedures for Accommodating Employees with
Disabilities, and Procedures for Accommodating Students with Disabilities

e Use of University Automobile Driving Policy

e Technology Use Policy

e Automobile Directive

¢ Building Naming Policy

e Review of Directives on the Use of Digital Learning Resources for Assessment

Purposes
Policy Framework — Interim Consultation Pathways
e Code of Ethics
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ONTARIO TECH UNIVERSITY
Consolidated Statement of Financial Position
As at March 31, 2020

2020 2019 Variance
ASSETS
CURRENT
Cash and cash equivalents (Note 2) 42,339,591 45,236,989 (2,897,398)
Short-term investments (Note 3) 7,052,500 16,924,256 (9,871,756)
Grant receivable 9,183,463 8,669,628 513,835
Other accounts receivable (allowance for doubtful 8,543,271 7,231,096 1,312,175
accounts - $284,258; 2019 - $196,860)
Prepaid expenses and deposits 2,270,296 2,166,750 103,546
Inventories 57,736 133,344 (75,608)
69,446,857 80,362,063 (10,915,206)
INVESTMENTS (Note 4) 26,137,454 26,809,201 (671,747)
CAPITAL ASSETS (Note 5) 396,612,877 392,097,220 4,515,657
TOTAL ASSETS 492,197,188 499,268,484 (7,071,296)
LIABILITIES
CURRENT AND LONG-TERM LIABILITIES
Accounts payable and accrued liabilities (Notes 6 and 13) 27,506,321 29,614,038 (2,107,717)
Deferred revenue (Note 7) 22,206,208 20,299,865 1,906,343
Current portion of other long-term debt (Note 8) 124,398 124,140 258
Current portion of obligations under capital lease (Note 9) 780,186 642,338 137,848
Current portion of long-term debenture debt (Note 10) 6,562,273 6,164,545 397,728
57,179,386 56,844,926 334,460
OTHER LONG-TERM DEBT (Note 8) 301,526 425,923 (124,397)
LONG-TERM OBLIGATIONS UNDER CAPITAL LEASES (Note 9) 36,173,825 36,954,011 (780,186)
LONG-TERM DEBENTURE DEBT (Note 10) 151,543,488 158,105,762 (6,562,274)
DEFERRED CAPITAL CONTRIBUTIONS (Note 11) 162,196,325 161,099,203 1,097,122
407,394,550 413,429,825 (6,035,275)
NET ASSETS
UNRESTRICTED 4,503,900 3,264,048 1,239,852
INVESTED IN CAPITAL ASSETS (Note 14) 39,173,784 28,945,688 10,228,096
INTERNALLY RESTRICTED (Note 15) 17,588,839 31,785,635 (14,196,796)
ENDOWMENTS (Note 16) 23,536,115 21,843,288 1,692,827
84,802,638 85,838,659 (1,036,021)
Contingencies and Contractual Commitments (Note 18)
Subsequent Event (Note 19)
TOTAL LIABILITIES AND NET ASSETS 492,197,188 499,268,484 (7,071,296)

See accompanying notes to the consolidated financial statements

Approved by:
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ONTARIO TECH UNIVERSITY
Consolidated Statement of Operations
For the year ended March 31, 2020

2020 2019 Variance

REVENUE
Grants - operating and research (Note 12) $ 75,291,973 §$ 74,211,269 1,080,704
Grants - debenture (Note 10) 13,500,000 13,500,000 -
Donations 1,865,031 1,573,007 292,024
Student tuition fees 77,110,475 80,152,124 (3,041,649)
Student ancillary fees 14,455,394 12,545,649 1,909,745
Revenues from purchased services (Note 13) 3,264,721 3,733,661 (468,940)
Other income 14,093,323 14,393,649 (300,326)
Amortization of deferred capital contributions 9,559,062 9,238,378 320,684
Interest revenue 1,585,822 1,519,946 65,876

$ 210,725,801 $ 210,867,683 (141,882)
EXPENSES
Salaries and benefits 114,363,321 106,246,121 8,117,200
Student aid, financial assistance and awards 12,839,158 12,478,785 360,373
Supplies and expenses 30,760,072 31,080,802 (320,730)
Purchased services (Note 13) 14,051,255 15,614,695 (1,563,440)
Interest expense - debt obligations 13,306,043 13,734,615 (428,572)
Interest expense - other 136,784 127,880 8,904
Amortization of capital assets 23,751,966 23,676,465 75,501
Professional fees 1,639,964 1,783,586 (143,622)
Unrealized loss/(gain) on investments 2,356,163 (585,167) 2,941,330
Loss/(gain) on disposal of assets 77,809 (157,306) 235,115

$ 213,282,535 $ 204,000,476 9,282,059
Excess of expenses over revenues $ (2,556,734) $ 6,867,207 (9,423,941)

See accompanying notes to the consolidated financial statements

Page 2 of 20
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ONTARIO TECH UNIVERSITY
Consolidated Statement of Cash Flows
As at March 31, 2020

2020 2019
NET INFLOW (OUTFLOW) OF CASH RELATED
TO THE FOLLOWING ACTIVITIES
OPERATING
Excess of expenses over revenues (2,556,734) $ 6,867,207
Items not affecting cash:
Amortization of capital assets 23,751,966 23,676,465
Amortization of deferred capital contributions (9,559,062) (9,238,378)
Unrealized loss/(gain) on investments 2,356,163 (585,167)
Loss/(gain) on disposal of assets 77,809 (157,306)
14,070,142 20,562,821
Working capital:
Grant and other accounts receivable (1,826,010) (195,625)
Prepaid expenses and deposits (103,546) (547,703)
Inventories 75,608 108,289
Accounts payable and accrued liabilities (2,107,717) 3,792,805
Deferred revenue 1,906,343 720,218
12,014,820 24,440,805
INVESTING
Purchase of capital assets (28,535,264) (16,350,967)
Proceeds on disposal of capital assets 189,832 322,286
Investments 8,187,340 (841,535)
(20,158,092) (16,870,216)
FINANCING
Repayment of long-term debt (6,288,685) (5,923,598)
Endowment contributions 1,520,713 802,860
Repayment of obligations under capital leases (642,338) (571,000)
Deferred capital contributions 10,656,184 7,788,678
5,245,874 2,096,940
NET CASH (OUTFLOW)/INFLOW (2,897,398) 9,667,529
CASH & CASH EQUIVALENTS BALANCE, BEGINNING OF YEAR 45,236,989 35,569,460
CASH & CASH EQUIVALENTS BALANCE, END OF YEAR 42,339,591 $ 45,236,989
SUPPLEMENTARY CASH FLOW INFORMATION
Interest paid 13,485,807 $ 13,903,748

See accompanying notes to the consolidated financial statements
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

University of Ontario Institute of Technology (the “University”’) was incorporated without share capital
under the University of Ontario Institute of Technology Act which received Royal assent on June 27, 2002.
The objectives of the University, as well as the powers of the Board of Governors and the Academic
Council, are defined in the Act.

The University is a market-oriented University integrating inquiry, discovery and application through
excellence in teaching, learning and value-added research. The University is a degree granting and research
organization offering graduate and undergraduate education. The University is a registered charity under
Section 149 of the Income Tax Act and is, therefore, exempt from income taxes.

On March 27, 2019, the University launched its brand name “Ontario Tech University”.

1. SIGNIFICANT ACCOUNTING POLICIES AND DISCLOSURES
(a) Basis of presentation

The University follows Canadian Accounting Standards for Not-for-Profit Organizations
(“ASNPQO”) in Part III of the Chartered Professional Accountants of Canada (“CPA”) Handbook.
These consolidated financial statements reflect the assets, liabilities, net assets, revenue and
expenses of all the operations controlled by the University.

On November 1, 2009, the Campus Childcare Centre Inc. (“CCC”) was incorporated as a separate
legal entity with a fiscal year ended April 30. Its purpose is to provide daycare facilities to the
children of faculty, staff and students of the University and Durham College, as its first priority,
and community families. CCC is controlled by the University and its financial results to March 31,
2020 are included in the Consolidated Financial Statements of the University.

On February 1, 2012, the Automotive Center of Excellence (“ACE”) commenced its operations as
a test facility for General Motors of Canada and other commercial customers who are seeking to
create, test and validate paradigm-shifting innovations with a focus on bringing them to market as
rapidly as possible. ACE financial results to March 31, 2020 are included in the Consolidated
Financial Statements of the University.

On March 10, 2020, Ontario Tech Talent Inc. was incorporated as a separate legal entity with a
fiscal year ended March 31. Its purpose is to provide students and new graduates with
opportunities to enhance their job readiness skills and improve employment prospects. It will also
help alumni and community members remain current in the ever-changing job market by providing
reskilling and upskilling. Ontario Tech Talent is controlled by the University and its financial
results will be included in the Consolidated Financial Statements of the University. For the year
ended March 31, 2020, there are no financial transactions for this new entity.

These consolidated financial statements do not reflect the assets, liabilities, and results of operations
of the various student organizations as they are not controlled by the University.
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

L.

SIGNIFICANT ACCOUNTING POLICIES AND DISCLOSURES (continued)

(b)

(©)

(d)

Revenue recognition

The University follows the deferral method of accounting for contributions, which includes
donations and government grants.

Operating grants are recorded as revenue in the year to which they relate. Grants earned but not
received at the end of an accounting year are accrued. When a portion of a grant relates to a future
period, it is deferred and recognized in that subsequent period.

Student fees are recognized as revenue when courses are provided.

Student tuition fees are deferred to the extent that related courses extend beyond the fiscal year of
the University.

Unrestricted contributions are recognized as revenue when received or receivable if the amount to
be received can be reasonably estimated and collection is reasonably assured.

Externally restricted contributions for purposes other than endowment are deferred and recognized
as revenue in the year in which the related expenses are incurred. Pledged donations are not
recorded until received due to the uncertainty involved in their collection.

Endowment contributions are reported as direct increases in net assets when received.

Other operating revenues are deferred to the extent that related services provided, or goods sold,
are rendered/delivered subsequent to the end of the University's fiscal year.

Investment income related to restricted spending is deferred. Investment income without
restrictions is recognized when earned.

Cash and cash equivalents
Cash equivalents consist of highly liquid investments having terms to maturity on acquisition of

three months or less, and are readily convertible to cash on short notice and are recorded at market
value.

Financial instruments

Financial instruments are recorded at fair value on initial recognition. Freestanding derivative
instruments that are not in a qualifying hedging relationship and equity instruments that are quoted
in an active market are subsequently measured at fair value. All other financial instruments are
subsequently recorded at cost or amortized cost.
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

1.

SIGNIFICANT ACCOUNTING POLICIES AND DISCLOSURES (continued)

Transaction costs incurred on the acquisition of financial instruments measured subsequently at fair
value are expensed as incurred. All other financial instruments are adjusted by transaction costs
incurred on acquisition and financing costs, which are amortized using the straight-line method.

Financial assets are assessed for impairment on an annual basis at the end of the fiscal year if there are
indicators of impairment. If there is an indicator of impairment, the University determines if there is a
significant adverse change in the expected amount or timing of future cash flows from the financial
asset. If there is a significant adverse change in the expected cash flows, the carrying value of the
financial asset is reduced to the highest of the present value of the expected cash flows, the amount that
could be realized from selling the financial asset or the amount the University expects to realize by
exercising its right to any collateral. If events and circumstances reverse in a future period, an
impairment loss will be reversed to the extent of the improvement, not exceeding the initial carrying
value.

(e) Long-term debt
The University carries long-term debt at amortized cost.
(f) Inventories

Inventories are valued at the lower of cost and net realizable value. Cost is determined on a first-in,
first-out basis.

(g) Capital assets

Purchased capital assets are recorded at cost less accumulated amortization. Contributed capital assets
are recorded at fair value at the date of contribution when fair value is reasonably determinable.
Otherwise, contributed assets are recorded at a nominal amount. Betterments, which extend the
estimated useful life of an asset, are capitalized. When a capital asset no longer contributes to the
University's ability to provide services, its carrying amount is written down to its residual value. Capital
assets are amortized on a straight-line basis over their useful lives, which have been estimated to be as
follows:

Buildings 15 — 40 years
Building renovations and major equipment 10 years
Leasehold improvements over lease term
Parking lot 20 years
Furniture and fixtures 5 years
Laptops 2 — 4 years
Computer equipment and vehicles 3 years
Capital leases over economic life of assets
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

1.

SIGNIFICANT ACCOUNTING POLICIES AND DISCLOSURES (continued)

Capital assets acquired during the financial year are amortized at half of the applicable rate.
Construction-in-progress represents assets not yet available for use, therefore amortization commences
when the project is complete.

On April 1, 2019, the University adopted Section 4433 “Tangible Capital Assets Held by Non-for-
Profit Organizations”, Part 11l of the CPA Handbook. The University is applying this standard on a
prospective basis. In the current year, costs for the new A5 building are being allocated to its separable
component parts with differing estimated useful life. Amortization of the separable components will
start upon completion of the construction and occupancy of the building in summer 2021.

(h) Deferred capital contributions

(i)

)

Contributions received for capital assets are deferred and amortized over the same term and on the
same basis as the related capital assets.

Contributed services

The University receives a number of contributed services from individuals, corporations and
community partners. Because of the difficulty in determining the fair value, contributed services
are not recognized in the Consolidated Financial Statements.

Use of estimates

The preparation of Consolidated Financial Statements requires management to make estimates and
assumptions that affect the reported amount of assets and liabilities, the disclosure of contingent
assets and liabilities at the date of the Consolidated Financial Statements, and the reported amounts
of revenue and expenses during the year. Significant estimates includes the carrying value of capital
assets. Actual results could differ from these estimates.
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

2. CASH AND CASH EQUIVALENTS

2020 2019
Bank of Montreal, cash balances $ 22,938,173 $ 36,920,330
BMO Nesbitt Burns GICs 18,605,727 8,000,000
IBM, credit facility drawn - (10,000)
Royal Bank of Canada, cash balances 6,556 37,288
Harris Bank, cash balances 461,370 (36,524)
Other, balances 327,765 325,895

$ 42,339,591 $ 45,236,989

The University has a credit facility agreement with a Canadian chartered bank, which provides for a
revolving operating line of credit up to $17,000,000, bearing interest at prime plus 0.25%. At March
31, 2020, the University utilized, on a cash consolidated basis, nil (2019 - nil) of the operating line of
credit.

In fiscal year 2018 — 19, the University had a credit facility agreement with IBM Global Financing,
which provided for a revolving operating line of credit up to $5,000,000 bearing interest at prime plus
0.25%. At March 31, 2020, this line of credit no longer exists.

3. SHORT-TERM INVESTMENTS
Short-term investments consist of $7,052,500 (2019 — $16,924,256) 30-day cashable annual

Guaranteed Investment Certificates which mature on October 26, 2020 (2019 — maturity ranged from
September 30, 2019 to October 11, 2019).

4. INVESTMENTS

2020 2019
Cost Fair Value Cost Fair Value
Equities $ 16,898,745 $ 16,299,624 $ 15,634,889 $§ 17,315,009
Fixed income 9,200,627 9,281,327 8,992,229 9,084,206
Money Market/Cash 556,504 556,503 409,987 409,986

$ 26,655,876 $ 26,137,454 $§ 25,037,105 $ 26,809,201
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

4.

INVESTMENTS (continued)

(a) Credit, interest rate and maturity risk

The value of fixed income securities will generally increase if interest rates fall and decrease if
interest rates rise. Changes in interest rates may also affect the value of equity securities. The fixed
income investments consist of pooled funds that include various Canadian government and corporate
bonds and individual mortgage holdings. The fixed income investments bear coupon rates ranging
from 0.0% to 16.2% (2019 — 0.0% to 24.4%) and have maturity dates ranging from April 1, 2020 to
December 31, 2099 (2019 - April 1, 2019 to December 31, 2099).

(b) Foreign currency risk

The University is exposed to financial risks as a result of exchange rate fluctuations and the volatility
of these rates. The University, through its investment management advisors, hedges against foreign
exchange risks. There has been no change in the University’s hedging policy from 2019.

(c) Market price risk

Market price risk arises as a result of trading fixed income securities and equities. The value of equity
securities change with stock market conditions which are affected by general economic and market
conditions. Changes in interest rates may also affect the value of equity securities. Fluctuation in the
market exposes the University to a risk of loss.

(d) Liquidity risk
Money market investments represent instruments in highly liquid investments that are readily

converted into known amounts of cash. The University invested in equity and fixed income
investments that are traded in an active market.
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

CAPITAL ASSETS

Capital assets consist of:

2020 2019
Accumulated Net Book Net Book
Cost Amortization Value Value
Land 8,131,815 § - 8,131,815 8,131,815
Buildings 424,691,688 131,444,751 293,246,937 298,380,128
Building renovations 31,018,099 20,310,460 10,707,639 10,118,510
Leasehold improvements 3,541,889 1,737,929 1,803,960 1,934,673
Parking 1,299,410 179,819 1,119,591 859,724
Furniture and fixtures 19,694,169 16,861,389 2,832,780 3,270,629
Laptops 14,117,062 12,453,490 1,663,572 2,367,834
Computer equipment 21,244,668 17,492,392 3,752,276 2,833,873
Vehicles 288,467 202,122 86,345 92,445
Major equipment 77,466,528 58,056,859 19,409,669 23,292,546
Construction-in-progress 22,284,707 - 22,284,707 8,566,131
623,778,502 $ 258,739,211 365,039,291 359,848,308
Assets under capital leases:
Land 2,300,000 - 2,300,000 2,300,000
Buildings 35,689,192 6,415,606 29,273,586 29,948,912
Total 661,767,694 $ 265,154,817 396,612,877 392,097,220

Included in land and buildings is the donation of a specific asset to the University in 2010 (Land
$300,000 and Buildings $1,550,000).

Amortization of assets under capital leases for the current year totaled $675,327 (2019 - $675,327).

ACCOUNTS PAYABLE AND ACCRUED LIABILITIES

Included in accounts payable and accrued liabilities are government remittances payable of $177,045

(2019 — nil).
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

7. DEFERRED REVENUE

Deferred revenue represents revenues related to expenses of future periods. The balance comprised
the following:

2020 2019

Tuition $ 8,027,877 $ 8,456,847
Research 8,321,859 5,959,593
Donations 2,587,092 2,672,006
Ancillary fees 1,097,889 1,312,546
Other 2,171,491 1,898,873
$ 22,206,208 $ 20,299,865

8. OTHER LONG-TERM DEBT

The University has incurred debts in the amount of $425,924 due to third parties. Other long-term
debt comprised the following:

2020 2019
Unsecured loans, payable monthly/ annually
over a period of 2 - 21 years and at interest
rates ranging from 0% to 9.3% 425,924 550,063
$ 425,924 $ 550,063

Total principal repayments in each of the next five years and thereafter for other long-term debt are

as follows:

2021 $ 124,398

2022 124,683

2023 3,533

2024 3,876

2025 4,252

Thereafter, through 2042 165,182

425,924

Less: current portion 124,398

$ 301,526

The fair value of the other long-term debt is approximately $556,000 (2019 - $680,000). Fair value
has been calculated using the future cash flows of the actual outstanding debt instrument, discounted
at current market rates available to the University.
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

9.

10.

OBLIGATIONS UNDER CAPITAL LEASES

The University entered into capital leasing arrangements on two properties in downtown Oshawa
to accommodate the growth in student population. Capital lease repayments are due as follows:

2021 $ 3,861,463
2022 3,931,876
2023 3,960,219
2024 3,988,846
2025 4,017,759
Thereafter, through 2041 57,471,919
Total minimum lease payments 77,232,082

Less: amount representing interest at
rates ranging from 6.50% to 9.30% 40,278,071
Present value of net minimum capital

lease payments 36,954,011
Less: current portion of principal obligations 780,186
$ 36,173,825

Interest of $3,132,050 (2019 - $3,175,878) relating to capital lease obligations has been included in
interest expense. The total cost of assets under capital leases is $37,989,192 (2019 - $37,989,192)
with related accumulated amortization of $6,415,606 (2019 - $5,740,280).

The fair value of the capital leases is approximately $38,683,000 (2019 - $39,437,000). Fair value
has been calculated using the future cash flows of the actual outstanding debt instrument, discounted
at current market rates available to the University.

LONG-TERM DEBENTURE DEBT

On October 8, 2004, the University issued Series A Debentures in the aggregate principal amount of
$220,000,000. These debentures bear interest at 6.351%, payable semi-annually on April 15 and
October 15, with the principal due in 2034. The proceeds of the issuance were used to finance capital
projects including the construction of three Academic Buildings, a Library and related infrastructure.
These debentures are secured by all assets of the University and are guaranteed by Durham College.

The debt is funded through special one-time grants from the Ministry of Colleges and Universities
(“MCU”), and by the University’s operating funds.
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

10.

11.

LONG-TERM DEBENTURE DEBT (continued)

On August 12, 2011, an agreement was signed between the University and MCU whereby MCU shall
pay the University $13,500,000 each year in equal semi-annual payments of $6,750,000 in April and
October to fund the repayment of the debentures. The agreement took effect

on April 1, 2011 and the grant will continue until the maturity of the debentures in October 2034.

Total principal and interest paid on the debenture to March 31, 2020 is $247,515,088 (2019 -
$231,014,082), $196,487,712 funded by MCU and $51,027,376 funded by the University.

As at March 31, 2020, $217,431,043 (2019 - $217,431,043) had been used to finance capital assets.

Total principal repayments for debenture debt are as follows:

2021 $ 6,562,273
2022 6,985,660
2023 7,436,364
2024 7,916,146
2025 8,426,883
Thereafter, through 2034 120,778,435
Total minimum payments 158,105,761
Less: current portion 6,562,273

$ 151,543,488

The fair value of the long-term debenture debt is approximately $194,294,000 (2019 - $205,695,000).
Fair value has been calculated using the future cash flows of the actual outstanding debt instrument,
discounted at current market rates available to the University.

DEFERRED CAPITAL CONTRIBUTIONS

Deferred capital contributions represent the unamortized amount of grants and donations for the
purchase of capital assets.

The changes in the balance consist of the following:

2020 2019
Balance - beginning of year $ 161,099,203 $ 162,548,903
Contributions 10,656,184 7,788,678
Recognized as revenue during the year (9,559,062) (9,238,378)
Balance - end of year $ 162,196,325 $ 161,099,203
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

12.

13.

GRANT REVENUES - OPERATING AND RESEARCH

Grant revenues consist of the following:

2020 2019
Operating $ 64,046,170 $ 63,767,696
Externally funded research 11,245,803 10,443,573
Total grant revenues $ 75,291,973 $ 74,211,269

PURCHASED SERVICE COSTS

Under a shared service agreement, the University purchases certain administrative services from
Durham College. The cost of salaries, benefits and operating expenses purchased by the University
are calculated based on a combination of individual percentage and actual cost by service area.

The ancillary operations are managed by Durham College and a portion of the net contribution is
allocated to the University based on agreed metrics.

Amounts invoiced from Durham College for purchased services expense, including expense from
ancillary operations, are recorded as expenses under “Purchased services” in the consolidated
Statement of Operations. Revenues from ancillary operations are recorded as revenues and are
included under “Revenues from purchased services” in the consolidated Statement of Operations.

On March 11, 2015, the University and Durham College signed a Service Level Agreement (“SLA™)
covering Facilities and Ancillary, Information Technology Services and Student Services. This SLA
outlines the guiding principles, work description documents to be adopted by both institutions and the
methodology to determine administrative overhead costs.

On March 4, 2019, Durham College gave the University one year’s notice of termination of the
sharing of the bookstore operation at the Oshawa campus, effective April 1, 2020.

The balance owing to Durham College for their share of the Collaborative Nursing program, included

in accounts payable and accrued liabilities, is non-interest bearing, and will be paid at the end of the
next fiscal year.
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ONTARIO TECH UNIVERSITY

Notes to the Consolidated Financial Statements

For the year ended March 31, 2020

14.

INVESTED IN CAPITAL ASSETS

Investment in capital assets represents the following:

Capital assets - net book value

Less amount financed by deferred capital
contributions
Less amount financed by long-term debt

2020

2019

396,612,877

(162,196,325)

392,097,220

(161,099,203)

(Notes 8, 9 and 10) (195,242,768) (202,052,329)
Total investment in capital assets 39,173,784 $§ 28,945,688
2020 2019
Net change in investment in capital assets:
Purchases of capital assets 28,535,264 § 16,350,967
Amounts funded by:
Deferred capital contributions (10,656,184) (7,788,678)
Repayment of long-term debt 6,541,920 6,208,155
24,421,000 § 14,770,444
2020 2019
Amortization of deferred capital contributions
related to capital assets 9,559,062 $ 9,238,378
Less amortization of capital assets (23,751,966) (23,676,465)
(14,192,904) § (14,438,087)
Net change during the year 10,228,096 $ 332,357
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

15.

16.

INTERNALLY RESTRICTED NET ASSETS

Internally restricted net assets are funds restricted by the University and approved by the Board for
future commitments for the appropriation of internally-funded research and for projects to improve
and invest in the University’s campus facilities, working capital and student aid. Re-purposing or
increasing such restrictions is subject to Board approval.

Details of the internally restricted net assets are as follows:

2020 2019

Balance comprised of the following:
Research related activities $ 4,700,130 $ 5,205,581
Capital related activities 2,408,603 14,500,714
Student awards 222,073 1,000,000
Working capital 6,000,000 6,000,000
Faculty carry-forwards 1,154,500 1,154,500
Fundraising campaign 396,790 1,453,321
Other 2,706,743 2,471,519
$ 17,588,839 $ 31,785,635

ENDOWMENTS

Endowment funds are restricted donations received by the University where the endowment principal
is required to be maintained intact. The investment income generated from these endowments must
be used in accordance with the various purposes established by donors. The University ensures, as
part of its fiduciary responsibilities, that all funds received with a restricted purpose are expended for
the purpose for which they were provided.

Investment income on endowments is deferred and recorded in the Consolidated Statement of
Operations when the donors’ conditions have been met and the related expenses are recognized.

Endowment funds include grants provided by the Government of Ontario from the Ontario Student
Opportunity Trust Fund (“OSOTF”) and the Ontario Trust for Student Support (“OTSS”). Under these
programs, the government matched funds raised by the University. The purpose of these programs is
to assist academically qualified individuals who, for financial reasons, would not otherwise be able
to attend University. On January 5, 2012, the Minister of Education announced that the OTSS would
be discontinued as of the end of Fiscal 2012 fundraising year.
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

16.  ENDOWMENTS (continued)

The balance of endowments consists of the following:

2020 2019

OSOTF $ 2,007,717 $ 1,983,628

OTSS 17,660,963 16,929,645

Other 3,867,435 2,930,015
$ 23,536,115 $ 21,843,288

The change in the balance of endowments is as follows:

2020 2019

Endowment fund balance, beginning of year $ 21,843,288 $ 21,040,428
Donations 1,333,985 739,279
Realized gains 226,255 278,298
Realized investment income 625,847 401,943
Income distributions (493,260) (616,660)
Endowment fund balance, end of year $ 23,536,115 $ 21,843,288

As per the MCU policies, the transactions related to OSOTF and OTTS should be presented in these
financial statements, for the year ended March 31, 2020.

OSOTF OTTS Total 2020 Total 2019

Schedule of Changes in Endowment Fund Balance

Endowment balance, beginning of year $ 1,647,223 $ 14,927,309 $ 16,574,532 $ 15,763,834
Eligible cash donations - 452,373 452,373 617,708
Preservation of capital 17,000 177,140 194,140 192,990
Endowment fund balance, end of year $ 1,664,223 $ 15,556,822 $ 17,221,045 $ 16,574,532

Schedule of Changes in Expendable Funds

Available for Awards OSOTF OTTS Total 2020 Total 2019
Expendable balance, beginning of year $ 336,405 $ 2,002,336 $ 2,338,741 $ 2,471,501
Realized investment income 64,089 673,705 737,794 600,990
Less: Preservation of capital (17,000) (177,140) (194,140) (192,990)
Bursaries awarded (40,000) (394,760) (434,760) (540,760)
Expendable balance, end of year $ 343,494 $ 2,104,141 $ 2,447,635 $ 2,338,741
Total funds, end of year $ 2,007,717 $ 17,660,963 $ 19,668,680 $ 18,913,273

In the current year, 277 bursaries valued at $493,260 were disbursed from the total endowed funds (2019
— 309 bursaries valued at $616,660).
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ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

17.

18.

19.

PENSION PLAN

All eligible employees of the University are members of a defined contribution pension plan.
Contributions made by the University to the pension plan during the year were $6,353,112 (2019 -
$5,407,509).

CONTINGENCIES AND CONTRACTUAL COMMITMENTS
(a) Contingencies

The University has been named as the defendant in certain legal actions, in which damages have
been sought. The outcome of these actions is not determinable as at March 31, 2020 and,
accordingly, no provision has been made in these consolidated financial statements for any
liability which may result.

(b) Contractual Commitments

Future minimum lease payments, exclusive of taxes and operating costs, for premises and
equipment under operating leases at March 31, 2020 are as follows:

2021 $ 1,724,304
2022 1,728,406
2023 1,712,583
2024 1,226,820
2025 1,001,820
Thereafter 2,802,931

$ 10,196,864

SUBSEQUENT EVENT

In March 2020, the World Health Organization declared the spread of the coronavirus (COVID-19)
to constitute a global pandemic and this has had a significant financial, market and social dislocating
impact.

As a result of the pandemic, the University officially closed its campus on March 13, 2020. Using
its current technology infrastructure, academic courses were delivered on-line and staff worked from
home within the following week.

The pandemic has had a negative impact on our endowed portfolio with an unrealized loss of $2.4
million being recognized in the current year. In addition, the University has experienced loss of
revenues from its commercial business such as ACE, Regent Theater and the Daycare Center, totaling
approximately $500,000. These are reflected in these Consolidated Financial Statements.

Page 19 of 20



ONTARIO TECH UNIVERSITY
Notes to the Consolidated Financial Statements
For the year ended March 31, 2020

19. SUBSEQUENT EVENT (continued)
Given the outcome and timeframe to a recovery from the current pandemic is highly unpredictable, it

is not practicable to estimate and disclose its financial effect on the University’s future operations at
this time.

20. COMPARATIVE INFORMATION

Certain comparative information has been reclassified to conform with the financial statement
presentation adopted in the current year.
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ONTARIO TECH UNIVERSITY
Financial Update — Report to Audit and Finance Committee — June 19, 2020
For the year ending March 31, 2020

CONSOLIDATED STATEMENT OF FINANCIAL POSITION ANALYSIS

Assets

Cash and short-term investments decrease of $12.8m is mainly attributable to a $10.4m capital investment
in the new building in the current year.

Grant receivable balance of $9.2m includes $5.4m of Collaborative Nursing (CN) grant funded on a slip-
year basis and therefore received in the next fiscal year, and other current receivables, including $1.5m
grant and donations for the ACE Moving Ground Plane(“MGP”) project of which $0.5m has now been
received, $0.4m grant to cover COVID-related expenses, $0.5m of other miscellaneous operating grants
and $1.4m of external research grants (of which $0.4m relates to the Autonomous Vehicle Innovation
Network (“AVIN”) project).

Grant receivable increase of $0.5m includes $1.9m of grant receivable for the MGP project and COVID-
19 relief, offset by a decrease of $1.4m in research receivable of which $1.1m relates to grant receivable in
the prior year and received in the current fiscal year for the AVIN project.

Other accounts receivable (A/R) includes student and trade receivables. Balance of $8.5m includes $2.2m
of student A/R most of which relates to winter semester tuition fees, net $2.3m receivable from the College
for overpayment of shared services which will be applied against Apr and May 2020 costs, other current
receivables including $1.6m of tax recoverable, $1.0m trade and ACE receivables, $0.8m of COU
application fees, and other balances, none exceeding $0.5m.

Other A/R increase of $1.3m over the prior year includes a net increase of $1.4m overpayment to the
College, $0.9m increase in sales tax recoverable due to the delay in CRA processing rebates, offset by a
decrease of $0.6m in bookstore credit notes as these have now been transferred to Durham College, and
other immaterial variances.

Investment balance of $26.1m relates to endowed funds held at PH&N. The year-over-year decrease of
$0.7m is comprised of new in-year donations $1.3m, net investment income $0.9m, offset by M2M
unrealized loss of $2.4m attributable to the impact of COVID-19 on the market and $0.5m bursary
disbursements to students.

Capital assets increase of $4.5m includes net additions of $27.1m of which 40% is funded by external grants
and donations, offset by accumulated amortization of $22.6m in the current year.

Net additions comprise net $13.7m of construction-in-progress (new A5 building $10.3m, MGP $7.0m
funded by an external grant, offset by $3.6m of capitalized assets for completed projects), $8.5m building
and lab renovations ($3.5m for MGP building, $1.9m for athletics facilities including the basketball change
rooms $1.3m portable relocation costs, $1.8m of other various renovations), $2.8m major equipment and
FF&E, and net $2.1m computer equipment and laptops.
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Financial Update — Report to Audit and Finance Committee — June 19, 2020
For the year ending March 31, 2020

Liabilities

Accounts payable and accrued liabilities decreased $2.1m and includes $1.3m drawdown of the prior year
students’ ancillary fees used in the current year for investment in the athletics facility, including the
construction of the basket-ball change rooms, $0.5m decrease in bookstore credit notes as these have now
been transferred to the College, offset by an increase of $1.0m of construction holdbacks for the new AS
building, and other variances none of which exceed $0.5m.

Deferred revenue relate to revenues deferred to subsequent periods as these have not yet been earned at the
end of the reporting quarter or will be recognized as revenue in the period in which related expenses are
incurred.

Balance of $22.2 comprises $8.0m deferred tuition representing one month of winter term fees not earned
at year-end, and $14.2m of revenues billed or received and not yet spent at the end of fiscal ($8.3m of
externally funded research revenues, $2.6m of expendable donations, $1.1m of student ancillary fees, and
$2.2m of miscellaneous deferred revenues).

Increase of $1.9m in deferred revenue is mostly attributable to increase in deferred research funds, including
$0.7m of Canada Foundation for Innovation (“CFI”) funding, and $0.5m of new funding for the Centre on
Hate, Bias and Extremism.

Current and long-term obligations under capital lease decrease represents the principal lease repayments
for 61 Charles and 55 Bond in the current year.

Current and long-term debenture debt decrease of $6.2m relates to the principal repayment and resulting
drawdown of the debt in the current year. This debt is fully payable in October 2034.

Deferred capital contributions balance includes grants and donations of $10.7m received for capital projects
during the fiscal year, offset by $9.6m amortization into revenues of capital grants and donations received
since inception of the University.

New grants and donations received include $8.7m for the MGP, $1.4m for campus renovations, and $0.6m
for research capital projects.
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CONSOLIDATED STATEMENT OF OPERATIONS ANALYSIS

Revenue

Total Revenue is flat over the prior year. Significant variances include

1)

2)

3)

4)

Operating and research grant increase of $1.1m, of which $0.8m pertains to external research grants

and $0.3m increase in other miscellaneous operating grants. There is no additional grant funding
from the Province for domestic enrolment growth.

Student tuition fees decrease of $3.0m and includes a net $5.4m decrease in domestic tuition as a
result of the 10% decrease in tuition fees as mandated by the Province, offset by a net increase of
$2.4m in international tuition fees (of which $1.6m is attributable to YOY growth of 54 FTE, and
$0.8m due to YOY increase in average tuition fee).

Student ancillary fees increase of $1.9m includes net increase of $1.3m to reflect the accounting
recognition of prior year ancillary fees for construction of the new basketball change rooms, $0.7m
year-over-year increase due to the change in methodology of charging ancillary fees (based on
headcount vs FTE), offset by other immaterial variances.

Purchased services revenue decrease of $0.5m is primarily attributable to declining bookstore sales.

Expenses

Total Expenses increased $9.3m (4.6%) over the prior year. Significant variances include:

1)

2)

3)

Salaries and benefits increase of $8.1m includes $3.3m for staff and faculty annual salary increases,
$2.1m in net new hires, promotions and annualization of prior year hires, $1.1m increase to reflect
enhanced employee pension and benefits, $0.8m increase in limited term contracts for sessional
and teaching assistant contracts, work study and graduate research programs, and $0.8m increase
in administrative leave and vacation accruals.

Purchased services decrease of $1.6m includes a decrease of $1.0m in bookstore expense, $0.3m
in one time only contracted services for projects in the prior year and other immaterial variances.
The $1.0m decrease in bookstore expense is comprised of $0.6m of credit notes transferred to
Durham College at year-end and the remaining decrease directly attributable to declining bookstore
sales.

Unrealized loss on investments increase of $2.9m is mainly due to the negative impact of COVID-
19 on the equity market in March 2020.
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FINANCIAL METRICS

The Ministry has adopted 5 financial metrics to assist with assessing university financial health and
sustainability.

The table below shows Ontario Tech University’s metrics for the last 3 fiscal years. Also included are the
average comparator and average sector metrics for fiscal year 2018 - 19 (latest published data). The
average comparator includes the data for what are considered as “small” universities based on student FTE
(‘Full-time equivalents™), and includes seven universities: Algoma, Lakehead, Laurentian, Nipissing,
OCADU, Trent and Ontario Tech University.

Average Average
Financial Metrics Actual Actual Actual | comparator sector

2019-20 | 2018-19 | 2017-18 | 2018-19 | 2018-19
Net Income/Loss Ratio (1) -1.2% 3.3% 7.2% 1.5% 5.9%
Net Operating Revenues Ratio (2) 5.7% 11.6% 8.3% 2.6% 8.1%
Primary Reserve Ratio (days) (3) 38 62 53 40 117
Interest Burden Ratio (4) 7.0% 7.6% 8.2% 2.8% 2.0%
(b) IBR w MTCU funding 1.6% 1.7% 1.8% n/a n/a
Viability Ratio (5) 11.8% 17.9% 14.1% 22.8% 110.4%

Financial Metrics Analysis

1. Net Income / Loss ratio - tracks the trend in the University’s net earnings.

We had forecast a slight positive ratio of 1.3 at the end of the third quarter based on an anticipated operating
surplus of $1.9m This is now slightly negative due to a year-end deficit of $2.5m mostly attributable to an
unforeseen $2.4m unrealized loss on investments directly attributable to the impact of COVID-19 on the
investment market. This ratio is less favourable than in the prior years due to revenues being flat year-over-
year coupled with increasing costs, including $8.0m increase of labour costs.
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FINANCIAL METRICS (continued)

2. Net Operating Revenues ratio — indicates the extent to which the University is generating positive cash
flows in the long-run to be financially sustainable.

The University continues to experience a positive operating capital and, therefore, a positive net operating
revenues ratio. However, the operating deficit of $2.5m, coupled with a decrease in working capital, has
led to a deterioration of the revenues ratio compared to the prior year.

3. Primary Reserve ratio — indicates the University’s financial strength and flexibility by determining the
number of days Ontario Tech University could function using its resources that are can be expended without
restrictions.

Primary reserve ratio is less favourable than in the prior years due to a deterioration in the net expendable
assets primarily due to the utilization of $14.5m of internally restricted reserves in the current year,
including $12.1m for the construction of the new building.

4. Interest Burden ratio (“IBR”) — indicates the University’s debt affordability and the cost of servicing
debt

Ontario Tech University’s interest burden continues to improve as it pays back its long-term debt
obligations without entering into any new debt. The cost of servicing its debt is above the comparator due
to its relatively higher debt obligations.

4b. Interest Burden with MTCU funding ratio — the “IBR” has been re-stated to reflect an annual
“institution-specific” grant of $13.5m from the Ministry to fund the University’s debenture debt. Therefore,

interest expense on the debenture has been removed from the total interest expense, used in the calculation
of “IBR”.

Including the impact of the Ministry funding, the University’s interest burden ratio is more in line with the
average comparator and average sector ratios.

5. Viability ratio - determines Ontario Tech University’s financial health, as it indicates the funds on hand
to settle its long-term obligations.

Although the University’s debt obligations are decreasing, the viability ratio is less favourable than in the
prior years due to the deterioration in its net expendable assets.
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Financial Update — Report to Audit and Finance Committee — June 19, 2020

For the year ending March 31, 2020

FINANCIAL METRICS (continued)

(1) Net Income/Loss Ratio

Total Revenues less Total Expenses
Total Revenues

Measures the percentage of revenues
that contribute to net assets. The objective
is to track trends in net earnings

(2) Net Operating Revenues Ratio

Cash flow from Operating Activities
Total Revenues

Indicates the extent to which the University is
generating positive cash flow in the long-run
to be financially sustainable.

(3) Primary Reserve Ratio

Expendable Net Assets x 365 days
Total Expenses

Indicates the University’s financial strength
and flexibility by determining the number

of days it can function using only its resources
that can be expended without restrictions.
Expendable net assets include:

Unrestricted surplus (deficit), internally
restricted net assets and endowments.

(4) Interest Burden Ratio

Interest Expense
Total Expenses - Depreciation

Indicates debt affordability as it examines
the percentage of total expenses used to
cover the University’s cost of servicing debt

(5) Viability Ratio

Expendable Net Assets
Long-Term Debt

Determines financial health as it
indicates the funds on hand to settle
its long-term obligations. Long-.
Term Debt is total external long-term
debt, excluding the current portion of
debt.
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Ontario Tech University
2019 - 20 Operating Summary (in '000 s)
For the year ended March 31, 2020

April 1, 2019 - March 31, 2020
Fav. (Unfav.)
Total Annual | 3rd Quarter Fav. (Unfav.) Actuals| |Forecast vs. Budget $| Fav. (Unfav.) Actuals
Budget Y/E Forecast Actuals vs. Budget $/ % /% vs. Forecast $/ %

Revenue
Grants 81,084 80,953 81,065 (20)] 0% (131)] 0% 112 0%
Tuition 79,944 79,028 79,102 (843)] -1% (916)] -1% 73 0%
Student Ancillary 11,484 13,738 14,453 2,968 | 26% 2,254 | 20% 714 5%
Other 18,297 18,668 17,948 (349) -2% 371 2% (720)] -4%
Total Revenue $ 190,810 |$ 192,388 |$ 192,567 | $ 1,757 1% 1,578 1%| $ 179 0%,
Expenditures
Academic/ACRU 76,848 77,095 77,557 (709)] -1% (246)] 0% (463)] -1%
Academic Support 36,966 37,126 37,101 (136) 0% (161) 0% 25 0%
Administrative 33,081 29,449 31,087 1,994 6% 3,632 | 11% (1,638)] -6%
Sub-total $ 146,895|$ 143670|$ 145745 $ 1,150 | 1% 3,225 2%|$ (2,076)] -1%
Purchased Services 12,109 12,173 12,235 (126)] -1% (64)] -1% (62)] -1%
Total Ancillary/Commercial 10,460 9,942 9,338 1,122 | 11% 519 5% 604 6%
Debenture Interest Expense 10,157 10,157 10,157 (0)] 0% - 0% (0)] 0%
Total Operating Expenses $ 179,621|$ 175941|$ 177,475| $ 2,146 1%| | $ 3,680 2%| $ (1,534)] -1%
Operating Contribution $ 11,190 | $ 16,447 | $ 15,092 | $ 3,903 | 35%| | $ 5,258 | 47%| $ (1,355)] -8%
Expenses disclosed on the Balance Sheet
Capital Expenses funded from Operations $ 4,201 $ 6,336 | S 6,150 | $ (1,949)| -46%| | $ (2,135)] -51% | $ 186 3%
Principal Repayments - debenture/leases $ 6,989 | $ 6,989 | S 6,989 | $ 0)] 0%||$S - 0% | S 0 0%,
Net Operating Surplus $ ols 3,122 | $ 1,953 | $ 1,953 | 0%| | S 3,122 |N/A | S (1,169)| -37%|
Other Disclosure: Funded by prior year reserves
Capital - New Building $ 11,493 | $ 11,900 | $ 11,924 | $ (431)] -4%| | $ (407)| -4% | $ (24)] 0%
Capital Campaign S 1,183 | $ 1,166 | $ 1,057 | $ 127 | 11%| | $ 17| 1% | $ 110 9%,
Reconciliation to year-end GAAP FS: S
Operating Contribution 15,092
Items not budgeted:

Externally funded research donation, grant revenues 11,547

Externally funded research expenses (11,058)
Non-cash transactions:

Amortization of capital assets (23,752)

Amortization of deferred capital contributions 9,559

Unrealized loss on investments (2,356)
Revenues accounted as DCC on the balance sheet (1,588)
Excess of expenses over revenues - as per GAAP Financial Statements $ (2,556)
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ONTARIO TECH UNIVERSITY
Financial Update — Report to Audit and Finance Committee — June 19, 2020
For the year ending March 31, 2020

2019 - 20 Year-End Operating Summary

The operating surplus, after capital expenses, debenture and lease payments, is $2.0m against a 2019 - 20
balanced budget and a $3.1m forecast surplus reported at the end of the 3™ quarter.

The actual surplus shortfall to forecast of $1.1m is mainly attributable to higher than expected costs for
enhanced benefits for faculty and staff coupled with the loss of revenues from the university’s commercial
operations (ACE, Campus Childcare, Regent Theater, and Arena) as a result of the global pandemic which
required the physical closure of the campus in mid-March.

The operating budget does not include the construction costs for the new building and the capital campaign
as these are funded by prior year reserves and hence the costs associated with these projects are disclosed
separately.

Below is a summary of the variances of the year-end actuals versus the approved 2019 - 20 budget and
forecast reported at the end of the 3" quarter.

Enrolment Update

2019-20

Approved 3rd Quarter Actual vs.
FTE's Budget Forecast * Actual ** Budget
Undergraduate
Domestic 7,923 7,882 7,901 (22)
International 488 486 461 (27)
Graduate
Domestic 414 428 429 15
International 189 183 183 (6)
Total FTE's 9,014 8,979 8,974 (40)

*3 Quarter Forecast was based on Nov 1, 2019 enrolment count. ** 2019 — 20 Actual is based on Final
Feb 1, 2020 official enrolment count to MCU.

Actual enrolment shows a net negative variance of 40 FTE against an original budget of 9,014 FTE,
resulting in a total net decrease of $0.7m in tuition revenue.

Core Operating Grant remains flat as under the new funding formula implemented by the Ministry in 2017
-18, the funding for domestic students for the current year remains at the 2016 — 17 level.
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Financial Update — Report to Audit and Finance Committee — June 19, 2020
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2019 - 20 Year-End Operating Summary (continued)
Revenues
Total revenues are favourable $1.8m to budget. Significant items include:

Tuition is $0.8m unfavourable to budget, of which $0.7m decrease is attributable to decrease in tuition
revenues due to a shortfall in student enrolment, $0.4m decrease in English Learning Center (“ELC”) fees
due to lower than anticipated number of summer students, offset by an increase of $0.3m in co-op and
continuous learning fees.

Student ancillary fees favourable variance of $3.0m includes $2.3m of student ancillary fees recognized in
the current year for investment in the athletics facilities, including the new basketball change rooms (see
offsetting “Capital Expenses” below), and a net $0.7m increase due to the change in methodology of
charging ancillary fees whereby actual is based on headcount vs budget was based on FTE.

Other revenues are unfavourable $0.4m to budget. This includes $1.8m decrease in ACE revenues due to
lower utilization of the ACE facility by GM US and other third parties, coupled with the loss of revenues
resulting from the closure of the facility in mid-March and an additional 4 weeks closed during the year for
the ACE MGP project (see offsetting lower expenses in “Ancillary/Commercial” Expenses below). This
decrease is offset by $0.8m higher than budgeted donation revenues recognized in the current year, $0.8m
higher than budgeted investment income on the University’s short-term investment balances, and other
balances none exceeding $0.5m.

Operating Expenses

Total operating expenses are favourable $2.1m to budget versus a favourable forecast of $3.7m reported at
the end of the 3™ quarter.

Academic units are showing an unfavourable variance of $0.7m which includes $0.4m higher than budgeted
sessionals costs, and other immaterial variances.

Administrative units are favourable $2.0m to budget. The original budget included $3.5m of operating
contingency and building reserves, of which $1.5m has now been utilized to cover for the shortfall in tuition
revenues, and higher than budgeted academic expenses and enhanced benefit costs for faculty and staff.

Ancillary/Commercial Expenses are favourable $1.1m to budget and includes $0.7m operating expense
savings directly attributable to lower utilization of the ACE facility (see “Other Revenues” above), and
$0.4m of lower expenses associated with bookstore credit notes transferred to Durham College at year-end
as the university transitions to its own bookstore model as of April 1, 2020.

Capital Expenses funded from Operations are unfavourable $1.9m to budget and comprise $2.3m capital
investment in the athletics facility, including the new basketball change rooms (see “Student Ancillary
Fees” above). This unfavourable variance is offset by $0.4m favourable variance attributable to ACE MGP
project costs being deferred to the following year as a result of the closure of the facility in mid-March.
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Summary
The operating contribution is $3.9m favourable to budget, offset by a negative variance of $1.9m in capital
expenses, all of which is funded by current and prior year student ancillary fees, for a net operating surplus

of $2.0m.

In addition, $12.9m of prior year internally restricted reserves were invested in the new building and the
capital campaign in the current year.

The net results on a GAAP (generally accepted accounting principle) basis, after adjusting for non-cash
transactions and for items that are not included in the budget, is a deficit of $2.6m for the year.
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IV. 2019 —20 CASH FLOW POSITION

The University administration uses a cash management forecasting model to manage its operating cash
balances and operating short-term investment portfolios.

University cash balances are cyclical in nature with higher operating balances in September — November
and January - February due to tuition fee collection from the fall and winter semester registration, and lower
balances in December and during spring/summer months.
The University has the following credit facility:
e A revolving operating LOC of up to $17.0m, bearing interest at prime plus 0.25% with a Canadian
chartered bank.
Cash Flow Update

e The University has not utilized its available line of credit as at the end of the year.

e The University currently holds $25.7m of its operating cash surplus in high interest savings
accounts and annual and 30-day cashable guaranteed investment certificates (GIC’s).

e Operating cash balance, including high interest savings and short-term investments of $25.7m, is
$32.9m at the end of the fiscal year.

o Externally and internally restricted cash balances (including Research, Advancement, Campus
Childcare, Regent Theatre, and ACE) is $16.5m at the end of the fiscal year.
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1 OntarioTech

UNIVERSITY
BOARD REPORT
SESSION: ACTION REQUESTED:
Public X Decision X
Discussion/Direction []
Information []
Financial Impact [ ] Yes [X] No Included in Budget [ ]Yes [X] No
TO: Board of Governors
DATE: June 19, 2020
SLT LEAD: Cheryl Foy, University Secretary and General Counsel
SUBJECT: Draft Ethical Conduct Policy Instruments — Approval

COMMITTEE/BOARD MANDATE:

Under the University’s Act, section 9 (1), the Board of Governors has the power: “to
establish academic, research, service and institutional policies and plans and to control
the manner in which they are implemented”. The university’s Policy Framework is a key
institutional policy that delegates the Board’s power, establishing categories of policy
instruments with distinct approval pathways.

Under the Policy Framework, the Board of Governors is the approval authority for this
policy. The related procedures have been approved by A&F

We are seeking the Board’s approval of the following motion:

Motion: That pursuant to the Audit and Finance Committee’s recommendation for the
approval of Ethical Conduct Policy, the Board of Governors hereby approves the Ethical
Conduct Policy, as presented.

BACKGROUND/CONTEXT & RATIONALE:

Ontario Tech currently has no comprehensive code of ethical conduct for employees,
relying instead on a variety of conflict of interest clauses embedded in existing policy
instruments. The process for addressing conflicts of interest in each policy instrument
may differ, as may the requirements for different types of employees.

We have developed a draft Ethical Conduct Policy and supporting procedures to create a
framework for addressing conflicts of interest, the acceptance of gifts, the use of
university resources, confidentiality, policy compliance, and other ethical considerations.



We have engaged in consultation in accordance with the requirements of the Policy
Framework and outline below the comments received and proposed responses.
We conducted benchmark research against the policies of other Canadian universities.
Our draft requirements regarding conflict of interest are in line with those of other
institutions:
0 Requirement to disclose any conflicts of interest, potential conflicts of interest or
apparent conflicts of interest: 12 of 13 institutions.
o Disclosure of outside professional activity before accepting: 7 of 12 institutions.
o Establishment of pre-approved categories of outside professional activity that are
unlikely to present a conflict of interest: 2 of 12 institutions.
Draft requirements regarding acceptance of gifts by employees that are common to most
policies:
0 Language that prohibits the acceptance of gifts from entities or individuals with
which the university is doing business: 10 of 12 institutions.
o Prohibition on the acceptance of cash or cash equivalents (gift cards): 7 of 12
institutions.
The development of this policy was driven in part by an acknowledgement that there is a
policy gap related to acceptance of gifts by Ontario Tech employees. The language in
most Ontario policies is drawn from the guidance given to public sector employees that
allows only “nominal” gifts that are the “usual exchange of gifts between friends”,
provided the university is not doing business with the entity. After receiving comments
from the Committee, and other members of the community including members of
Academic Council, we have adopted this approach to remain in alignment with the
practices of other Ontario universities. Training and guidance will be developed to
support employees in understanding what does and does not constitute a “nominal” gift.
The policy instruments provide a path for disclosing and addressing any gifts that are
accepted that are more than nominal, either by returning them, or where returning may
give offense, donating them either to the university or another non-profit.
Because we are adopting a prohibition on all but nominal gifts, and because of comments
received from the community relating to indigenous practices, we are proposing to
eliminate the previously-included prohibition on the acceptance of cash or cash
equivalents (gift cards).
As described more fully below, in response to comments from the community, we are
proposing to remove limitations on amounts received from third parties to compensate for
conference/speaking engagement attendance costs. These activities have been
redefined to constitute service and thus do not trigger gift limits.
We accept the comments from the community that this is an important policy. We accept
that the community needs time to understand and work with the policy and are
recommending a one-year review period for this policy to ensure that further comments
and perspectives can be considered and incorporated.

RESOURCES REQUIRED:

Existing USGC resources will be used to implement the process for receiving and
reviewing gift reports for non-nominal gifts and conflict of interest mitigation plans and
subsequent reporting to Board committees, and to support the University Investigation
Procedures.

IMPLICATIONS:

N/A



ALIGNMENT WITH MISSION, VISION, VALUES & STRATEGIC PLAN:

This policy supports the university’s values of integrity and respect, honesty and
accountability.

ALTERNATIVES CONSIDERED:

Speaking Engagement Expenses: We considered adopting an approach that would
place limits on the acceptance of expenses from third parties in connection with
participation in speaking engagements at conferences, workshops, etc. This approach
was modeled on the approach taken by Alberta universities, and provided clear threshold
values for acceptance of gifts and expenses from third parties. Our benchmarking reveals
that this approach would be more restrictive than that of other Ontario universities. The
response we received from community consultation, including with members of Academic
Council, was unsupportive of taking an approach inconsistent with the norms of the
Ontario university sector. Comments stressed the importance of such speaking
engagements in academic life for sharing research results, advancing research and
scholarship and making international connections. These activities are a core component
of academic life, and are considered to be service to an employee’s discipline or to the
University. When third parties provide travel, accommodation and admission expenses,
this allows participation without leveraging university or dedicated research funds.

CONSULTATION:

Senior Leadership Team (May 11, 2020)

Governance, Nominations and Human Resources Committee (May 14, 2020)
Online Consultation (May 18 to June 12 2020)

Policy Advisory Committee (May 19, 2020)

Academic Council (May 26, June 2)

Academic Council — Special Consultation Session (June 16)

Audit & Finance Committee (Deliberation — June 17, 2020)

Board of Governors (Approval — June 25, 2020)

Academic Council Supplemental Consultation Session (June 16)

Following discussion of the policy instruments at Academic Council (AC) at the May 26
and June 2 meetings, and in consideration of comments received, a special consultation
session was scheduled for June 16. A revised draft of the Ethical Conduct policy
instruments, as well as a copy of the Audit & Finance Committee report were distributed
to members in advance of the session. Seventeen members of AC attended, and we
received comments and questions from four members. Comments from the
Supplemental Consultation Session are documented below.

Conclusion: With the completion of this supplemental consultation with AC members, |
am of the view that we have conducted a full and complete consultation. | am grateful
for the level of community engagement with this policy as it is an important policy. As
noted, we are proposing to review the policy at the one year mark thereby allowing the
community to work with the policy and provide further comments at that time.

Consultation Comments and Response

Ethical Conduct Policy

The policy should include a statement about protecting academic freedom.



Response: We have added a statement to the Scope and Authority section that states
the university’s commitment to academic freedom, and that this policy does not limit
academic freedom.

Ensure that the gift acceptance policy aligns with the regulatory requirements and the
norms of the Ontario university sector.

Response: Our consultation draft included specific value thresholds for acceptance of
gifts by employees. We chose this approach because we felt it would be clearer and easy
to follow. Community feedback was that $250 was too high. Further, this approach
(while seen outside Ontario) has not been adopted at other Ontario universities.
Furthermore, the Ontario public sector allows only “nominal” gifts that are “the normal
exchange of gifts between friends, tokens exchanged as part of protocol, or the normal
presentation of gifts to persons participating in public functions, awards, speeches,
lectures, presentations or seminars.” Although “nominal” is open to interpretation, there is
an opportunity to educate the community and develop norms about what nominal means.
Community consultation, including consultation with Academic Council revealed a strong
consensus that in accordance with the norms of the Ontario university sector and long
tradition, expenses and hospitality related to speaking engagements at conferences,
workshops, and seminars are not gifts, and should not be subject to value thresholds as
in our previous draft. Faculty members routinely receive invitations to speak or participate
at conferences, seminars, workshops or panels related to their major academic interests,
or university responsibilities. Conferences may be domestic or international. These
invitations enhance the reputation of both the invitee and Ontario Tech, provide a
platform for sharing innovative research, and provide professional development
opportunities. When participating in such a conference, participants are often receive
consideration in the form of admission/registration, travel, accommodations, etc. These
expenses and hospitality allow employees to provide these services without incurring out
of pocket costs. These activities are a core component of academic life, and are
considered to be service to an employee’s discipline or to the University. There is some
concern in the community (7 submissions through online consultation) that the draft will
present a barrier to participating in these activities and that a significant administrative
burden will be created if the policy attempts to regulate them.

Response: The policy recognizes that these engagements are important to ensure that
Ontario Tech faculty are part of the worldwide community of scholars, contributing their
research findings and gaining exposure to the latest research. We would not want the
policy to present a perceived barrier to the reputation-enhancing benefits of these types
of engagements. We have expanded the category of “Exempt Outside Activities” in our
previous draft to include presenting at a conference, workshop, seminar or event. This
will allow employees to accept travel, accommodation, registration and other related
expenses when participating in these activities, without any additional administrative
burden. We note that the absence of any accountability in relation to speaking
engagement expenses may cause concern. However, according to further
benchmarking, this will ensure that our policy is more in line with those of other Ontario
universities and we propose to accept the community recommendations in this regard.
Examine whether the draft policy is consistent with the collective agreement.

Response: We have conducted an additional review of relevant collective agreements
and determined that the policy as currently drafted is consistent with the collective
agreements. For additional clarity, we have added section 10.5 to note that conflicts of
commitment will be reported in accordance with any applicable collective agreement

We received comments that outlined important sources of funding, as well as examples
of outside activities and gifts that should be allowable under the policy, even where they
might seem to conflict with the rules on gift acceptance. This includes funding from, or
roles with other universities, governments, crown corporations and agencies, NGOs, and
international organizations. Roles with these organizations may include adjudication
committee member, book series editor or journal editor, which would be examples of the
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type of service that is part of a faculty member’s Service under the collective agreement,
and may have a positive reputational impact on the university. Similarly, employees may
have access to funding from these sources, such as visiting fellowships, research chairs,
etc. at other institutions. Employees may also receive gifts such as training, conference
admissions or multiple copies of textbooks that are not solely for the benefit of a single
employee.

Response: We have clarified the application of the gift acceptance rules, by adjusting
definitions and creating new defined terms: External Funding and Awards, University
Administered Funding, Donations and Exempt Outside Activity. Funding falling into these
categories would not be considered “gifts” for the purposes of the policy’s gift rules. The
example of visiting fellowships would fall under External Funding and Awards; the
example of a gift in kind of conference attendance (not connected with speaking at the
conference) may be considered a Donation to the university where there are benefits to
having employees attend (training, collaboration, etc.); and any funding that is
administered by the university (for example funding connected to a research project)
would fall into University Administered Funding. Any conflicts of interest would be
addressed by the university’s role as a party to any such funding agreement. The final
category of Exempt Outside Activity is meant to address activities that constitute outside
service that fall within the normal expectations for a faculty member, such as editing a
journal, service as a program reviewer, journal editor, speaking at an academic
conference, etc.

The university should not seek to limit the ability of faculty members from accepting
prestigious positions with NGOs or governments, or to accept academic awards or
honors. These positions, awards and honors enhance both the faculty member’s career
and the university’s reputation.

Response: We have added an additional criteria when evaluating a Conflict of Interest in
the procedures, whether it benefits the profile of the university. This allows a supervisor
to take into account any reputational benefit when determining whether a time
commitment can be allowable under the circumstances.

Faculty members that collaborate with industry partners are encouraged to use university
resources.

Response: Collaboration and relationship building with partners is a university activity.
Some roles in the university may include specific duties such as promoting partnerships
with industry or other parties. It is expected that university resources will be used in
pursuing such activities. Where there is a formal collaboration agreement (events,
outreach, research, etc.) fulfilling the terms of the agreement becomes a university
activity. The terms of any agreement between the parties would normally define what
university resources are expected to be used (including staff, physical resources,
equipment, etc.).

Community members including members of Academic Council have expressed a concern
that there have been insufficient opportunities for consultation. Members have
recommended holding town halls to ensure that affected constituent groups, including
faculty members and administrative staff can provide comments.

Response: We have followed the normal consultation and approval path set out in the
Policy Framework, including consultation with the Policy Advisory Committee (PAC)
which is a cross-functional committee made up of members of administrative staff and
two faculty members. Part of the role of PAC members is to inform and consult with
members of their departments to gather any comments or concerns relating to policies in
development. PAC also advises on and recommends consultation for policy instruments.
No concerns about lack of consultation were raised at PAC. We have also had an open
online comment period, during which time we have received several comments from
employees. We have also scheduled an additional supplemental consultation session
with Academic Council on June 16.



Academic Council should have the opportunity to approve this policy prior to its
submission to the Board of Governors for approval.

Response: Consistent with the Policy Framework and the university’s Act, Academic
Council has been consulted on this policy, and will be consulted again on June 16 with a
draft that has been revised to respond to comments received. The approval authority and
deliberative body for this policy are determined by the Policy Framework, and we are
following the path set out. We have and will continue to provide any comments received
in consultation to the deliberative body and approval authority for consideration. We are
recommending a one-year review period for this policy to ensure that further comments
and perspectives can be considered.

Having separate threshold values for Senior Leadership Roles is inconsistent and
discriminatory.

Response: The threshold values have been removed, so that the same prohibition on
gifts that are more than “nominal” applies to all employees.

This policy should apply only to administrative staff, not Faculty Members. Conflict of
Interest issues are already addressed through the collective agreement, and this policy is
redundant or conflicts with the terms of the collective agreement.

Response: Applying the policy to a single employee group, or excluding a group of
employees will both create a situation where inconsistent rules apply across the
institution. The goal of this project is to create a single policy that applies across all
employee groups. We have undertaken to ensure that the policy does not conflict with the
collective agreement, but if a situation arises where the policy contradicts the terms of a
collective agreement, under the Policy Framework, the collective agreement prevails.
The proposed policy differs from the current Conflict of Interest in Research policy in how
it defines “university related business”. The proposed policy has a wider definition of what
is university related. A faculty member that has certain expertise and profession has the
freedom to provide services to the society in terms of advising, consulting, auditing, etc.
This is the mandate of being a member of the professional societies. The understanding
of “university related business” should be updated to reflect a clear understanding that
“university related business” applies to the administration of the university, and not to the
academy.

Response: The COI in Research policy defines “Outside Activity” as “any activity outside
a Member's scope of work with the University that involves the same specialized skill and
knowledge that the Member uses in his or her work with the University and includes the
operation of a business, consulting or advisory services and speaking engagements” and
does not define in detail what constitutes university activity. We have adopted the
approach of the university’s current Conflict of Interest in Research Policy, which has
been in place at the university since 2009. Additionally, we have defined a category of
Exempt Outside Activity that are activities unlikely to create a conflict of interest or conflict
of commitment. These activities do not require reporting under the conflict of interest
provisions of the policy. This category was created and refined through consultation
including with Academic Council.

Because the University Investigation Procedures say that any complaint under the Ethical
Conduct Policy will be investigated, there is a concern that a climate could be created
where false complaints are used as a form of harassment or bullying.

Response: It is important to ensure that all Reports made under the policy are
investigated to avoid selective enforcement. Reports under the policy are only protected
provided they are made in good faith. Good faith reports must be based on a reasonable
belief or information that the violation has occurred and not malicious, frivolous, vexatious
and/or knowingly false. This was part of the definition of “Report” but has been added as
section 17.2 for further clarity.

The policy may prevent a barrier to culturally significant gifts. Consider the importance of
gifts and tributes in Indigenous culture and conduct consultation with indigenous



colleagues.

Response: We have consulted with staff at the University’s Indigenous Centre and the
co-Chair of the Indigenous Education Advisory Circle, and the President’s Indigenous
Reconciliation Task Force. Our goal was to understand Indigenous cultural practices
surrounding gifts and tokens, and to determine if any policy amendments should be
made. The giving and receiving of gifts, including gifts of knowledge, tokens of personal
significance and other gifts are of great importance in Indigenous culture, and have great
value outside of solely monetary value such as showing respect and appreciation for the
knowledge shared. Often gifts given will be in the form of cash equivalents such as gift
cards. Indigenous Centre staff are guided by these practices in the exercise of their work,
which includes promoting awareness of Indigenous culture. For this reason, we are
working to ensure that the policy will not present a barrier to the acceptance of gifts with
this kind of cultural significance. To that end we are removing the prohibition on the
acceptance of cash equivalents such as gift cards, as well as allowing the exchange of
gifts where the exchange is culturally significant to the parties involved.

e This policy will require a communication and education plan to ensure that employees
can be informed about its requirements. Training that includes vignette problems and
concrete examples are needed, rather than the vague instructions in the policy.
Response: We agree that education and training are needed to help implement the
policy.

e Clarify where the Conflict of Interest in Research Policy supersedes this policy (if it does).

¢ Response: We have amended the Scope and Authority section to confirm that the COI
In Research Policy applies when Conflicts of Interest situations respecting research arise.

e There should be a consistent form developed for the reporting of conflicts of interest. The
reporting individual should have an opportunity to propose how the conflict should be

handled.

o Response: We are developing a reporting form to be used for reporting conflicts of
interest.

e There should be stronger language to protect against reprisals for reports made under
the policy.

o Response: We have added language to the section regarding reprisal to confirm that any
reprisal for contributing to a report is itself a violation of the Ethical Conduct Policy. This
language was already part of the related procedure.

e The Policy should be distributed to all new employees so that employees can confirm
they have read and understood. Employees should confirm their compliance each year.

e Response: The policy has been amended.

e How does the policy address a Conflict of Interest situation where an employee is
obviously in a conflict of interest, but does not declare the conflict?

e Response: We have amended the conflict of interest procedures to address this
situation. Failure to declare a conflict of interest may be considered a violation of the
Ethical Conduct Policy.

Ethical Conduct Policy (AC Supplemental Consultation Session)

o A member asked whether co-supervision or advising of a student in another university
would be considered a potential conflict of commitment and whether an honorarium could
be accepted.

e Response: This activity would be consistent with the other types of Exempt Outside
Activities, which include academic activities in support of the employee’s discipline
including those that occur at other universities, such as conducting a program or
accreditation review. The policy allows for accepting an honorarium for these activities.
We propose to amend the definition to include a general statement: “or other activities
consistent with service to the discipline.” This statement would be interpreted in
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conjunction with the Collective Agreement, which includes workload categories such as
Service and Other that include activities that may be performed outside of the university,
but are part of an employee’s responsibilities to the university, and not considered a
conflict of commitment that must be reported under the policy.

We also received a series of comments from a member regarding the restrictive nature of
the policy and the burden of reporting it would create before accepting any outside
activities. This member also took issue with the fact that the policy draws from other
Canadian university policies and suggested that the policy is not coherent as a result.
Response: It is difficult to see how the policy can be seen as unduly restrictive. As a
result of the significant changes made in response to faculty comments, the definition of
Exempt Outside Activities has been broadened. Exempt Outside Activities are not
considered a conflict of commitment and do not need to be reported as such. Expense
reimbursements received for performing these activities do not need to be reported as
gifts or otherwise. The only reporting requirements that apply to Exempt Outside
Activities are triggered where the activity may lead to a conflict of interest. This is
consistent with the requirements of the faculty association collective agreement, which
requires faculty members to consult with the dean before accepting an activity that leads
to a “conflict or the appearance of a conflict of commitment or interest”. Without a
disclosure of potential conflicts of interest, these situations cannot be addressed in a
timely manner to mitigate any problems that may arise. With respect to the reliance on
other policies, the member was advised that this is a regular practice across our sector.
When asked to be specific about internal inconsistencies in the policy, the member
pointed to one but we were able to address it by explaining the way the policy worked.
Another member asked whether consulting work done by faculty members under the
terms of the collective agreement would need to be reported under the policy. Further,
the member suggested consideration of whether faculty members should be allowed to
use university resources such as their laptop to engage in consulting work under the
terms of the collective agreement.

Response: Under section 15, Use of University Resources, employees may use
university resources for activities “within their scope of responsibility”. The collective
agreement sets out a process to define the scope of responsibilities, and defines
percentages of responsibilities that may consist of outside consulting work. Where an
employee is acting consistently with their responsibilities under the collective agreement,
the policy would not restrict those activities, or the use of university resources. It was
further noted that if a faculty member was unsure or unclear, disclosure is the means for
ensuring that there is no behavior contrary to policy.

University Investigation Procedure

The Investigation Procedure invests too much authority in the Vice-President as decision-
maker. There should be a deliberative body established with the VP as chair to make the
determination.

Response: We have made the change to ensure that the investigation report and
evidence is made available to a deliberative body consisting of the VP as chair and two
other individuals, established by the VP.

Does the investigation Procedure conflict with the discipline policy in collective
agreements?

Response: The Investigation Procedure applies to investigations under either the Ethical
Conduct Policy or the Safe Disclosure Policy, and applies to all employees, regardless of
bargaining unit. Section 10.2 states that the investigation process will maintain “the
procedural rights granted in collective agreements to any individuals involved”. It also
sets out a process to protect the procedural rights for other employees that may not be
part of a bargaining unit. Under the Policy Framework, in case of any conflict between a



policy instrument and a collective agreement, the collective agreement prevails (Policy
Framework section 9.3).

e In the event that there is sufficient evidence of significant fraud by a staff member, it may
be necessary to hold off on an internal investigation where there is the possibility of
police involvement to avoid compromising the police investigation. Does the Investigation
Procedure address this situation?

e Response: We have amended the requirement to conduct an investigation and reach a
decision from “expeditiously” to “as expeditiously as possible in the circumstances” to
account for this potential source of delay.

University Investigation Procedure (AC Supplemental Consultation Session)

o A member of Academic Council noted that the Vice-President has too much power under
the Investigation Procedure and suggested that the Dean should be the decision-maker
for decisions related to reports under the Policy.

e Response: The role of the Vice-President in the procedure is deliberate, to limit
situations where a direct supervisor is responsible for reviewing the investigation report
and rendering a decision. The intent is to avoid situations that may make objective
decision-making more difficult.

It is not clear which Vice-President is meant within the Investigation procedure.

e Response: Section 8.1 indicates that a report will be forwarded to the “appropriate
organizational area Vice-President”. We agree that this does not provide sufficient clarity
and propose an amendment to add a defined term to replace all subsequent uses of
Vice-President: “Supervising Vice-President” means the Vice-President responsible for
supervising the Respondent’s organizational area.

Consultation Process (AC Supplemental Consultation Session)

¢ A member said that consultation with staff members was insufficient, and that a task
force should be created to ensure adequate consultation with staff members in the
development of the policy.

e Response: This policy followed the required consultation path under the Policy
Framework which included consultation with the university’s Policy Advisory Committee
at the initial stages of policy development, and again when a draft had been prepared.
PAC is comprised of two faculty members, a Chair from the office of the USGC as well as
twelve regular members who are staff members, each representing an organizational
area of the university. Part of the role of a PAC member is to consult with organizational
area staff on any policies that come forward and bring any concerns either to the
committee or the Policy Owner. The comments and suggestions of PAC members were
actively considered and incorporated into the draft. Staff were also informed in the
Weekly Report distributed by Communications and Marketing of the opportunity to
provide comments on the policy using an online form.

COMPLIANCE WITH POLICY/LEGISLATION:
e Freedom of Information and Protection of Privacy Act, RSO 1990, c F.31
e Occupational Health and Safety Act, R.S.0. 1990, ¢ O.1, as amended
¢ Human Rights Code, R.S.0. 1990, c. H.19

NEXT STEPS:
e The approved policy instruments will be added to the Policy Library.



MOTION FOR CONSIDERATION:

e That pursuant to the Audit and Finance Committee’s recommendation for the approval of
Ethical Conduct Policy, the Board of Governors hereby approves the Ethical Conduct
Policy, as presented.

SUPPORTING REFERENCE MATERIALS:
o Draft Code of Ethical Conduct Policy

e Draft Gift Registry Procedures
e Draft Code of Ethical Conduct Investigation Procedures

e Draft Conflict of Interest Procedures
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ETHICAL CONDUCT POLICY
PURPOSE
1. The purpose of this Policy is to promote standards of ethical conduct that advance integrity and

accountability, and support the University’s mission, vision and values.

DEFINITIONS
2. For the purposes of this Policy the following definitions apply:

“Conflict of Interest” means a situation where an Employee has an opportunity to exercise an official
power, duty or function in a way that furthers his or her private interests or those of his or her relatives
or friends or that improperly furthers another person’s private interests.

3. “Confidential Information” means any information deemed confidential under University
information security policies, non-public or proprietary University information, information expressly or
implicitly shared in confidence, and any and all personal information as defined in the Freedom of
Information and Protection of Privacy Act.

“Employees” means individuals, including students, who are employed by the University or
holding an appointment with the University including paid, unpaid and/or honorific
appointments.

“Gift” means anything of value, including cash, cash equivalents, items, hospitality,
entertainment or goods given to an Employee by an external party in connection with an
Employee’s University responsibilities or position. For further clarity, External Funding and
Awards, Expenses for Qutside Activities, Donations and University Administered Funding, are
not considered Gifts.

“Expenses for-Outside-Activitiesor Hospitality” means travel, transportation, -and
accommodation and admission expenses incurred by an Employee in the completion of Exempt
veluntary-servieeOutside Activities (including voluntary service with payment of an Honorarium)
to an entity other than the University.

“External Funding and Awards” means grants and funding such as research grants, fellowships,
awards or honors that are awarded to an individual for academic merit and not administered by
the University. These honors are not considered gifts-Gifts for the purposes of this Policy.
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“Exempt Outside Activities” means Related-Outside Activities that constitute service to the
employee’s discipline or to the University. This includes teaching in Ontario Tech Continuous
Learning, being an external reviewer for a department at another university, being an external
referee for a promotion or tenure case, acting as a peer reviewer for a granting agency or
publisher, serving as editor of a journal in one’s area of expertise, serving as a local, regional,
national or international representative on a professional organization, presenting at a
conference, workshop, seminar or event, and-serving on a board of directors at the University’s
request, or other activities consistent with service to the discipline.

“Honorarium” means a voluntary payment ef-$500-e+less-made to a person for services for

which fees are not legally or traditionally required. [NTD:$500-thresheld-from-CRA]

“Report” means a written report made by a University Member under this Policy concerning any
actual or perceived violation of this Policy where the report is:

e Made to a University Recipient;
e Based on a reasonable belief or information that the violation has occurred; and
e Not malicious, frivolous, vexatious and/or knowingly false.

“Related Person” means a spouse, common-law spouse, domestic partner, child, stepchild,
sibling, parent, sister/brother-in-law, mother/father-in-law, niece, nephew, aunt, uncle, cousin,
grandparent or grandchild of an Employee or an individual with whom an Employee has an
ongoing or past romantic or sexual relationship.

“Related-Outside Activities” means activities-which-involve the same kind-of specialized-skills

the Universityare-examples-of related-outsideactivities-any activity outside an Employee’s
scope of work with the University that involves the same specialized skill and knowledge that
the employee uses in their work with the University and includes the operation of a business,
consulting or advisory services and speaking engagements.

"Reprisal" refers to the retaliation against, coercion, dismissal, threats or intimidation of any
individual who in good faith: submits a Report, or participates in a related investigation under
this precedurePolicy.

4 " A

“University Administered Funding” means grants and funding such as research grants,
fellowships, awards or honors that are awarded to an individual or a research project, and
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administered by the University in accordance with applicable research finance procedures. This
type of funding is not considered a gift-Gift for the purposes of this policy.

““Yniversity-GiftDonation” means a voluntary gift of cash and/or in-kind, given to the benefit of
the University. Yniversity-GiftsDonations are not considered Gifts under -subjectto-the-vatue

restrictions-seteutin-this Policy, and will be accepted in accordance W|th the Unlver5|ty s Gift

“University Member” means any individual who is:

e Employed by the University;

e Registered as a student, in accordance with the academic regulations of the University;

e Holding an appointment with the University, including paid, unpaid and/or honorific
appointments; and/or

e Otherwise subject to University policies by virtue of the requirements of a specific policy
(e.g. Booking and Use of University Space) and/or the terms of an agreement or
contract.

“University Recipient” means the:

e Appropriate supervisor or manager;

e Chief Financial Officer (CFO) for a Report that is finance-related, or the Chair of the
Audit and Finance Committee where the disclosure may implicate the CFO; or

e General Counsel (GC) for a Report that is non-financial, or the Chair of the Governance,
Nominations and Human Resources Committee (GNHR) where the disclosure may
implicate the GC.

“University Resources” means tangible or intangible property, facilities and/or assets
purchased, leased or acquired by the University, or under the University's control, that are
intended to foster or support the ongoing mission of the University.

SCOPE AND AUTHORITY

3. This Policy applies to Employees of the University.

4. The University is fully committed to promoting and advocating academic freedom. This policy
does not limit academic freedom.

4.5.  This Policy does not apply to Conflicts of Interest or Conflicts of Commitment where the Conflict

of Interest in Research Policy applies.
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5.6. The University Secretary and General Counsel, or successor thereof, is the Policy Owner and is
responsible for overseeing the implementation, administration and interpretation of this Policy.

POLICY

6:7. All Employees will act ethically and with integrity. Employees are responsible to the University
for their actions, and decisions not to act, when they are representing the University.

8. Compliance with the Ethical Conduct Policy

8.1. Employees must be familiar with the requirements of this Policy. All new Employees
will receive a copy of the Policy and acknowledge that they have read it. Employees
will confirm their compliance with this Policy each year.

7-9. Compliance with Laws, University by-laws and Policies

7-2.9.1. Employees must be familiar with the compliance requirements that govern their
work at the University. These include laws, University by-laws, policies, procedures
and contractual commitments.

7-2.9.2. Employees must, in good faith, adhere to compliance requirements in fulfilling their
duties. Where there is a question about compliance, Employees are expected to
seek guidance from their supervisors.

7-3.9.3. Employees must complete all mandatory compliance training within six months of
their start date and prior to engaging in any activities that require specialized
training.

7-4-9.4. Yniversity-MembersEmployees in regulated professions whose roles at the
University consist of regulated professional activities must comply with all

applicable codes or standards in all of their professional activities.
8.10. Confidentiality and Privacy

8:1.10.1. Employees may have access to Confidential Information in connection with the
performance of their duties. Confidential Information must not be used or disclosed
without direction. Disclosure of Confidential Information without a legitimate
purpose is prohibited. Where there is a question about the disclosure or use of
Confidential Information, Employees are expected to seek guidance from their
supervisor.

10.2. Employees must be familiar with and comply with relevant laws and University
policies and procedures pertaining to privacy and the access, use, modification,
protection, and disclosure of personal information.

8.2.10.3. Every Employee has the responsibility to protect Personal and Confidential
information. Employees must protect physical information (such as paper) and
electronic information (such as email, student and employee data) in accordance
with applicable laws and regulations.

9.11. Conflict of Interest
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9.2.11.1. To ensure public and professional trust and confidence, the University will deal
with actual, potential, or perceived eenflicts-Conflicts of interest-Interestin a
consistent and transparent way.

9.2.11.2. A eenflietConflict of interest-Interest arises when an Employee’s official power,
duty or function provides an opportunity to further their private interests or those
of a Related Person, friend or external organization, or to improperly further
another person’s private interests.

9.3.11.3.  Employees must not act in self-interest or further their private interests by
virtue of their position at the University or through fulfilling their University
responsibilities.

10.12. Addressing Conflicts of Interest

10.2.12.1. In all cases where an Employee believes or suspects they may be in a real,
potential or perceived eenfliet-Conflict of interestinterest, they must disclose it to
their supervisor immediately.

10.2.12.2. Conflicts of interestInterest disclosed under this policy will be resolved by the
supervisor in accordance with the Procedure to Address Conflicts of Interest under
this policy.

10.3.12.3. Provided potential eenfliets-Conflicts of interest-Interest can be mitigated in an
approved mitigation plan, an individual may be permitted to remain involved in a
situation with a potential eenfliet-Conflict of interestinterest.

10-4.12.4. Related Persons: A Related Person may apply for, and be considered for
positions at the University. An Employee should not exercise any form of
supervision or direct influence over a Related Person and should not be the sole
decision-making authority for decisions related to hiring, tenure, promotions,
renewal of contracts, performance evaluation, disciplinary procedures, salary
considerations or confidentiality for a Related Person.

10.5.12.5. Relationships with individuals under supervision: Employees hold a position of
trust and power in their interactions with students and individuals who report to
them. Relationships (including sexual and romantic relationships) must not
jeopardize the effective functioning of the University by the appearance of either
favoritism or unfairness in the exercise of professional judgment. Employees are
expected to be aware of their professional responsibilities and to avoid apparent or
actual eenfliet-Conflict of interestinterest, favoritism or bias. Employees should
exercise discretion when asking for favors from individuals under their supervision,
due to the inherent power imbalance, as mutual consent may be in question.

10.6.12.6. The existence of a sexual or romantic relationship between an Employee and a
person who reports to them in an employment/supervisory relationship or who
relies upon them for opportunities to further their academic or employment career
must be disclosed, to their supervisor. Their supervisor will remove any ability to
exercise any form of supervision or direct influence.
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11.13. Concurrent Employment and Conflict of Commitment

11-13:13.1. A eenflietConflict of eemmitment-Commitment occurs when an Employee’s
commitment to external activities adversely affects their capacity to meet University
responsibilities, or results in a divided loyalty between the University and an
external organization. Accordingly, the nature and extent of professional service,
consulting and related work undertaken should complement the primary
commitment of Employees to the University-and/erbenefittheprofile-of-the
University. Concurrent employment must not detract from the University’s right to
full-time and efficient service from its full-time Employees.

11.2.13.2. Before an Employee accepts any Related-Outside Activities erUnrelated Outside

Activities-thatare-net ExemptOutside-Activities that may result in a Conflict of
Interest or eenflict-Conflict of eemmitmentCommitment, the Employee must report

the potential empleymenteractivityOutside Activity to the University-te-ensure
that thereis noConflict of Interestorconflict of commitment.,

11.3.13.3. Exempt Outside Activities do not need to be reported in advance, and an
employee may accept an Honorarium for their service.

11.4.13.4. Any concurrent employment of a registered Ontario Tech student who is an
Employee does not need to be reported and will be deemed to have been
preapproved.

11.5.13.5. Reporting of Conflicts of Commitment will be done in accordance with the
established procedures, and/or in accordance with the relevant collective
agreement where the empleyee-Employee is a member of a bargaining unit.

12.14. Political Activity

12.1.14.1. Employees are free to participate actively in the political process and the
University upholds the right of every person to support political parties, political
committees, and candidates of their choosing. Employees have the right to seek and
hold political office. The University requires that an Employee’s efforts devoted to
political activity:

a) Not constitute a Conflict of Interest;

b) Be outside of working hours;

c) Be without contribution or other support from the University;

d) Be without implied or official endorsement by the University due to the

Employee’s position at the University; and
e) Not involve the use of University Resources.
13.15. Use of University Resources

13.1.15.1. Employees may only use University Resources for activities on behalf of the
University and within their scope of responsibility.

13.2.15.2. Notwithstanding section %X14.1, University Resources may be used for personal
purposes in limited circumstances when permitted by an existing policy or where
incidental personal use is reasonable in all of the circumstances.
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43.3:15.3. The use of University Resources is prohibited where resources are used:

a) To perform duties associated with outside employment.

b) In a way that impedes normal University activities.

c) In a way that creates additional expense for the University.
d) For the purposes of political campaigning.

13.4.15.4. Employees are required to treat University Resources with care and to adhere
to laws and university policies and procedures regarding the acquisition, use,
maintenance, documentation, and disposal of University Resources.

14.16. Accepting Gifts and-Heospitality

14.1.16.1. This section addresses gifts-Gifts and-hospitality-given to aceepted-by-an
individual Employee. For information related to Yniversity-GiftsDonations, see the
Gift Acceptance Policy (LCG 1130).

14.2.16.2. Employees must not accept gifts-Gifts er-hespitatity-that are connected directly
or indirectly with the performance of their University responsibilities or position,
where a reasonable person might conclude that the giftGift could influence the
Employee when performing their duties on behalf of the University. Employees
must avoid the appearance of a Conflict of Interest due to the acceptance of
giftsGifts -from entities involved in a business transaction with the University, or
subject to a decision the Employee will make.

" el A o . ibited.

16.3. Censistent-with-seetion0¢2£Gifts that are consistent with section 15.2 may be
accepted where they are nominal in value and are:de-ret-exceed-amaximum-value

of$250 forasingle-giftand-are:

a) The normal exchange of gifts between friends;

b) Tokens exchanged as part of protocol at an official ceremony or function;

b)c) Exchanges of gifts where the exchange is culturally significant to the parties
involved; and/or

d) The normal presentation of gifts to persons participating in public functions,
awards, speeches, lectures, presentations or seminars.

€}1.2. The Office of the University Secretary and General Counsel will establish a
Procedure for reporting and addressing Gifts that are accepted that are not nominal
in nature. The Office of the University Secretary and General Counsel will maintain a
registry of Gifts accepted by its Employees and provide a report to the Board of
Governors each year.

17. Hespitality-and-ExpensesforExempt Outside Activities
14.5—

17.1. Censistent-with-sectionXX2rReasonable Expenses or Hospitality for Exempt
hospitality-and-Expensesfor-Outside Activity ;-including-meal-related-expenses,-may
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be accepted where it is the normal exchange of hospitality between persons doing
business together, and would be otherwise allowable as an business-expense claim
under the University’s Expense Policy and Procedure.
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45.18. Reporting and Investigation

18.1.

18.2.

Maintaining the ethical standards of this Policy is the responsibility of every
Employee. Anyone who has observed or learned of a violation of this Policy should
make a written Report to a University Recipient. Reports will be addressed in
accordance with the University Investigation Procedure.

Good faith reports will be based on a reasonable belief or information that the

18.3.

violation has occurred, or could potentially occur and will not be malicious,
frivolous, vexatious and/or knowingly false.

Employee Reports will, to the extent possible, remain confidential. The University

will not tolerate any Reprisal or retaliation for reports made in good faith.
Employees will not be penalized for inquiring about and/or reporting, in good faith,
suspected unethical behavior or for seeking guidance on how to handle potential
violations or suspected illegal acts.

15:1:18.4.

16.19. Protection from Reprisal

19.1. No University Member who makes a Report will be subjected to Reprisal, either

MONITORING AND

directly or indirectly. Any Reprisal for making and pursuing a Report under this
Procedure is itself considered a breach of the Code of Ethical Conduct Policy. The
University will investigate and take all appropriate action to address allegations of
Reprisal.

16— —

REVIEW

47.20. This Policy will be reviewed as necessary and at least every three years. The University Secretary

and Genera

| Counsel, or successor thereof, is responsible to monitor and review this Policy.

RELEVANT LEGISLATION
148.21. Occupational Health and Safety Act, R.S.0. 1990, c 0.1, as amended
Human Rights Code, R.S.0. 1990, c. H.19

Freedom of

RELATED POLICIES,

Information and Protection of Privacy Act, R.S.0. 1990, c F. 31

PROCEDURES & DOCUMENTS

19.22. Gift Registry Procedures (in development)

Code of Eth

Conflict of |

ics Investigation Procedures (in development)

nterest Procedures (in development)

Personal Use of University Resources Policy

Technology

Use Policy
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Harassment and Discrimination Policy and Procedure

Policy Against Workplace Violence, Harassment and Discrimination and related procedures

Information Security Policy

Procurement of Goods and Services Policy and Procedure

Supply Chain Code of Ethics

Fair Processes Policy

Safe Disclosure Policy and Procedures

Policies that address Conflicts of Interest in specific situations:

Gift Acceptance Policy

Use of Instructor-Produced Materials for Course Requirements Procedure
The Conflict of Interest in Research Policy

Expendable Funds Policy

Statement of Investment Policies
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GIFT REGISTRY PROCEDURES
PURPOSE
1. The purpose of these Procedures is to establish a process for reporting gifts-Gifts received by

Employees and documenting those gifts to ensure compliance with the Code of Ethical Conduct.

DEFINITIONS
2. For the purposes of these Procedures the following definitions apply:

“Donation” means a voluntary gift of cash and/or in-kind, given to the benefit of the University.
Donations are not considered Gifts under this Policy, and will be accepted in accordance with
the University’s Gift Acceptance Policy.

“Employees” means individuals, including students, who are employed by the University or
holding an appointment with the University including paid, unpaid and/or honorific
appointments.

“External Funding and Awards” means grants and funding such as research grants, fellowships,
awards or honors that are awarded to an individual for academic merit and not administered by
the University. These honors are not considered Gifts for the purposes of this Policy.

“Gift” means anything of value, including cash, cash equivalents, items, hospitality,
entertainment or goods given to an Employee by an external party in connection with an
Employee’s University responsibilities or position. For further clarity, External Funding and
Awards, Expenses for Outside Activities, Donations and University Administered Funding, are
not considered Gifts.

" H ”

nference-ersimilarand-may-include-ofadmi " af 2ok tehsee ation
i -“University Administered Funding” means grants and funding
such as research grants, fellowships, awards or honors that are awarded to an individual or a
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research project, and administered by the University in accordance with applicable research
finance procedures. This type of funding is not considered a Gift for the purposes of this policy.

SCOPE AND AUTHORITY

3. These Procedures apply to Employees of the University.

4, The University Secretary and General Counsel, or successor thereof, is the Policy Owner and is
responsible for overseeing the implementation, administration and interpretation of these
Procedures.

PROCEDURES

5. Responsibilities

5.1. Office of the General Counsel is responsible for:

a) Developing an online form for submission of Gift details and maintaining a
Registry of Gifts.

b) Providing advice to supervisors on the acceptance of giftsGifts.
c) Annual compliance reporting under these procedures.

5.2. Unit Supervisor is responsible for:

a) Reviewing Gifts reported by their Employees.
b) Determining whether Gifts are consistent with the Cede-ef-Ethical Conduct
Policy.

5.3. Employees are responsible for:
a) Reporting Gifts received using the prescribed means.

b) Understanding the rules regarding acceptable gifts-Gifts under the Cede-of
Ethical Conduct Policy and seeking advice when necessary.

6. Reporting of Gifts

6.1. All Gifts received-byanEmpleyee-will be reported to an Employee’s their-immediate
supervisor prior to accepting or as soon as possible afterward. The supervisor will

determine if the gift-Gift is consistent with section %15 of the Cede-ef-Ethical
Conduct Policy. The supervisor will consider whether:

a) The Gift is a Donation that can be accepted in accordance with the Gift
Acceptance Policy.

b) The value exceeds-the-maximum-alewableof the Gift is nominal.

c) The Employee is directly involved in transactions or other activities with the
source that would give rise to a perceived Conflict of Interest.
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6.2.

d) The Employee’s attendance at an event would be of benefit to the
University due to increased public profile, training or development of the
Employee, or strengthening of institutional partnerships.

e) The gift-Gift is consistent with the requirements of the Procurement Policy,
related procedures and the Supply Chain Code of Ethics.

f) Hospitality would be otherwise allowable as a business expense claim under
the University’s Expense Policy and Procedure.

Tangible-Gifts inconsistent with section %%-15 of the Cede-ef-Ethical Conduct Policy
should not be accepted, or, if accepted, should be returned. Where returning a
Tangible-Gift would be considered a breach of protocol or would give offense,
disposal by donation to a non-profit organization or similar should be considered.
These Gifts should be reported to the Office of the General Counsel within a month
of receipt.

62—

6.3.

6.4.

Hospitality inconsistent with section %16 of the Ethical Conduct Policy should not
be accepted.

A supervisor may contact legal@entarictechu-caUSGC Email Address] for advice
when making determinations based on sections %15 or 16 of the Cede-ef-Ethical
Conduct Policy.

7. Registry of Gifts

7.1.

7.2.

7.3.

The Office of the General Counsel will maintain a Registry of Gifts to track Fangible
Giftsavitations-and-HospitalityGifts received by Employees that are more than

nominal in nature.

The Office of the General Counsel will create an online form for submitting
information on Gifts that are more than nominal received by Employees. The
following information is required:

a) Value (or estimated value) of Gift
b) Type of Gift

c) Source of Gift

d) Date of Gift

e) Recipient of Gift
f) Unit of Recipient
g) Supervisor

gh) Disposition of Gift

Gifts should be reported to the Office of the General Counsel within a month of
receipt.
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7.4. An annual report on Gifts received will be submitted by the Office of the General
Counsel to {the Audit and Finance Committee} as part of compliance reporting.

MONITORING AND REVIEW

8. These Procedures will be reviewed as necessary and at least every three years. The finsert

positien/ecommitteelPolicy Advisor, or successor thereof, is responsible to monitor and review
these Procedures.

RELEVANT LEGISLATION

9. LThis section intentionally left blankegistation-.2
iclation.2
iclation.3

“ . . . . ”

RELATED POLICIES, PROCEDURES & DOCUMENTS

10. Code of Ethical Conduct Policy
Code of Ethical Conduct Investigation Procedure
Procurement of Goods and Services Policy and Procedure

Supply Chain Code of Ethics
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Policy Owner University Secretary and General
UNIVERSITY E—
Approval Date DRAFT FOR CONSULTATION
Review Date
Supersedes
UNIVERSITY INVESTIGATION PROCEDURES
PURPOSE
1. The purpose of these Procedures is to establish a consistent process for conducting an

investigation of a disclosure under the Safe Disclosure Policy or a report of a violation of the
Cede-of-Ethical Conduct Policy by a University Employee.

DEFINITIONS
2. For the purposes of these Procedures the following definitions apply:
“Appellant” means a Respondent that has submitted a notice of appeal under these Procedures.

“Conflict of Interest” means a situation where an Employee is in a position to use authority,
research, knowledge or influence for personal gain, or to benefit a Related Person or external
organization to the detriment of the University.

“Disclosure” means a written report made by a University Member under the Safe Disclosure
Policy concerning any actual or perceived Improper Activity where the report is:

e Made to a University Recipient;

e Based on a reasonable belief or information that the Improper Activity has occurred, or
could potentially occur; and

e Not malicious, frivolous, vexatious and/or knowingly false.

“Employees” means individuals, including students, who are employed by the University or
holding an appointment with the University including paid, unpaid and/or honorific
appointments.

“Improper Activity” means an act of misconduct that a University Member knew or should
reasonably have known to be wrong or inappropriate. Improper Activity includes, but is not
limited to:
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e Significant financial misconduct or mismanagement;

e Theft, fraud, and/or misappropriation of University assets;

e Significant contravention of University policies and procedures;

e Violation of the University’s legal or regulatory obligations;

e Forgery, falsification, and/or inappropriate alternation or destruction of University
records (paper and electronic);

e Making a disclosure that is not in Good Faith.

e The act of concealing, or attempting to conceal, Improper Activity, and/or knowingly
directing or assisting in the commission or concealment of Improper Activity, will also be
considered a form of Improper Activity under this Policy.

“Innocent Violation” means an Improper Activity that is inadvertent or where the University
Member could not reasonably be expected to have known the Improper Activity is a form of
misconduct.

“Investigator” means an individual appointed to investigate by a Designated Decision-Maker.

"Personal Information” means information about an identifiable individual, as defined in s. 2 of
FIPPA, as amended from time to time.

"Reprisal" refers to a retaliation, coercion, dismissal, threats or intimidation of anyone who in
good faith: submits a Report, or participates in a related investigation under this procedure.

“Report” means a written report made by a University Member under this Procedure
concerning any actual or perceived Improper Activity where the report is:

e Made to a University Recipient;
e Based on a reasonable belief or information that the violation has occurred, or could

potentially occur; and
e Not malicious, frivolous, vexatious and/or knowingly false.

“Reporting Party” means a University Member who makes a Report.
“Respondent” means an Employee named as a subject of a Report.

“Supervising Vice-President” means the Vice-President responsible for supervising the
Respondent’s organizational area.

“University Member” means any individual who is:

e Employed by the University;

e Registered as a student, in accordance with the academic regulations of the University;

e Holding an appointment with the University, including paid, unpaid and/or honorific
appointments; and/or

e Otherwise subject to University policies by virtue of the requirements of a specific policy
(e.g. Booking and Use of University Space) and/or the terms of an agreement or
contract.

_“University Recipient” means the:

e Appropriate supervisor or manager;
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e Supervising Vice-PresidentOrganizational-Area-Vice-President, where the disclosure may

implicate the appropriate supervisor or manager.

SCOPE AND AUTHORITY
3. These Procedures apply to all Employees of the University.
4, Under the Policy Framework, where there is a conflict between these Procedures and an

existing collective agreement between the University and one of its bargaining units, the
collective agreement will prevail.

5. Reports of conduct that would constitute harassment, violence, sexual violence, or
discrimination will be investigated and addressed under the Policy Against Harassment, Violence
and Discrimination in the Workplace or the Harassment and Discrimination Policy, as applicable.

6. The University Secretary and General Counsel, or successor thereof, is the Policy Owner and is
responsible for overseeing the implementation, administration and interpretation of these
Procedures.

PROCEDURES

RECEIVING REPORTS OF VIOLATIONS OF THE CODEOFETHICAL CONDUCT POLICY

7. Making a Report

7.1. Any individual who has evidence of a violation of the €ede-ef-Ethical Conduct Policy
may make a Report to a University Recipient. Where the violation involves the
President or an organizational area Vice-President, the Report should be submitted
in accordance with the Safe Disclosure Policy and Procedure.

7.2. A Report will be provided in writing, signed, and will include a brief summary of the
evidence or basis for the belief that a violation has occurred, as well as the names of
the University Members involved.

7.3. Reports may be submitted anonymously noting that the ability to investigate or
address a Report may be hindered by a Complainant remaining anonymous.

8. Receiving a Report

8.1. Upon receipt of a Report, a University Recipient will forward it to the appropriate
Supervising Vice-Presidenterganizationalarea-Vice-President. The Supervising Vice-
PresidentViee-President will determine, in consultation with others as necessary,
whether the allegation, if true, would constitute a violation of the €ede-ef-Ethical
Conduct Policy.

8.2. If the allegation set out in the Report would not, if true, amount to a violation, the
Supervising Vice-PresidentViee-President will respond to the Reporting Party in
writing, usually within 60 days, advising that the Report has been reviewed, and that
the information provided does not support an allegation of a violation of the €ede
ef-Ethical Conduct Policy.
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8.3.

9. Decision to

9.1.

9.2.

9.3.

The Reporting Party will also be advised that the Supervising Vice-PresidentViece-
President may reconsider the Report if additional and significant information is
provided. If there is another process or resource at the University that would be
more appropriate for the subject matter of the Report, the Reporting Party will be
advised of this alternative process.

Proceed with an Investigation

In cases where a Report would, if true, constitute a violation of the €ede-efEthical
Conduct Policy, the Supervising Vice-President‘iee-President will decide whether to
proceed with a formal investigation, or to attempt an informal resolution. Where
the alleged conduct is serious, where there are indications of a repeated course of
conduct, or where the alleged conduct is considered Improper Activity, an informal
resolution is not appropriate.

In making a decision to whether to proceed with an investigation, the Supervising
Vice-PresidentViee-President will consult with the Senior Dispute Resolution Officer
and Human Rights Advisor in the Office of the University Secretary and General
Counsel and advise them of the Report. In cases where an investigation will
proceed, the Senior Dispute Resolution Officer and Human Rights Advisor will
appoint an Investigator.

The Office of the University Secretary and General Counsel will maintain a record of
the number, nature and disposition of Reports received and report annually to the
Audit and Finance Committee of the Board.

CONDUCTING AN INVESTIGATION UNDER THE CODE-OFETHICAL CONDUCT POLICY AND THE SAFE

DISCLOSURE POLICY

10. Investigation Process

10.1.

10.2.

Under no circumstances will an investigation be conducted or overseen by an
individual who was directly involved in the events in issue, or by an individual whose
involvement would give rise to a Conflict of Interest or a perception of a Conflict of
Interest. No individual who was involved in or who has a personal stake in the
events in issue will be involved in an investigation (other than as a witness).

In addressing a Report, the Investigator will establish an investigation process that is
appropriate in the circumstances and that maintains the procedural rights granted
in collective agreements to any individuals involved in the Report. This process will
be summarized in written form and distributed to the Respondent. At a minimum,
any investigation will provide a reasonable opportunity for the parties to
understand the allegations, and to submit relevant information.

11. Determination and Corrective Action

11.1.

The Investigator will be charged with providing an opinion, based upon a review of
the totality of the evidence (including the Respondent’s evidence and submissions),
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12,

13.

11.2.

11.3.

11.4.

11.5.

11.6.

whether misconduct occurred and whether the misconduct is considered Improper
Activity or an Innocent Violation, based on a balance of probabilities. The
Investigator will ensure that the results of the investigation are brought to the
attention of, and reviewed by, a deliberative body chaired by the Supervising Vice-
PresidentVtice-President and consisting of two other individuals.

Human Resources will advise the Supervising Vice-PresidentViee-President with
respect to appropriate corrective measures, if any, to be taken, including measures
aimed at preventing Reprisal, where appropriate. Corrective measures may include
non-disciplinary actions (e.g. education) or disciplinary measures (e.g. a written
reprimand, a suspension or termination).

The final determination regarding the outcome of the investigation and the
recommended corrective actions will be made by the deliberative body, or in the
case of a Disclosure, in accordance with section 7.4 of the Safe Disclosure
Procedure.

Employees that are members of a bargaining unit will have any corrective
measure(s) imposed in accordance with applicable collective agreement
requirements.

Once a decision has been reached, the Supervising Vice-PresidentViee-President will
notify the Respondent, in writing, of its decision, including reasons (if any) and
recommendations (if any) with respect to the violation. The written decision will clearly
indicate any corrective measures.

The investigation and review process will be conducted as expeditiously as possible in
the circumstances. All reasonable attempts will be made to protect the privacy of the
Reporting Party and Respondent at all material times during and after the review
process.

Confidentiality

12.1.

12.2.

12.3.

Information collected under this Procedure will be used only for the purposes of
administering this Procedure and related processes, and may be disclosed only on a
need-to-know basis to the extent required to fulfill the University's legal obligations.
Personal Information collected, used and disclosed under this procedure will
otherwise be kept confidential.

All individuals involved in this Procedure will be advised of their duty to maintain
the confidentiality of all information disclosed to them in this Procedure, including
any Personal Information disclosed to them.

Except as required under these procedures, or as otherwise required by law,
investigation reports created under this procedure will not normally be disclosed or
produced to a Reporting Party, Respondent or witness. Reporting Parties, and
Respondents who are Employees, will, however, be advised of the outcome of the
investigation, and the corrective actions if any.

Right to an Advisor/Support Person
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14.

15.

13.1.

Appeal
14.1.

14.2.

14.3.

14.4.

Respondents who attend an interview in an investigation under this procedure may
be accompanied by one advisor/support person. The role of an advisor/support
person is to assist the individual by providing procedural information, to ask
questions regarding the investigation process and to provide moral support.
Individuals who choose to attend an interview with an advisor/support persons will
choose their own advisor/support person and will notify the Investigator of their
advisor/support person's name at least 24 hours prior to the interview. In the case
of an Employee who is a member of a bargaining unit, the advisor/support person
may be a union representative. During the interview, an advisor/support person will
be permitted to speak and ask questions regarding the investigation process, but
will not be permitted to make legal submissions or arguments on behalf of the
individual, or to disrupt the interview. In any event, individuals who are being
interviewed must answer the interview questions themselves.

The Respondent has a right to appeal the decision and/or disciplinary penalties
imposed by the Supervising Vice-PresidentViee-President under one or both of the
following grounds:

a) New evidence exists that was not available to the Respondent at the time of
the original decision (through no fault of their own) that, if considered
would likely have altered the outcome of the decision; or

b) There was a fundamental flaw in the investigation or decision-making
procedures that led to the decision, resulting in a lack of Administrative
Fairness.

A notice of Appealappeal must be submitted in writing, and must set out the
specific grounds on which the appeal is being made and provide a summary of
evidence in support of these grounds to the Senior Dispute Resolution Officer and
Human Rights Advisor in the Office of the University Secretary and General Counsel
within ten (10) Working Days of the date of the Decision.

The Senior Dispute Resolution Officer and Human Rights Advisor will appoint an
Appeal Officer to conduct the appeal.

If, after considering the written submissions, the Appeal Officer finds that the case
does not meet the grounds for appeal set out in Section X%14.1, the Appeal Officer
will dismiss the Appeal or Review within five (5) Working Days of receipt of the
Appeal. Otherwise an appeal hearing will be conducted.

Appeal Hearing

15.1.

Appeal hearings will normally be conducted in writing as follows:

a) The Appeal Officer will provide a copy of the notice of appeal and any new
supporting evidence to the Supervising Vice-PresidentViee-President, or
delegate.
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b) The Supervising Vice-PresidentVtice-President, or delegate will have ten (10)
Working Days to provide the Appeal Officer with a written response to the
Appeal. A copy of the written response will be provided to the Appellant.

c) The Appellant will have ten (10) Working Days to provide the Appeal Officer
with a final written response. A copy of this response will be provided to the
Supervising Vice-PresidentViee-President, or delegate.

d) The Appeal Officer will normally issue a written decision to the Appellant
and the Supervising Vice-PresidentViee-President, or delegate within ten
(10) Working Days of their receipt of the Appellant’s final written response.
The decision will provide the reasons in support of the decision.

15.2. The time limits specified under these procedures may be extended by the Appeal
Officer at the request of the Appellant or the Supervising Vice-PresidentViee-
President, or delegate, if reasonable grounds are shown for the extension.

16. Protection from Reprisal

16.1. Any Reprisal for making and pursuing a Report under this Procedure is itself
considered a breach of the Cede-efEthical Conduct Policy. Any individual
experiencing Reprisal may file a Report, and that Report will be processed under this
procedure.

MONITORING AND REVIEW

17. These Procedures will be reviewed as necessary and at least every three years. The University

Seeretary-and-General-CounselPolicy Advisor, or successor thereof, is responsible to monitor
and review these Procedures.

RELEVANT LEGISLATION
18. Freedom of Information and Protection of Privacy Act, R.S.0. 1990, c F. 31

RELATED POLICIES, PROCEDURES & DOCUMENTS
19. Cede-of-Ethical Conduct Policy
Harassment and Discrimination Policy and Procedures

Policy Against Violence, Harassment and Discrimination in the Workplace, and related
procedures

Fair Processes Policy
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PROCEDURE TO ADDRESS CONFLICTS OF INTEREST

PURPOSE

1. The purpose of these Procedures is to provide a consistent process for supervisors to address
conflicts of interest reported by their Employees.

DEFINITIONS
2. For the purposes of these Procedures the following definitions apply:

“Employees” means individuals, including students, who are employed by the University or
holding an appointment with the University including paid, unpaid and/or honorific
appointments.

“Conflict of Interest” means a situation where an Employee has an opportunity to exercise an
official power, duty or function in a way that furthers his or her private interests or those of his
or her relatives or friends or that improperly furthers another person’s private interests

SCOPE AND AUTHORITY
3. These Procedures apply to all Employees.

4. The General Counsel, or successor thereof, is the Policy Owner and is responsible for overseeing
the implementation, administration and interpretation of these Procedures.

PROCEDURES
5. Responsibilities
5.1. Supervisors are responsible for:
a) Receiving Conflict of Interest declarations from their Employees.
b) Developing a mitigation plan to address a Conflict of Interest reported by an
Employee.

5.2. Employees are responsible for:

a) Immediately declaring any real, potential or perceived Conflict of Interest
that arises to their supervisor in writing.
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b) Following the direction of any mitigation plan established under this

procedure.
5.3. The Office of the University Secretary and General Counsel is responsible for:
a) Advising on the development of Conflict of Interest mitigation plans.
b) Reporting to the Board of Governors on Conflicts of Interest.
6. Conflict of Interest Reporting
6.1. Employees will declare any Conflict of Interest in writing using a Declaration Form. A
supervisor who receives a declaration of Conflict of Interest will determine whether
the declaration amounts to a real, potential or perceived Conflict of Interest and the
significance thereof. In making this determination, the supervisor will consider:
a) The type or extent of the Employee’s interest;
b) The significance of the University’s decision or activity;
c) The extent to which the Employee’s other interest may specifically affect
the University’s decision or activity;
d) The nature or extent of the Employee’s involvement in the University’s
decision or activity.
—
6.2. The Office of the University Secretary and General Counsel -fpesitier}-can provide

advice and guidance to a supervisor in this determination.

6-2:6.3. If a supervisor becomes aware of a real, potential or perceived Conflict of Interest

that has not been declared, they will ask the employee to complete a Declaration
Form and explain that Conflicts of Interest may need to be mitigated.

7. Mitigation plan

7.1.

7.2.

The supervisor will determine whether the esnflict-Conflict of trterest-Interest can
be mitigated, guided by applicable University policy instruments, and applicable
legislation. If not, the Employee will be advised that they cannot engage in the
activity declared. The Office of the University Secretary and General Counsel
lpesitienl-can provide advice and guidance to a supervisor in this determination.

The mitigation plan will document the Conflict of Interest, whether it is real,
potential or perceived, and provide direction on how to mitigate areas of Conflict of
Interest. The plan will consider and be proportional to the type of eenflict-Conflict of
interestInterest involved (e.g. real, potential or perceived), the extent to which the
Employee might be inappropriately influenced and the harm that is likely to result
from such influence or the perception of such influence. The plan may do so by one
or more of the following means:

a) Taking no action;
b) Enquiring as to whether all affected parties will consent to the Employee’s
involvement;
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7.3.

c) Seeking a formal exemption to allow participation (if such a legal power

applies);

d) Imposing additional oversight or review over the Employee;

e) Withdrawing from discussing or voting on a particular item of business at a
meeting;

f) Exclusion from a committee or working group dealing with the issue;

g) Re-assigning certain tasks or duties to another person;

h) Agreement or direction not to do something;

i) Withholding certain confidential information, or placing restrictions on
access to information;

i) Transferring the Employee (temporarily or permanently) to another position
or project;

k) Relinquishing the private interest; or

1) Resignation or dismissal from one or other position or entity.

m) Removing the Employee from a supervisory position over an individual

where there is a Conflict of Interest.

Conflict of Interest mitigation plans will be approved by the Vice-President of the
applicable organizational area, or where the Conflict of Interest involves a member

of the Senior Leadership Team, the[Beard-Chair/Board-of Governers/the Audit and

Finance Committee].

Scenarios involving Conflict of Interest

8.1.

8.2.

8.3.

8.4.

8.5.

Intimate Relationships: When an Employee engages in an intimate relationship
with a person who reports to them in an employment/supervisory relationship or
who relies upon them for opportunities to further their academic or employment
career. The supervisor will remove any ability to exercise any form of supervision or
direct influence.

Interest in any Concern: When an Employee or a Related Person works for or has a
substantial financial interest in any concern that does business or seeks to do
business with the University. The supervisor may remove the Employee from any
role involved in evaluating bids, or negotiating with the concern.

Representation by Related Person: When an Employee is representing the
University in a transaction and a Related Person is representing the other Concern.
The supervisor may remove the Employee from any role involved in evaluating bids,
or negotiating with the concern.

Inappropriate Use of Information: Use or communication by an Employee of
Confidential Information obtained in the course of University related activities or as
a result of their position at the University for personal gain or other unauthorized
purposes. The supervisor may require the Employee to sign a confidentiality
agreement relating to information obtained in the course of official duties.

Political activity When an Employee uses their position with the University in a
political campaign to imply that they have the support or endorsement of the
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University. The supervisor may require the Employee to take a leave of absence
during the campaign period for provincial or federal campaigns.

9. Reporting

9.1. Approved mitigation plans will be forwarded to the Office of the University
Secretary and General Counsel within a month of approval. The Office of the
University Secretary will report to the Audit and Finance Committee on Conflicts of
Interest each year.

MONITORING AND REVIEW

10. These Procedures will be reviewed as necessary and at least every three years. The finsert

pesition/committeelPolicy Advisor, or successor thereof, is responsible to monitor and review
these Procedures.

RELEVANT LEGISLATION

11. Legislation 1
Legislation 2
Legislation 3

If no associated legislation use the text “This section intentionally left blank”.

RELATED POLICIES, PROCEDURES & DOCUMENTS
12. Associated Document 1
Associated Document 2

Associated Document 3
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1 OntarioTech

UNIVERSITY

BOARD REPORT
SESSION: ACTION REQUESTED:
Public X Decision X
Non-Public [] Discussion/Direction []

Information []
TO: Board of Governors
DATE: June 25, 2020
FROM: Audit & Finance Committee (A&F)
SLT LEAD: Cheryl Foy, University Secretary & General Counsel
SUBJECT: Temporary Amendment to Consultation Path in Policy

Framework

COMMITTEE MANDATE:

Under the university’s Act, section 9 (1), the Board has the power: “to establish
academic, research, service and institutional policies and plans and to control the
manner in which they are implemented”. The Policy Framework is a key
institutional policy that delegates the Board’s power, establishing categories of
policy instruments with distinct consultation and approval pathways.

Under the Policy Framework, A&F is a deliberative body, responsible for
discussion and consideration of policy instruments before they are submitted for
approval.

We ask for your consideration of and recommendation for approval of the
proposal to temporarily abbreviate the consultation pathways set out in the Policy
Framework in order to allow for a more expedited process to establish temporary
policies or procedures or make temporary amendments to policy instruments to
account for changes to the university’s operations due to the effects of the
COVID-19 pandemic response.

Motion: That pursuant to the recommendation of the Audit & Finance Committee, the

Board

of Governors hereby approves the Interim Policy Framework, as presented.



BACKGROUND/CONTEXT & RATIONALE:

The Policy Framework sets out a mandatory consultation and approval pathway,
which requires a number of consultations to take place before an amendment to
a policy instrument can be presented for approval by the designated approval
authority.
In accordance with the university’s Act and By-laws, the Board has a duty to
consult with Academic Council before exercising its power “to establish
academic, research, service and institutional policies and plans and to control the
manner in which they are implemented”.
The Policy Framework integrates the Board’s duty to consult, requiring
mandatory consultation with Academic Council before the approval of new policy
instruments or amendments.
The mandatory consultation steps are intended to allow the university community
(including leadership, students, faculty members and staff) a chance to comment
on, raise concerns with, or suggest improvements to policy instruments as well
as providing an opportunity to build awareness of, and promote buy-in for, policy
changes.
Consultation steps can take a matter of months to complete. This is not
compatible with the requirement to respond quickly to the COVID-19 pandemic
situation, where guidance and orders from government and public health officials
are changing day by day and hour by hour.
We recommend temporarily abbreviating the consultation pathway requirements
of the Policy Framework to allow for urgent and temporary policy changes driven
by the need to respond to the COVID-19 pandemic.
This would not obviate the duty to consult Academic Council under the
university’s Act.
Members of Academic Council have indicated that they are willing to make
themselves available for special meetings to consider urgent matters during this
period. The first priority will be to consult with Academic Council at a regular or
special meeting. If face to face consultation is not possible, consultation with
Academic Council could take place by email, as an alternative.
The approval authorities for policy amendments would remain the same:

o Legal, Compliance and Governance: Board of Governors

0 Board: Board of Governors

0 Academic: Academic Council

o Administrative: President
This expedited approval process would only be available for establishing or
amending policy instruments temporarily where there is a demonstrated,
justifiable need to move quickly.
Amendments approved in this manner should be in place for up to three months.
This time period can be extended if necessary.
The Policy Office will track and maintain a Policy Library of temporary policy
instruments approved in this manner. This will ensure transparency and integrity
of decision-making.
The development or amendment of non-urgent policy instruments are expected
to continue to follow the regular consultation and approval paths during this time.
The Policy Office intends to continue to support ongoing policy work at the
university during this time.



e Consultation and approval requirements are not suspended for policy
amendments where there is no demonstrated, justifiable need.

IMPLICATIONS:
e Consultation on policies is a crucial step for ensuring compliance with and respect
for university policies. Enacting policies without consultation should only be done
when it is necessary to support operations in this unusual circumstance.

ALTERNATIVES CONSIDERED:

e We have considered alternatives such as: a) maintaining the consultation
requirements that are set out in the Policy Framework, when making necessary
policy amendments or b) allowing deviations from existing policy requirements.

e In our judgement, the former will not allow the speed of response required by the
emerging situation, and the latter does not provide sufficient transparency in
decision-making.

e The proposal balances between the need for rapid adjustments and a desire to
revisit in the future any policy decisions made without consultation while ensuring
all policy decision-making is appropriately authorized and documented.

CONSULTATION:
e Academic Council (March 27, 2020)
e Senior Leadership Team (March 30, 2020)

COMPLIANCE WITH POLICY/LEGISLATION:
e The university’s Act and By-law No. 2

NEXT STEPS:
e The proposed amendment to the consultation pathway in the Policy Framework
will be presented to the Board of Governors for approval at the June 27 meeting.
e The Policy Office will report on any interim approvals of Academic or
Administrative policy instruments, and bring any proposed Legal Compliance and
Governance policy instruments to the Board for approval.

MOTION

That pursuant to the recommendation of the Audit & Finance Committee, the Board of
Governors hereby approves the Interim Policy Framework, as presented.

SUPPORTING REFERENCE MATERIALS:
e Blacklined Interim Policy Framework (draft)
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POLICY FRAMEWORK
PURPOSE
1. This framework is intended to provide for effective and consistent practice in the development
and administration of University policy instruments.
DEFINITIONS
2. For the purposes of this policy the following definitions apply:

“Approval Authority” means a body or position that has authority to approve, amend, review or
revoke a Policy Instrument.

“Deliberative Body” means a University body or committee responsible for discussion and
consideration that provides recommendations for Policy Instruments prior to submission for
approval.

“Directive” means a set of mandatory instructions that specify actions to be taken to support
the implementation of and compliance with a Policy or Procedure.

“Guideline” means a set of optional directions that provide guidance, advice or explanation to
support the implementation of a Policy or Procedure.

“Policy” means a statement of principle intended to govern the operation of the University and
which aligns with the legislative, regulatory and organizational requirements of the University.

“Policy Advisory Committee (PAC)” means an advisory committee and deliberative body,
established to conduct Policy Assessments and deliberate on Policy Instruments as set out in
Appendix A.

“Policy Assessment” means a review of a draft Policy Instrument as described in the PAC Terms
of Reference (Appendix C).

“Policy Instrument” means the different tools and documents that are used to provide direction
in the governance and administration of the University. Policy instruments may have
application within a single organizational unit (Local) or across more than one organizational
unit (University-wide).

“Policy Library” means the official central repository for the coordination and communication
of University-wide Policy Instruments.
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“Policy Lead” means the individual(s) responsible for drafting, reviewing, or amending a Policy
Instrument.

“Policy Owner” means the position responsible for overseeing the implementation,
administration and interpretation of a Policy Instrument.

“Procedure” means a process, information or step-by-step instructions to implement a Policy.

“University Administrative Council (UAC)” means a body chaired by the Provost and made up of
the Senior Leadership Team (not including the President) and the Senior Academic Team.

SCOPE AND AUTHORITY

3. This policy applies to all University Policy Instruments.

4. The University Secretary is delegated overall responsibility for the administration of the Policy
Framework.

5. The University Policy Library is the official central repository for all University-wide Policy

Instruments and is overseen and maintained by the University Secretary.
POLICY

The University is committed to developing and maintaining Policy Instruments that contribute to the
achievement of its goals and priorities and that provide transparency, clarity and consistency in decision
making related to the University’s academic, administrative, legal, compliance and governance
requirements.

6. Policy Instruments
6.1. There are four main types of Policy Instruments:
e Policies
e Procedures
e Directives
e Guidelines
7. Categories
7.1. There are five categories of Policy Instruments:

e Board Policy Instruments that relate to the governance and administration of the
Board of Governors.

e Legal, Compliance and Governance Policy Instruments that relate to: broader
institutional planning and governance issues, management of institutional risk,
accountability and legislative requirements, and academic governance matters
outside those authorities explicitly delegated by the Board to Academic Council.

e Administrative Policy Instruments that relate to the ongoing management and
operations of the University and that have application across more than one
organizational unit.

e Academic Policy Instruments that relate to academic governance and
administration within the delegated authority to Academic Council from the Board.
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e Local Policy Instruments that relate solely to the ongoing management, work, and
operation of the single organizational unit for which they were developed. Local
Policy Instruments may be Academic or Administrative in nature.

8. Application
8.1. There are two levels of application of Policy Instruments:

e  University-wide Policy Instruments that have application across more than one
organizational unit.

e  Local Policy Instruments that have application to only the organizational unit for
which they were developed. A Local Policy Instrument will not be considered to
solely relate to a single organizational unit where:

a) Similar Policy Instruments exist within other organizational units, and/or;

b) The Policy Instrument purports to regulate the actions of other members of the
University community.

9. Hierarchy

9.1. All Policy Instruments will be subordinate to and interpreted consistent with the
University of Ontario Institute of Ontario Act and the University’s By-laws.

9.2, Policy Instruments at the University will follow a hierarchy. The hierarchy of Policy
Instruments is as follows:

a) Policies
b) Procedures
c)  Guidelines / Directives

9.3. Where two Policy Instruments in the hierarchy conflict, the Policy Instrument higher in
the hierarchy takes precedence.

a) Local Policy Instruments may not contradict University-wide Policy Instruments.
University-wide Policy Instruments take precedence where there is a conflict
between a University-wide and Local Policy Instrument.

b) Where there is a conflict between a Policy Instrument and an existing collective
agreement between the University and one of its bargaining units, the collective
agreement will prevail.

10. Development, Approval and Review

10.1. Policy Instruments will be developed, amended, approved and reviewed in accordance
with the Procedures for the Development, Approval and Review of Policy Instruments.

10.2. Policy Instruments will be formatted and presented in a unified and consistent manner.

10.3. University-wide Policy Instruments will be subject to a Policy Assessment as set out in
Appendix A before submitting for deliberation or approval.

11. Approval and Administration

11.1. All Policy Instruments will have a designated Approval Authority. Approval Authorities
are set out in Appendix A to this Policy.
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11.2.

11.3.

11.4.

11.5.

11.6.

11.7.

11.8.

Appendices to Policy Instruments form part of the document and are subject to the
same approval, amendment, and review processes.

The Approval Authority for a Policy that is not clearly within a single policy category will
be determined collaboratively between the President and the Chair of the Board of
Governors, upon the advice of the University Secretary.

Policy Instruments will be submitted to a designated Deliberative Body prior to
submission to the Approval Authority.

All Policy Instruments will have a designated Policy Owner responsible for the
administration of the instrument.

Each organizational unit will maintain a Local Administrative Policy Approval Authority
Form (Procedures Appendix E) that sets out the designated deliberation and approval
path for each type of Local Administrative Policy Instrument. This form is subject to
approval as set out in Appendix B.

Academic Council will set out deliberation and approval requirements for Local
Academic Policy Instruments, consistent with the University of Ontario Institute of
Technology Act and the University’s By-laws.

Local Policy Owners are responsible for reporting the approval of Local Policy

Instruments to a reporting body as set out in Appendix B.

12. Consultation

12.1.

12.2.

12.3.

Consultation throughout the policy development and review cycle is crucial to the
effective administration of Policy Instruments and to improve respect for and
compliance with the instruments. Consultation on Policy Instruments will:

e Consider relevant stakeholders;
e Provide a comprehensive mechanism to gather and consider feedback and options;
e Demonstrate that stakeholders’ views are being considered;

The University Secretariat will develop and maintain mechanisms to update the
University community regarding Policy Instruments under development or review and
provide a means for gathering feedback.

Requirements for mandatory consultation are set out in Appendix A.

13. Classification and Publication

13.1.

13.2.

14. Review
14.1.

15. Reporting
15.1.

Policy Instruments will be organized and maintained according to a classification scheme
that is a reflection of the content and application of the instrument.

University-wide Policy Instruments will be maintained in an official University Policy
Library that is updated on an ongoing basis.

All Policies will undergo a substantive review every three years.

The University Secretary will report annually to the Board of Governors and Academic

Council on Policies approved and reviewed during the year.
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16. Interim Policy Approval

16.1. Notwithstanding the requirements of sections 10.3, 11.4 and 12.3, a Policy Owner may
request the temporary approval of a Policy Instrument if necessary to deal with unusual
circumstances. An Approval Authority can approve the Policy Instrument for a limited period of
time on an interim basis, if the duty to consult Academic Council under the University’s Act has
been fulfilled.

16.2. In making its decision, the Approval Authority will consider:

a) the circumstances of the request;

b) whether there is an urgent need for approval to maintain university operations in making
its decision; and

c) whether the Policy Owner has fulfilled the duty to consult Academic Council under the
University’s Act.

16.3. Policy Instruments approved on an interim basis will be maintained in the official
University Policy Library that is updated on an ongoing basis.

16.4. The University Secretary will report to the Board of Governors and Academic Council on
Policy Instruments approved on an interim basis.

MONITORING AND REVIEW

16:17. The Policy Framework will be reviewed every three years. The Policy Advisory Committee is
responsible for reviewing and evaluating this Framework and its associated Procedures.

RELEVANT LEGISLATION
17.18. University of Ontario Institute of Technology Act, 2002, SO 2002, c 8, Sch O
By-Law Number 1 of the University of Ontario Institute of Technology, as amended

By-Law Number 2 of the University of Ontario Institute of Technology (effective September 1,
2018)

RELATED POLICIES, PROCEDURES & DOCUMENTS

18.19. Procedures for the Development, Approval and Review of Policy Instruments
Policy Instrument Review and Planning Form
Policy Instrument Drafting Guidelines (In development)
Policy Instrument Review Guidelines (In development)

Policy Instrument Templates
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APPENDIX C - POLICY ADVISORY COMMITTEE
1. Purpose

The Policy Advisory Committee (PAC) is an advisory committee and Deliberative Body that
provides recommendations to other Deliberative Bodies, Approval Authorities, Policy Sponsors and
Policy Owners who have brought forward Policy Instruments under development.

It is expected that broader consultation on the development and drafting of Policy Instruments
has occurred prior to a Policy Instrument reaching the PAC. The purpose of the Committee is not to
act in place of appropriate consultative processes in the development of Policy Instruments.

2. Terms of Reference

The Committee will conduct an assessment of Policy Instruments and act as a Deliberative Body
as set out in Appendix A of the Policy Framework. When PAC deliberates on a Policy Instrument, the
committee should also conduct a Policy Assessment of the instrument, if it has not previously done
so.

a) Optional Early Consultation

The Committee can provide a consultation in the early stages of a policy project to aid in
identifying stakeholders, consider consultation and implementation planning, and provide
recommendations on whether a policy need can be achieved by modifying or clarifying existing
Policy Instruments.

b) Policy Assessment
When conducting a Policy Assessment, the Committee will:

i. Assess whether and what type of new Policy Instrument is needed or whether the policy
need can be achieved by modifying or clarifying existing Policy Instruments.

ii. Ensure that Policy Instruments are aligned as far as possible with operational
practicalities and that potential operational gaps are identified.

iii.  Assess the Policy Instrument for consistency or conflict with legislation, the Policy
Framework and Procedures, as well as other existing Policy Instruments, regulations and
collective agreements. When applicable, the Committee will give particular
consideration to the policies of any and all strategic institutional partners with whom
the University shares academic or administrative operations that may overlap or
otherwise affect the proposed Policy Instruments (e.g. Durham College).

iv. Determine coherence and consistency with the established template and format.

V. Review the process and extent of consultation and advise the Policy Sponsor or Policy
Owner on areas where additional consultation may be needed.
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c)

Vi. Provide advice and guidance to the Policy Sponsor or Policy Owner on issues related to
implementation and communication.

vii. Provide feedback regarding the implications of proposed policies, including impact on
students, faculty and staff, as well as potential risks, costs and operational
requirements, and make recommendations regarding possible areas for consideration
or change.

Deliberation

When acting as a Deliberative Body, the Committee is responsible for discussion and

consideration and provides recommendations for Policy Instruments prior to submission for
approval. Committee members should consider the elements of a Policy Assessment when
deliberating on a Policy Instrument.

d)

Policy Priorities and Planning

The Committee will discuss and consider policy gaps and policy needs at the University to

provide recommendations to and advise the University Administrative Council on priorities for policy
development and review. This includes receiving for information and discussion approved Local
Policy Instruments. Local Administrative Policy Instruments will be considered in the planning and
development of university-wide Policy Instruments.

Responsibilities

a) The Committee will be responsible for the periodic review of the Policy Framework and its
associated Procedures and for making recommendations to improve the effectiveness and
implementation of the Framework.

b) Representatives to the Committee will be responsible for disseminating information and
updates regarding Administrative and Legal, Compliance and Governance Policies to their
respective areas.

Membership

University Secretary, or delegate (Chair)

Policy and Compliance Advisor (Secretary to the Committee)

One representative from each of the following Administrative areas:
Provost

Labour Relations

External Relations and Advancement

Research and International

Finance
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e Human Resources

e Office of Campus Infrastructure and Sustainability (OCIS)
e Student Life

e School of Graduate and Postdoctoral Studies

e Faculty Planning and Operations Group

e Registrar

e |T Services

e Two representatives from the Teaching Staff with direct knowledge and interest in University
policies and policy development. Teaching Staff Representatives will be selected by the Provost
after consultation with Academic Council.

Administrative representatives are appointed by the Vice-President or delegate for each organizational
area. Each representative is expected to be a person within each area who has either direct knowledge
or responsibility for the administration and application of policy for their respective unit (i.e. a senior
administrative staff member).
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1 OntarioTech

UNIVERSITY
June 25, 2020

Dear Governors,
Re: 2020 Annual Risk Management Report to the Board

This letter is a cover letter written by the Chief Risk Officer and is intended to summarize
and highlight elements of the Annual Risk Management Report (“‘Report”).

The Board of Governors is responsible to ensure that Ontario Tech University engages
in effective risk management. With a view to enabling the Board and Audit and Finance
Committee to assess the University’s progress, we are pleased to present this fifth Annual
Report on University Risk Management (URM) first in draft to the Audit and Finance
Committee of the Board and then to the Board of Governors, as a whole.

COVID-19 RESPONSE

While the COVID-19 pandemic has fully engaged our Director of Risk Management since
late February, the pandemic has also demonstrated the value of having risk management
tools in place and the considerable value of having a dedicated risk professional available
to lead operational pandemic response and return to work planning. Many thanks go to
Jacquelyn Dupuis — she has been essential in the pandemic response — from her work in
assisting to close the campus safely, managing limited access to campus, and currently
in supporting a safe and gradual return to campus. While COVID-19 management and
response have consumed much of the time we hoped to dedicate to continuing to
advance the URM, and as such, some risk activities planned for this year are being
deferred, the risk framework, risk education and training, and risk planning have all
contributed to the university’s effective and timely response.

WHAT ONTARIO TECH URM SUCCESS LOOKS LIKE

A risk culture is a culture in which risks are taken to advance the strategic, academic, and
administrative goals of Ontario Tech. The University risk management program supports
risk-taking by integrating analysis, planning, and risk mitigation into university decision-
making processes. This exercise is a long-term change management exercise involving
a change in Ontario Tech culture.
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The Report confirms that President Murphy and SLT demonstrate sincere commitment to
risk management. President Murphy continues to lead with risk in mind and his
contributed quotation to this letter exemplifies this commitment to URM:

We continue to build a culture where strategy is informed by risk and opportunity.
The risk literacy of our organization continues to improve, but like all cultural
change, takes time. With my firm belief in the importance of risk management as
a strategic tool, and the support of SLT and the leadership in the Office of
University Secretary and General Counsel, the organization is gaining an
appreciation of how risk must be approached proactively. There has never been
a year where being risk-literate has been more important, and we firmly believe
that building out our risk capabilities further will help the organization immensely
as it grapples with substantive challenges and opportunities in the short, medium
and long-terms.

PROGRESS IN 2019-20

In this report, we are pleased to report that Ontario Tech University continues to make
progress toward the integration of risk into its decision-making and planning processes.
The following is a summary of the positive developments in the risk management culture
in the period July, 2019 to June, 2020:

. The Board remains committed to the development of a risk culture at Ontario Tech
University and the Audit and Finance Committee received several reports on the
progress of risk management this year;

. Dr. Steven Murphy continues to make risk management an important priority by
devoting time to it at Senior Leadership Team (SLT) meetings and retreats. SLT
engaged in several discussions about strategic risk this year. Risk has become a
normal and natural part of discussions about capital projects and budget, among
other matters.

. The University has continued to evolve and develop risk processes and tools, and
has engaged in significant training to new Risk owners, and existing Risk owners.
The Risk Management website continues to be improved and represents a
valuable source of information and guidance to the community. Pages 5 and 6 of
the Report list the activity done this year to support a wide variety of activities
across the campus.

. With respect to risk management metrics, we were to focus on the development of
a dashboard. This work remains incomplete. The focus in 2021-21 will be on
improving our ability to measure risk management activity and present meaningful

Ontario Tech University | 2000 Simcoe Street North, Oshawa, Ontario L1G 0C5 Canada | ontariotechu.ca ™
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reports to the SLT and Board. In the future, we will look to benchmark against other
institutions noting that Ontario Tech is already recognized as having a high degree
of credibility and knowledge in this area. We have been asked to speak about our
process and are asked to share our tools and procedures with other universities.

. In the context of the budgeting process, key decisions are made about what should
be funded and what goes unfunded. Risk considerations are included within the
strategic planning approach to budgeting. There is always work to be done to
more fully understand the risks associated with budgeting decisions in changing
contexts but as the Board sees in management presentations, risk considerations
are more evidently integrated into planning.

. The Risk Management Committee has met regularly and continues to be an
important contributor to the University Risk Management process. With support
and guidance from this Committee, a significant amount of policy work to support
risk management and risk processes has been commenced and completed in the
year.

. The Risk Management website continues to be improved with a view to providing
tools to assist the Ontario Tech University community to better manage risk.

AREAS FOR FOCUS IN 2020 AND BEYOND

The specific goals and objectives for next year are set out in Part lll of the Report. The
following areas will be important for the Board of Governors to monitor:

Resourcing: Although there is one full-time person supporting the University to implement
and sustain the URM process, employees throughout the rest of the University are
supporting URM as yet one more thing on the list. Having said that, we can report that
there is very good engagement with risk owners and most risk owners are responsive. It
is important to continue to ensure that the obligation to manage risk is incorporated into
performance management of all risk owners through objectives and assessment.

Strategic Risks: Good progress has been made in this area as we now have clearer
strategic risks, aligned to the strategic pillars and assigned to senior risk owners. We are
also making good progress mapping strategic risks to operational and educating risk
owners to understand their roles and contribution to university strategy.

Foundational Risks: Our two foundational risks continue to be: 1) Financial Sustainability,
and; 2) Compliance and Controls. | anticipate that Financial Sustainability will be the
subject of much discussion given current forecasts and the current economic
environment. With the hiring of a dedicated compliance professional, progress is being
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made on a university-wide compliance plan as well as on specific compliance matters
and | anticipate that the compliance and controls risk will be removed as a foundational
risk.

Security and Privacy: As we look forward, there are two areas of risk that will require
more focus as we move to an increasing reliance on technology: 1) cybersecurity, and;
2) privacy. We are actively engaged in planning to build capacity in each of these areas
such that the university is well-positioned to assess the impact of new technology and
provide advice and training to the university community.

Conclusion: Ontario Tech University continues to move the University Risk Management
yardstick forward, although managing the pandemic response has interfered with some
of our planned activities. The “tone at the top” remains strong as Dr. Murphy regularly
indicates clear support for URM activities. Sustained focus is required to successfully
implement and most importantly to build a university that integrates effective risk
assessment and management into its decision-making and planning processes.

I'll finish again with the line - “We know that creating change in risk management culture
can take up to fifteen years”. In our sixth year, we continue to progress and in an
environment of constrained budget and resources, where steady progress is a very
positive thing.

Sincerely,

Cheryl Foy
University Secretary and General Counsel
Chief Risk Officer

Ontario Tech University | 2000 Simcoe Street North, Oshawa, Ontario L1G 0C5 Canada | ontariotechu.ca ™
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PART | - INTRODUCTION

The university Board asked the President to develop and implement a University Risk
Management (URM) program at Ontario Tech. The President has assigned this responsibility to
the University Secretary and General Counsel (USGC). Pursuant to the University Risk
Management Policy (“RM Policy”, Appendix A), the USGC is designated as the Chief Risk Officer.

The long-term goal for risk management is that Ontario Tech develop a culture of Risk Ownership.
The RM Policy states:

The university is committed to fostering a culture of risk-ownership throughout the
University. This does not mean that we avoid engaging in activities that have risks or that
we avoid risk in our teaching and research and other activities we undertake for the
University. It is recognized that both strategic and operational decisions and the work
undertaken by faculty, staff and employees, all inherently involve risk.

To Ontario Tech, having a culture of Risk Ownership means that:

i) Strategic and operational decisions are made with full awareness of the
risks relevant to those decisions;

i) All members of the University community are aware of the organization’s
emphasis on URM and incorporate a proactive approach and awareness to
managing risk in their individual roles?.

As of June, 2020, Ontario Tech has engaged in a number of activities designed to continue to lay
the foundation for the development of a culture of Risk Ownership.

PART Il — PROCESS AND STATUS UPDATE
1. HISTORICAL OVERVIEW

Ontario Tech is in its fifth year of developing and implementing a risk management program. The
table below summarizes the key milestones achieved.

DATE MILESTONES ACHIEVED

JUNE 2014 e Board of Governors approved ONTARIO TECH’s first Risk
Management Policy after extensive consultation and discussion

JUNE 2015 e C(larified risk roles and responsibilities

e Consultation process with University academic and
administrative leaders

e Established Terms of Reference for Risk Management
Committee

1 ONTARIO TECH Risk Management Policy, section 7, “Statements of Principle”.



DATE

MILESTONES ACHIEVED

Developed Risk Tools
Approved a Risk Management Work Plan

JUNE 2016

University-wide consultation process (>100 employees) to
develop a grass roots and top down preliminary view of
University risks

Twenty-four (24) first draft Risk Registers prepared
Developed five risk categories and identified twenty-one risk
drivers

First Annual Risk Management Report presented to the Board

JUNE 2017

Developed a set of draft Risk Registers for the University
Analyzed, synthesized and organized all risks resulting in a lower
number of risks

Clarified the process for Risk Owners and developed a reporting
structure

Integrated URM into strategic and planning processes

Second Annual Risk Management Report presented to the Board

JUNE 2018

Developed a Risk Register process document

Facilitated risk management training sessions to new Risk
Owners and members of the university

Finalized twenty (20) Risk Registers

Developed a draft set of strategic risks

Finalized risk management metrics and presented first set of
tracked metrics for risk management

Defined a clear High and Extreme risk process and a list of High
and Extreme Risks

Third Annual Risk Management Report presented to Board

JUNE 2019

Developed a Repeatable Annual Risk Register process for Risk
Owners

Developed a Strategic Risks Risk Register Tool

Developed a Risk Owner Reporting Tool for established High,
Extreme, Foundational and Strategic Risks

Assigned Risk Owners to the University High, Extreme,
Foundational and Strategic Risks

Completed eighteen (18) interim Operational Risk Register
reviews

Finalized twenty-four (24) annual Operational Risk Registers
Finalized the Strategic Risk Register and presented first set of
mitigation and treatment plans

Finalized the University Continuity Policy (UCP) and developed a
UCP Work Plan

Updated and finalized the Risk Management Policy




DATE MILESTONES ACHIEVED
e Drafted a University-Hosted Event Risk Management and
Approval Directive
e Drafted a University Field Trip Risk Management and Approval
Directive
e Drafted an Air Vehicles Directive
e Enhanced the Risk Management and Insurance website
e Facilitated risk management training sessions to new Risk
Owners and members of the university
e Finalized an Insurance Work Plan
e Tracked risk management and insurance metrics and presented
second set of metrics for risk management
e Fourth Annual Risk Management Report presented to Board
June 2020 e Finalized Twenty-Four (24) interim Operational Risk Register

reviews

Completed Six (6) annual Operational Risk Register reviews
Collaborated with NAV Canada to expand air vehicles airspace on
campus to support research and research related activities
Developed Sport Risk Assessment Guideline

Collaborated with key University Members on project initiatives
to support the President’s “Sticky Campus” strategic pillar
Developed virtual (QR code) brochure for students regarding
placement/research/co-op insurance

Freedom of Expression annual reporting re: events established
for HEQCO

Implemented monthly Physical Campus Hazard reviews and
reporting alongside Health and Safety and Campus Infrastructure

Developed Informed Consent document
Enhanced the Risk Management and Insurance website
Led risk management training sessions to new Risk Owners and
members of the university
In relation to COVID-19:
0 Updated the Pandemic Planning templates
0 Finalized a set of 25 Pandemic Plans
0 Developed a list of essential activities and essential
services
Established List of Delegated Authority
Confirmed University Continuity Leads
Chaired Operations Taskforce
Developed Campus Access Protocol during a Provincial
Emergency

O O OO




DATE MILESTONES ACHIEVED

0 Supported development of Health and Safety related
tools
e Tracked risk management and insurance metrics and presented
third set of metrics for risk management
e Fifth Annual Risk Management Report presented to Board

2. HOW DOES THE BOARD MEASURE URM PROGRESS?

As established in the university’s first Annual Risk Report dated June, 2016, and as approved by
the Board, Ontario Tech committed to providing this report annually to assist the Board in
assessing the progress of the University Risk Management process. To that end, the Board
adopted the following six measures of progress as recommended by The Association of
Governing Boards, in partnership with United Educators?:

Measure 1: Each year the university should be able to demonstrate to the Board how the
university has sustained URM as a priority.

Measure 2: Each year the Board should check on the leadership of URM and verify that URM is
an important objective for that leader.

Measure 3: Each year the Board should engage in a discussion of the top strategic and
operational risks facing the University and should understand how they are managed and
monitored.

Measure 4: The Audit & Finance Committee should include risk management discussions on its
work plan. The Board should devote time at one meeting annually to discuss the major risks
facing the institution.

Measure 5: The University should continue to engage in ongoing orientation and Board training
sessions including information about risks to the institution.

Measure 6: Each year the Board should be asked to comment on and assess the URM and the
success (or not) of the stated URM goals and objectives. Generally, the Board should be satisfied
that the URM is effectively identifying and enabling the management and mitigation of the major
risks facing the university.

The remainder of this Report is intended to allow the Board to assess the university’s 2019-20
progress in University Risk Management as against the adopted measures described above.

2 From “A Wake-up Call: Enterprise Risk Management at Colleges and Universities Today”, A Survey by the
Association of Governing Boards of Universities and Colleges and United Educators, 2014, pp. 3 to 10 (Much of the
language above is directly quoted from this document).



3. MEASURING 2019-2020 PROGRESS:
a. Measure 1 — How has the university sustained URM as a Priority?

The university continues to make good efforts to sustain URM in the current resource-
constrained environment:

The university has a dedicated Director of Risk Management overseeing all of the URM activities,
with the support of the University General Counsel.

Success in embedding URM into Ontario Tech’s culture is evidenced by the integration of URM
into strategic and planning processes. Integrated URM fosters the desired risk-informed culture
across the University. Clearly defined structure, roles and accountability are critical to the
success of the implementation.

Risk Management continues to promote URM during the COVID-19 pandemic, supporting the
University Members by formalizing a consistent, and coordinated approach to managing risk and
risk related activities in an effort to reduce uncertainty.

In 2019-20, Ontario Tech made good progress against the goals assigned during this academic
year. As a result of COVID-19 and the province declaring a state of emergency, some 2019-20
goals were deferred in order to focus efforts on supporting the university’s continued operation
during the pandemic and establishing an effective response, and recovery. Having a Risk
Management Policy and Plan, and a dedicated Risk Director has proven to be extremely helpful
during the COVID crisis. The goals and objectives affected by COVID-19 will be considered as goals
and objectives for 2020-21.

i. Push the Strategic Risk Plan Forward

In November 2018, members of SLT confirmed the assignment of Risk Owners to the Strategic
Risks, which was presented to the Board of Governors in May 2018. Since this time, Risk Owners
have worked with Risk Management with the direction of developing and reporting on risk
mitigation strategies.

Due to changes in leadership in 2019-20, SLT was charged with reviewing the Strategic Risk(s)
under their purview to confirm risk ownership. SLT also spent time reviewing and revising the
descriptions of the Strategic Risks to clarify them further. In addition, SLT allocated the Strategic
Risks against the university’s strategic pillars introduced by Dr. Steven Murphy. A list of the
strategic risks as assigned to SLT risk owners, and newly-described is attached as Appendix B.

Strategic Risk work will continue as a priority in 2020-21.



ii. Support the Development of a University Risk Appetite

Due to recent COVID-19 events, the goal to develop the University’s risk appetite was deferred
and will be considered as a priority in the 2020-21 academic year.

iii. Education and Training

Risk Management continues to make great progress in education and training. Risk Register
training and education was facilitated by the Risk Management team to new Risk Owners and
new leadership authorities of the University during the 2019 interim Risk Register review.

In addition, operational Risk Owners outside of the SLT received guidance on the interpretation
of the university Strategic Risks and were provided instruction on how to map the Strategic Risks
to the Operational Risks. The Risk Management team will continue to focus efforts on training
related to the university Strategic Risks to support operational Risk Owners in establishing the
connection to risks within their operation.

Insurance: Great progress was made on improving the information on the risk management and
insurance section of the Ontario Tech web page, which now includes a series of Frequently Asked
Questions about insurance. Revisions to insurance policies that impact coverage for university
members are added to the website as changes arise.

The website is updated regularly to include newly-developed directives, policies, and tools that
support the university’s risk work and to support the advancement of URM. Improving the
university risk and insurance website will continue to be a priority focus in 2020-21. The site
address is: https://usgc.uoit.ca/risk-management/index.php.

The International Travel Risks and Insurance presentation developed in 2018-19 continues to
draw the interest of several areas across the university due to travel implications and restrictions
associated with government directives, resulting from the global pandemic. Risk Management
contributed to numerous discussions and shared the training presentation in unit meetings to
assist in the understanding of insurance coverage, risks associated with travel, and to provide risk
assessments on existing travel advisory landscape. The presentation will continue as a method
of education and training for international travel in the 2020-21 academic year, and will maintain
flexibility to support the emerging risks associated with COVID-19 and other global risk factors.

A new Air Vehicles On-Campus process was developed and awareness training provided to
members of the university to support the expansion of the approved on-campus air space by NAV
Canada, in addition to the recent regulatory changes passed down from regulatory bodies. Risk
Management intends to work with Research over the 2020-21 academic year to establish a more
inclusive approach to training, in an effort to increase awareness and expand research ventures
which use air vehicles in their methodology.



The university Pandemic Templates were refined, and training was provided to Continuity Leads
as needed on how to complete the forms, attached as Appendix C.

Training plans for recent policies and directives developed to support risk work and inform
decision making were in the process of being developed, however have been deferred to the
following academic year due to COVID-19.

The Director of Risk Management supported the University in 2019-20 by providing risk
assessment advice on 181 requests, attended 188 risk management specific meetings, and
facilitated 67 risk management training sessions across the University.

iv. Support SLT and Board with Connecting Strategic and Operational Risks

During the interim Risk Register review, the Risk Owners were charged with connecting the
university’s Strategic Risks to the Operational Risks identified on their Risk Registers. During the
Interim Risk Register review in November 2019, fourteen (14) Risk Owners connected their
Operational Risks to the University’s Strategic Risks. After ongoing discussions with Risk Owners,
the decision was made to defer the connection of the remainder of the risks until such time as
the strategic risk definitions were updated and finalized. This objective was set to be finalized
during the annual review which was to take place in March 2020. Due to events related to COVID-
19, the annual Risk Register review was placed on pause until May 2020.

The Risk Owners will continue to work with Risk Management over the coming months to finalize
the connection between the Operational Risks and Strategic Risks.

v. Develop Policies Identified as Foundational Risks

In 2019, the university hired its first dedicated compliance resource. The focus of the compliance
officer is on the development of an overall compliance program with a shorter-term focus on
urgent and emerging higher risk compliance matters. The General Counsel reports to A&F
quarterly on compliance activities and this report addresses compliance work done and
underway. With the compliance officer in place, it is anticipated that compliance may be
removed as a foundational risk in 2020-21.

Financial Sustainability continues to be a focus of the Chief Financial Officer and the President.
In the context of COVID-19, the priority associated with this risk is escalated.

vi. Annual Risk Management Report

This Annual University Risk Management Report dated June 25, 2020, fulfils this objective.



vii. Develop Innovative Ways to Track Metrics

Risk Management has been working with key members of the university to identify opportunities
for streamlining risk reporting and the collection of risk data, in order to export the information
in an automated and informed fashion. The primary focus is on developing a dashboard using
current Risk Register data and tools, and use automated features that will export and centralize
the risk data collected from across the institution in a meaningful way. Progress has been made
on enhancing the Risk Register tool which provided additional measurable data and prioritized
risks.

Metrics for risk and insurance were tracked over the 2019-20 academic year and are shared
herein as Confidential Attachment 1. Variations in the numbers reported are due to events
surrounding COVID-19.

Developing a dashboard and strengthening risk tools and reports using technology will continue
as a high-priority objective for 2020/2021.

viii. Work with Academic Council on Their Role in Risk Management

One of the priorities identified was to work with Academic Council regarding their role in risk.
Due to ongoing governance work within Academic Council, and the recent COVID-19 events, the
Academic risk work plan was deferred and will be considered as a priority in the 2020-21
academic year.

ix. Ontario Tech Operational Risk Register

In November 2019, Risk Owners engaged in the interim Risk Register review, which focused on
the risks of the operation. The review included institutional risks which were high, extreme, and
foundational to the university. Due to recent events related to COVID-19, the annual Risk Register
review was deferred from March until May 2020, in order to focus efforts on the university
emergency response, continuity of operations, and recovery. Risk Register discussions are
currently underway and slated for completion toward the end of June 2020. The list of
Operational Risk Owners is attached as Appendix D.

The Risk Register for High, Extreme, and Foundational Risks: No Extreme Risks were identified.
There were nine (9) high risks and two (2) foundational risks reported, which is in line with the
2018-19 annual Risk Register review. Each risk level maintained an equal risk factor of twelve
(12). The nine (9) high risks were captured as follows:

Risk Owner: University Secretary and General Counsel
- Risks associated with information governance;
- Risks associated with an increasingly litigious environment;

10



- Risks associated with disruption causing impairment to the University’s operation and
Information Technology’s (IT) infrastructure;

- Risks associated with failing to negotiate, manage, and implement contracts;

- Risks associated with failing to manage controlled goods (now mitigated by a full review and
current development of a policy and procedures).

Risk Owner: Human Resources

- Risks associated with a lack of training and support for front line staff addressing mental
health issues.

- Risks associated with the failure to maintain effective labour relations;

- Risks associated with the failure to implement, monitor, and maintain infrastructure enabled
to prevent or mitigate workplace accidents and injuries.

Risk Owner: All Faculties and ACE
- Risks associated with equipment failure, requiring replacement or repair.

Foundational Risks: In addition, the two (2) foundational risks noted above were maintained in
2019-20: Compliance, owned by the University Secretary and General Counsel, as well as;
Financial Sustainability, owned by Finance.

Of the sixty-three (63) risks identified, fifty-two (52) of these risks were calculated as Medium,
nine (9) as High, and two (2) as Foundational. Three (3) low risks were retired. Low risks are
considered local to the operation and, therefore, not included in the Annual Risk Management
Report for 2019-20. There were no institutional risks that could be retired across the institution.
A summary of the themes arising from the Medium Operational Risks identified by Risk Owners
will be developed and completed after the annual Risk Register review process is completed in
June, 2020, attached in Appendix E.

During the 2019-20 review, ten (10) controls and forty-one (41) mitigation strategies were added
to the registers in an effort to prevent, reduce, mitigate, or resolve risk at the University.

There are five (5) institutional risks that produced a lot of discussion with Risk Owners across the
University, which resulted in multi-departmental risk discussions. These are:

= Risks associated with a lack of access control

* Risks associated with contract management

» Risks associated with a shared service model

* Risks associated with employee mental health

= Risks associated with a lack of available/responsive security

In addition to the risk mitigation strategies formalized on the Risk Register to support the
treatment of these risks, discussions about risk management strategy will continue.

Continued Simplification and Synthesis: Since the risk team first cast a wide net to identify
operational risks in 2015, work has been done to identify risk patterns, categories and overlaps.
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This has resulted in fewer listed risks. In continuation of the simplified exercise developed in
2016-17, the risks in 2019-20 are categorized as follows:

Risk Domain | Reported Risks after 2017-18 2018-19 2019-20
Risks 2015-16 | Synthesis and | Synthesized | Synthesized | Synthesized
Reorganization | Risks Risks Risks (interim)

Operational | 165 draft risks | 57 draft risks 39 Risks 41 Risks 41 Risks
Financial 36 draft risks 13 draft risks 7 Risks 7 Risks 7 Risks
Reputational | 12 draft risks 3 draft risks 3 Risks 3 Risks 3 Risks
Compliance | 40 draft risks 18 draft risks 10 Risks 12 Risks 12 Risks

Total: 253 91 59 63 63

New and Emerging Risks: There were no new institutional risks to report during this review.

Risk mitigation discussions continue between Risk Management and Risk Owners.

X. Senior Leadership Team

The SLT is charged with setting the appropriate “tone at the top” to support risk management,
and continue to oversee the implementation of risk management within their areas and ensure
commitment to reporting risk activity.

The news here continues to be very positive. SLT is engaged in discussions of risk assignment and
mitigations strategies for the High, Extreme, Foundational, and Strategic risks charged against
Ontario Tech. SLT supported the discussions surrounding Strategic Risks and risk management
through alignment of those risks identified at the operational level.

The risk culture is shifting. Risk strategy has started to become a point of discussion during the
planning phases of projects, as evidenced by recent construction and contractor projects where
construction risk registers were developed by project managers and other key members of the
university. Risk Management has been offered opportunities to sit at the table during initial
startup conversations such as the ice rink, the expansion of intramural/extramural sporting
programs, food services, for example. Promotion of making risk informed decisions is spreading
throughout the university. Risk discussions have been collaborative, which pushes the URM
forward. Risk is a focus of budget and other institutional decision-making.

Due to the recent events surrounding the global pandemic, SLT underwent a review of their unit
leadership authorities to determine a list of delegated authority in the untimely event of an
exposure to COVID-19. This exercise was launched in an effort to reduce operational risks and
maintain continuity of operations. The approved list is attached under Confidential Attachment
1.
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As part of the University Continuity Policy Framework, the SLT was tasked with identifying
Continuity Leads that would support the development, implementation, and maintenance of the
unit pandemic plan. In March 2020, SLT approved the proposed list of Continuity Leads, attached
for reference under Appendix G.

Establishing the university’s risk appetite has been deferred to 2020-21.

xi. Risk Management Committee

The Risk Management Committee (RMC) was struck to oversee the successful integration and
execution of URM with direct reporting responsibility to the Board of Governors. Committee
members are chosen based on their skill set and functional knowledge. In the 2019-20 academic
year, the RMC was charged with conducting regular meetings to discuss risk and risk
management with a focus on the integration of risk management best practices, and in this
regard, they have fulfilled this objective.

In 2019-20, the Risk Management Committee provided input on a series of risk management
directives and policies such as the Use of University Automobile Driving Policy, Use of University-
Owned Automobiles for University, Renting Automobiles for University Business Directive,
Automobile Accident Form, Business Continuity Tool-Kit, and Informed Consent for visitors,
voluntary work, and voluntary field trips.

The RMC discussed and identified areas within the University that would benefit from risk
awareness training, such as the Deans Council, Joint Health and Safety Committee, Faculty
members with research facilities, and newly appointed managers of the university.

Due to recent COVID-19 events, the opportunity for researching risk appetite processes available
within the PSE sector has been deferred and will be considered in the 2020/2021 objectives.

The RMC is composed of the following individuals from across the University:

Cheryl Foy (Chair), Jacquelyn Dupuis (Risk Management), Paul Bignell (IT), Matthew Mackenzie
(External Relations), Candi Gogar (Research), Alison Baulk (Finance), Stephen Thickett (Student
Life), Tyler Frederick (FSSH), Connie Thurber (FHS), Lori May (F.Ed), Tanya Mayorga (OCIS), Julie
Day (Human Resources), Carolyn Yeo (International), and Maureen Calhoun (Health and Safety).

In 2019-20, the RMC met five times.

b. Measure 2: Does URM have an Assigned Leader?
URM is assigned to the University Secretary and General Counsel, a vice president who reports
to the President. Advancing URM was a primary objective in 2019-20 and will continue as a

priority for the University Secretary and General Counsel.
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c. Measure 3: Has the Board discussed the top strategic and operational risks
facing the University?

Over this past year there has been very good progress made in moving the strategic plan forward.
The Board has received regular progress updates to the status of the plan. Discussions of strategy
include discussions of risk. We anticipate more focus on risk as the future appears more
uncertain in light of COVID-19 and the economic effects of the pandemic.

d. Measure 4: URM is a part of A&F work plan and Board annual discussion

URM is part of the 2019-20 Audit and Finance Work Plan. There are regular discussions and
reports presented on risk management and insurance as noted in the attached Confidential
Attachment 2.

The Audit and Finance Committee received reports on risk on November 20, 2019, February 19,
April 15, and June 17, 2020, respectively. The Board has received reports quarterly from the Chair
of the Audit and Finance Committee.

e. Measure 5: Has Ontario Tech provided Board training sessions about University
risk?

In addition to the general discussions about risk, Board professional development sessions
typically focus on risk areas for the University. In the 2019-20 year, the Chief Risk Officer
conducted an orientation specifically focused on risk management for the recently appointed
Board members.

f. Measure 6: Board assessment of URM Activity

At the Annual General Meeting (AGM) each year, the Board receives an annual report and is
asked to comment on the progress of URM. The purpose of this 2019-20 report is to secure the
Board’s comment and direction on URM progress in 2020-21.

PART Ill - GOING FORWARD
4. 2020 -2021 GOALS AND OBIJECTIVES

Advancement of the goal of embedding URM into a higher education culture is evidenced by the
integration into strategic and planning processes. Integrated URM will foster the desired risk-
informed culture across the University. Clearly defined structure defines accountability and is
critical to the success of the implementation. In order to have clearly defined structure, there
needs to be clearly defined responsibilities.
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The focus in for 2020-21 objectives is in four areas:

1. Strategic and Foundational Risks:
a. Continue to map operational risks to strategic risks.
b. Continue to work to address strategic risk to the university.
2. Risk Management Implementation:
a. Continue to support and train Risk Owners in the management and mitigation of
risk;
Continue to support Risk Owners reporting on risk work; and
Design and implement additional processes and tools to support university
continuity of operations.
3. Insurance Implementation:
a. Continue to support the University community by developing insurance related
tools, applications, and educational resources.
4. President’s Five Strategic Priorities:
a. ldentify opportunities in risk management and insurance that support and
embrace the university strategic priorities.

Office of Risk Management

(Chief Risk Officer and Director of Risk Management)

Support SLT and the Board in developing a plan to assess the University’s risk appetite
Continue with Education and Training through maintenance and enhancement of the Risk
Management tools and resources using technology as a platform

Continue to enhance and push the strategic risk plan forward and continue to connect the
strategic risks to those identified within the Operational Risk Register

Continue to develop policies for Foundational Risks to the University through the Risk Register
review process

Prepare the 2020-21 Annual Risk Report to the Board and Audit and Finance Committee
Work with Academic Council to scope its potential role in risk management

Senior Leadership Team

Set the Tone at the Top — Continue to demonstrate support for the implementation of URM
Continue to oversee the implementation of risk management within their areas and ensure
commitment to reporting risk activity

Continue to engage in discussion of Strategic Risks and Strategic Risk Management through
alignment of risks to risks identified at the operational level

Support the development and establishment of a University risk appetite

Continue to report to the Board on the Management of the Strategic and Operational Risk Plan

Risk Management Committee
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Conduct regular meetings to discuss risk and risk management, and focus on the integration of
risk management best practices

Research risk appetite processes and procedures currently available in the PSE against the
operational areas of Ontario Tech

Establish risk education and awareness training, and identify areas within the committee
members peer groups to attend these training sessions

5. CONCLUSION

Please refer to the letter of the Chief Risk Officer for the summary and highlights of this Report.
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Appendix A. - Risk Management Policy

UNIVERSITY
® OF ONTARIO

INSTITUTE OF TECHNOLOGY

Classification LCG 1116
Framework Category Legal, Compliance and
Governance

Approving Authority

Board of Governors

Policy Owner

University Secretary

Approval Date

June 18, 2014; Editorial
amendment January 17,
2019

Review Date January 2022
Supersedes

RISK MANAGEMENT POLICY

PURPOSE

1. The purpose of this Policy is to establish the foundation for a University Risk Management

(“URM”) program which ensures that Risk management is an integral part of the University’s
core strategy and integrated into all key activities and/or functions. The URM program
establishes a Risk management framework which will provide a proactive and consistent
approach to ensuring that Risk is considered when decisions are made at all levels of the
organization and, in turn, assists the University to operate within its capacity and willingness to
take Risk. The URM program further establishes a commitment to raise awareness surrounding

Risk management and provide guidance to all levels of the University.

2. Objectives: The overall objectives of the Risk Management Policy are to:

2.1. Formalize a consistent approach to identifying, assessing, measuring, managing
communicating and mitigating Risks to the University’s strategic plan and priorities
and to the University’s operations in an effort to reduce uncertainty; and

2.2. Assist the University to make better informed decisions and promote accountability
for Risk management with stakeholders and University Members at all levels.
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DEFINITIONS
3. For the purposes of this Policy the following definitions apply:

“University Risk Management (“URM”)” means a consistent, coordinated, integrated approach
to identify, assess, measure, manage, communicate and mitigate significant and material Risks
to the University achieving its strategic objectives

“Risk” means the uncertainty of outcomes against planned objectives. This concept can be
applied to strategic objectives as well as all operational activities within the University. While
the application of the definition may change with different University Members, the concept
should not change.

“Risk Assessment” means a formalized, systematic ranking and prioritizing of identified Risks,
using a likelihood/consequence framework.

“Risk Appetite” means the University’s willingness to accept Risk. Risk Appetite may also be
viewed as the acceptable deviation from expected outcomes.

“University Member” means any individual who is:

*  Employed by the University;
* Registered as a student, in accordance with the academic regulations of the University;

* Holding an appointment with the University, including paid, unpaid and/or honorific
appointments; and/or

* Otherwise subject to University policies by virtue of the requirements of a specific policy
(e.g. Booking and Use of University Space) and/or the terms of an agreement or

contract.
SCOPE AND AUTHORITY
4. This Policy applies to all University Members and extends to all functions and activities.
5. The University Secretary, or successor thereof, is the Policy Owner and is responsible for

overseeing the implementation, administration and interpretation of this Policy.

POLICY

This Policy and the associated documents will describe the specific responsibilities for those groups and
individuals expected to support the implementation and maintenance of the URM program. In addition,
all University Members are expected to support the management of Risk and the success of the URM
program at the University.
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6. Risk Framework

6.1.

6.2.

6.3.

Effective Risk management across the institution will result in increased stability,
safety and security and prosperity for University Members. This Policy and the
associated documents create the Risk management framework developed
specifically to fit the governance structure and culture of the University. The
framework is aligned with the strategic priorities of the University and incorporates
leading practices, tailored to the University’s needs and culture.

The framework is intended to support the University in identifying, assessing,
measuring, managing, reporting and mitigating significant and material Risks. The
ultimate goal of the framework is to assist the University in achieving its strategic
priorities and operational objectives through better management and
understanding of Risk.

The framework provides:

. Formalized process and approach to executing URM;
. Clearly defined accountabilities for execution of URM,;
. Improved Risk management communication; and

. Consistency in Risk management.

7. Risk Governance Structure

7.1.

7.2.

7.3.

7.4.

Oversight: The responsibility to oversee the University’s URM program resides with
the University’s Board of Governors (“Board”). The Audit and Finance Committee is
delegated to carry out this oversight responsibility on the part of the Board and to
report annually to the Board on the status of the URM.

Direction: The University’s President and Vice-Chancellor is responsible to provide
direction to ensure the University’s strategic priorities remain the ultimate focus of
all University Members.

Risk Parameters: The Risk Appetite will be determined by the University’s President
and Vice-Chancellor along with the Senior Leadership Team (“SLT”) and ultimately
approved by the Board. The Risk Appetite will be reviewed no less than once
annually.

Risk Owners:

a) Chief Risk Officer: The University’s President will designate a member of SLT
to serve as Chief Risk Officer. The Chief Risk Officer will, among the
members of the SLT, have responsibility for the coordination of SLT’s Risk
management activities. The Chief Risk Officer will act as primary advisor on
Risk to the Board and to the President and Vice-Chancellor. The Chief Risk
Officer will serve as Chair of the University’s Risk Management Committee
(“RMC”) and will have accountability for that Committee’s work.
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b) Senior Leadership Team (“SLT”): SLT as a group is responsible for the
management of all institutional and operational Risks, the overall success of
URM, and the integration of the URM program into the core operational
and strategic decision framework of the University. Individual members of
the SLT will act as the primary owners of Risks and Risk management at the
University. Each SLT member will delegate responsibility for Risk
management to functional leaders within that SLT member’s area of
responsibility.

c) Administrative Leadership Team (ALT): ALT will act in an advisory role in
respect of various aspects of the URM program. ALT will work to ensure
that the URM program is integrated into the planning work of the
University.

8. Risk Management Committee (“RMC”)

8.1.

The Risk Management Committee will hold responsibility for the successful
integration and execution of the URM framework. Operational implementation and
maintenance of the URM program will be conducted with oversight and guidance
from SLT. The Committee will also be responsible for facilitating the Risk
identification and Risk Assessment process at the Senior Leadership Team and
functional leadership levels, consolidating that information and finalizing the
institutional Risk profile for the Board. This committee will be a skills-based

committee comprised of individuals who are best able to help the University fulfil its
URM objectives.

9. Statements of Principle

The University adopts the following statements of principle for application in the
implementation of this Policy:

9.1.

Risk Culture: The University is committed to fostering a culture of Risk Ownership
throughout the University. This does not mean that we avoid engaging in activities
that have Risk or that we avoid Risk in our teaching and research and other activities
we undertake for the University. It is recognized that both strategic and operational
decisions and the work undertaken by University Members, all inherently involve
Risk.

To the University, having a culture of Risk Ownership means that:
a) Strategic and operational decisions are made with full awareness of the
Risks relevant to those decisions;

b) All University Members are aware of the organization’s emphasis on URM

incorporate a proactive approach and awareness to managing Risk in their
individual roles.
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9.2.

9.3.

9.4.

Communication: A key principle of a successful URM program is regular
communication. The Board and Senior Leadership Team are committed to
developing a communication plan to ensure that those who require information to
support the URM program receive it. The University’s Risk Management Policy, goals
and objectives will be made available to all University Members and it will be
expected that each member reads and understands the Risk management
philosophy and outlined framework.

No Reprisal: The University will not discharge, discipline, demote, suspend,
threaten or in any manner discriminate against any officer or employee based on
any good faith and lawful actions of such employee to responsibly and carefully
report Risk issues using the channels provided by the University.

The University is committed to academic freedom.

MONITORING AND REVIEW

10. This Policy will be reviewed as necessary and at least every three years. The Risk Management
Committee, or successor thereof, is responsible to monitor and review this Policy.

RELEVANT LEGISLATION

11. This section intentionally left blank.

RELATED POLICIES, PROCEDURES & DOCUMENTS

12. University-Hosted Event Risk Management and Approval Directive

Field Trip Risk Management and Approval Directive

Risk Management Committee Terms of Reference
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Appendix B. — Strategic Risks Aligned to Strategic Priorities

Strategic Risks Aligned ko Strategic Priorities
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Appendix C. — Pandemic Templates

1 OntarioTech

UNIVERSITY

Pandemic Plan Template Forms

FORM A: ESSENTIAL OPERATIONS/FUNCTIONS

The document below is a tool for determining priority functions/ operations within each unit. During a pandemic
period, absenteeism may reduce the capabilities of the Campus to perform essential functions. When determining
priorities, assume an absentee rate of 30% within your department, school or faculty. Also consider that during a
pandemic episode some functions may require greater attention and resource allocation e.g. communication,
planning, etc.

Department/School/Faculty:

ROUTINE OPERATIONS

The operations carried out by the departments on a routine basis include: Priority — High to Low

Priority Operations/Functions

23



ESSENTIAL OPERATIONS

The following operations are deemed essential for the campus to maintain mission-critical operations and services

at 30% absenteeism: Priority — High to Low

Priority Operations

Impact of Absenteeism >30%

The following operations can be suspended temporarily without causing immediate or irreparable damage to the

Campus/Students. (Priority — High to Low)

Can be suspended for a
- . determined time period
Priority Operations
1.
2.
3.
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STAKEHOLDER/CLIENT DEMAND CHANGES

The following services/operations may be in high demand during a pandemic:

The following services/operations may be in low demand during a pandemic:

The following services/functions may be in HIGH demand during RECOVERY:

REGULATORY REQUIREMENTS

The following regulatory requirements may be difficult to fulfill during a pandemic: (please explain)

The following regulatory requirements must be fulfilled during a pandemic: (please explain)
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FORM B: CHAIN OF COMMAND LIST

(Department /School/Faculty/ Unit)

Unit decision making protocol — Committee members should consider that during a pandemic, key individuals may
be ill or absent and unavailable for consultation.

Example: Physical resource decisions requiring authorization will normally be made by Ralph Aprile. If Ralph is
unavailable, authority will be delegated to Bob Smith. In the event that Bob Smith is unavailable, authority will be
delegated to Mary Jones, etc.

The organizational chain of command consists of the following:

Rank | Name Work Work Work | Work E-mail Home Home E-mail Home Alternate
Phone Fax Cell Phone Cell Phone
Number
1
2 XXX- XXX- XXX- XXX XXX XXX
XXXX XXXX XXXX XXX~ XXX-XXXX XXX-XXXX
ext. XXXX

XXXX




Strategy:

FORM C: COMMUNICATION CONTACT LIST

(Department / Unit / Faculty / School)

Example: All Library staff will receive an e-mail containing important information daily during Phases 4-6 of a
pandemic via the Campus e-mail system.

Messages to be approved by Communications and Marketing. All Library staff will also participate in a phone tree
in order to ensure messages are received in the event of e-mail failure or non-availability.

Communication plan and contact information for staffing complement:

Name Work Work Work Work E-mail Home Home Home E-mail Alternate
phone
Last, First | Phone Fax Cell Phone Cell number
999- 999- 999- XXX XXX XXX
9999 9999 9999
XXX- XXX- XXX=XXXX
XXXX XXXX
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FORM D: CAMPUS PANDEMIC ACTION PLAN

(Department / Unit /School /Faculty Name)

Institutional Goal:

e insert
Dept/Unit Assumption:

e jnsert
Dept/Unit Goal:

e insert

Insert Date

Priority | Core Function

Actions: OPEN (assume 30%
absenteeism)

By Whom

Actions: CLOSED By Whom

Priority | Core Function

Actions: OPEN (assume 30%
absenteeism)

By Whom

Actions: CLOSED By Whom

Priority | Core Function

Actions: OPEN (assume 30%
absenteeism)

By Whom

Actions: CLOSED By Whom
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FORM E: INVENTORY OF RESOURCES

(Department / Unit /School /Faculty Name)

Inventory of Resources required to sustain action plans. Please list minimum staffing, materials and other
resources required (e.g. access to network, e-mail). If appropriate, list usual and alternate sources and any
specialized requirements (e.g. oxygen cylinders supplied by xxx or yyy; refrigeration units must be maintained in
bldg. xxx, room 1234, at all times).

Critical Specialized Resources Alternate Staffing
Function Requirements Resources
EXAMPLE: EXAMPLE: EXAMPLE: EXAMPLE: EXAMPLE:
Research labs Room Adequate supplies Additional supplies One technician will
in building XXX | temperature stockpiled in room can be obtained from | require 8 hours to
and YYY should not XXX to last XXX supplier. complete this daily
contain exceed 27 approximately 6 work.
equipment and | degrees Celsius weeks.
specimens nor fall below 15
which must be | degrees Celsius.
maintained
daily.

FORM F: CRITICAL AREAS / EQUIPMENT

(Department / Unit /School /Faculty Name)

List critical areas of the campus or a building or equipment which will require specialized care or treatment
during a pandemic and which would ordinarily be maintained by Faculties, Schools or departmental staff e.g.
research labs, equipment requiring frequent maintenance or monitoring to maintain functionality.

Critical Area / Equipment Recommendation
EXAMPLE: EXAMPLE:
Rooms XXX, XXX, and XXX must be cleaned | Itis recommended that they be shut down during a pandemic
and maintained daily to maintain safe event and that alternate activities replace those normally
operation. conducted in these rooms.
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Appendix D. — 2019/2020 University Risk Owners - Operational

1 OntarioTech

UNIVERSITY

2019/2020 University Risk Owners - Operational

SLT Member Department/Faculty Risk Registers Risk Owner
Steven Murphy ACE John Komar
Human Resources Jamie Bruno
Craig Elliott Finance Pamela Onsiong
Office of Campus Infrastructure and Sustainability Ken Bright
Regent Theatre Kevin Arbour
Cheryl Foy University Secretary and General Counsel Cheryl Foy

Susan McGovern

External Relations and Advancement

Susan McGovern

Les Jacobs Research Jennifer Freeman

Lori Livingston Provost's Office Lori Livingston
Office of Campus Safety Tom Lynch
Information Technology Paul Bignell
School of Graduate and Postdoctoral Studies Langis Roy

Business and Information Technology Michael Bliemel
Education Robin Kay

Energy Systems and Nuclear Science Akira Tokuhiro

Engineering and Applied Science Tarlochan Sidhu

Health Sciences

Bernadette Murphy

Science

Greg Crawford

Social Science and Humanities Peter Stoett
Student Life Olivia Petrie
Library Catherine Davidson
Brad Maclsaac Registrar Joe Stokes

Learning and Innovation

Catherine Drea

Teaching and Learning

Susan Forbes
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Appendix E. — Operational Risk Themes (to be updated as the Risk Registers are completed for

2020)

In keeping with the Board’s direction and mandate to oversee risk, the Board’s role regarding
operational risk is to ensure that there is a process for identifying and managing those risks. In
the Annual Report, the annual processes are described. The Senior Leadership Team and the
Audit & Finance Committee requested that the Board also be apprised of the themes arising
from the operational risks identified by the Risk Owners. This Appendix H provides a summary
of those themes with examples of the nature of the risks included within each theme.

Theme:

Theme:

Theme:

0 N U A WNPRE

N Uk WNE

® NV R WNE

Stakeholder Success/ Management

Student Experience
Effective management of student mental health
Effective management of student misconduct
Students — financial incentives and support
Attraction and retention of employees
Government
Community relations
Partner relations
Financial
Asset management
Fund raising
Failure to fund key initiatives: Entrepreneurship
Government funding
Technology — maintaining and staying up to date
Enrolment and competition
Tuition
Research Revenue
Academic
Programming mix
Quality research
Adequate support for researchers
Maintaining academic standards
Academic Integrity (Faculty and Student)
Faculty workload management
Quality Assurance processes
Changing standards/expectations

-31-|Page



Theme:

Theme:

Theme:

Theme:

Theme:

Theme:

1.
2.

1.
2.

PwnNE

Nouhs,wnNe

Organizational Effectiveness

Effective and engaged board
Contract compliance

Regulatory compliance
Administrative law compliance
Policy and process gaps
Communication

Effective use of internal resources

Ancillary operations

Financial impact
Liability

Culture

1. Maintaining collegiality and civility

Disruption

Lack of Business Continuity plan
Equipment or Technology Failure

Safety and Security
Workplace safety
Information Technology security
International Travel
Campus travel between buildings

Shared Campus Model
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Appendix F. — Approved Continuity Leads

1 OntarioTech

UNIVERSITY

University Continuity Leads

SLT Member Operational Area Approved Continuity
Lead
Steven Murphy Office of the President Steven Murphy
Automotive Centre of Excellence John Komar

Andrew Gallagher

Finance

Andrew Gallagher

Cheryl Foy

University Secretary and General Counsel

Melissa Gerrits

Susan McGovern

External Relations (Incl Gov't Relations)

Susan McGovern

Advancement Office and Alumni

Yvonne Stefanin

Communications and Marketing

Richard Seres

Partnership Office

Lindsay Coolidge

Les Jacobs

Research

Jennifer Freeman

Lori Livingston

Office of the Provost

Provost

Faculty of Business and Information Technology

Michael Bliemel / Khalil El-
Khatib

Faculty of Social Science and Humanities

Peter Stoett

Faculty of Education

Robin Kay /

Faculty of Energy Systems and Nuclear Science
a. Radiation Labs

Akira Tokuhiro

Faculty of Engineering and Applied Science

Hossam Kishawy

Faculty of Health Sciences

Bernadette Murphy

Faculty of Science

Greg Crawford

Office of Graduate Studies

Langis Roy

Student Life

Olivia Petrie

Information Technology

Paul Bignell

Library

Catherine Davidson

Brad Maclsaac

Registrar’s Office

Joe Stokes

Learning and Innovation

Catherine Drea

Teaching and Learning

Susan Forbes

OIRA

Dana Reeson

CIQE

Nichole Molinaro

Ancillary Services
Campus Ice Centre / Field House

Melissa Price
Scott Barker / Brad Maclsaac

Con Ed

Michelle Aarons

Office of Campus Infrastructure and Sustainability

Ken Bright

Jamie Bruno

Human Resources

Beth Partlow
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BOARD REPORT

SESSION: ACTION REQUESTED:

Public X Decision X

Non-Public [] Discussion/Direction []
Information []

TO: Board of Governors

DATE: June 25, 2020

FROM: Governance, Nominations & Human Resources Committee

(GNHR)

SLT LEAD: Cheryl Foy, University Secretary & General Counsel

SUBJECT: 2020-2021 Board Leadership

MANDATE:

In accordance with GNHR’s Terms of Reference, the committee’s responsibilities
include:
e oversight of the process of recruiting, selecting and electing new governors and
recommending their appointment to the Board, in accordance with the university’s
Act and By-laws. In doing so, the Committee shall strive to achieve a balance of
skills, expertise and knowledge among its membership, while reflecting the
demographic and cultural diversity of the communities served by the university;
e oversight of the nomination and election of a Chair and Vice-Chair from among
the external governors of the Board; and
e assessing the leadership needs of the Board, and in consultation with committee
chairs, recommend chair and individual member assignments for each of the
standing committees.

The committee is recommending governor reappointments and leadership appointments
for 2020-2021 as set out below.



BACKGROUND/CONTEXT:

Board Member Reappointments
The following governors’ initial terms end on August 31, 2020 and they are eligible for
reappointment:
e Kevin Chan
Kori Kingsbury
Thorsten Koseck
Trevin Stratton
Jim Wilson

Each of the governors has confirmed their interest in being reappointed to the Board of
Governors.

Board Leadership

In accordance with Section 8(13) of the University of Ontario Institute of Technology Act,
the Board Chair and Vice-Chair(s) shall be elected on an annual basis. The
Recruitment, Appointment and Leadership Policy (“Policy”) provides that there will be
one (1) Chair who will normally be nominated and elected from the incumbent Chair or
Vice-Chairs. An incumbent Chair will have the opportunity to express interest in re-
election to the Chair position, provided such person is within the normal term length for
an External Governor. The Policy also provides that there will be two (2) Vice-Chairs
who will normally be nominated and elected from the incumbent Vice-Chair(s) or
Committee Chairs. The incumbent Vice-Chair(s) will have the opportunity to express
interest in re-election to the Vice-Chair position, provided such person is within the
normal term length for External Governors.

The term of the Board Chair, Doug Allingham, ends on August 31, 2020 and he is not
eligible for renewal. Dietmar Reiner, one of the university’s incumbent Vice-Chairs, has
expressed interest in serving as Chair for the upcoming year.

The other Vice-Chair, Nigel Allen, finishes his term on the Board on August 31, 2020.
Laura Elliott and Maria Saros have confirmed their interest in serving as Vice-Chairs of
the Board for 2020-2021.

Committee Leadership

Section 10.2 of the Policy stipulates that Committee Chairs will normally be recruited
from within the incumbent External Governors. External Governors will have an
opportunity, on an annual basis, to express interest in Committee Chair positions.
Further, Committee Chairs will be selected from members who have demonstrated a
high degree of commitment to the University, the Board and its Committees and who
meet the desired skill and competency profile for leadership of the respective Committee
for which they are being considered.

With N. Allen’s departure from the Board in August 2020, a successor Chair for the Audit
and Finance Committee is required. L. Elliott has confirmed her interest in serving in the
role. M. Saros will be stepping in as Chair of GNHR as the professional responsibilities
of Francis Garwe have changed over the past year. Stephanie Chow and Thorsten



Koseck have confirmed their willingness to be reappointed as the Chairs of Investment
Committee and Strategy and Planning Committee, respectively.

COMPLIANCE WITH POLICY/LEGISLATION:
e Section 8(13) of the UOIT Act
e Board Recruitment, Appointment and Leadership Policy

MOTION FOR CONSIDERATION:

That pursuant to the recommendation of the Governance, Nominations and Human
Resources Committee, the Board of Governors hereby approves:

1. The reappointment of Kevin Chan, Kori Kingsbury, Thorsten Koseck, Trevin
Stratton and Jim Wilson to the Board of Governors for a three-year term to end on
August 31, 2023;

2. The appointment of Dietmar Reiner as Chair of the Board for 2020-2021,

3. The appointment of Laura Elliott as Vice-Chair of the Board for 2020-2021,

4. The appointment of Maria Saros as Vice-Chair of the Board for 2020-2021; and

5. The appointment of the following Board members to the positions of Chair of the
specified Committee for 2020-2021:

Stephanie Chow Investment
Laura Elliott Audit & Finance
Thorsten Koseck Strategy & Planning
Maria Saros Governance, Nominations & Human Resources

SUPPORTING REFERENCE MATERIALS:
e none



1 OntarioTech

UNIVERSITY

BOARD REPORT

SESSION: ACTION REQUESTED:

Public X Decision X

Non-Public [] Discussion/Direction []
Information []

TO: Board of Governors

DATE: June 25, 2020

FROM: Governance, Nominations & Human Resources Committee

(GNHR)
SLT LEAD: Cheryl Foy, University Secretary & General Counsel
SUBJECT: 2020-2021 Committee Composition

COMMITTEE MANDATE:

e As set outin GNHR’s Terms of Reference, one of the committee’s responsibilities
is to recommend individual member assignments for each of the standing
committees.

e We are seeking the Board of Governors’ approval of the 2020-2021 committee
assignments as set out below.

BACKGROUND/CONTEXT

e We have reviewed the composition of each committee to ensure it complies with
the membership requirements of the relevant committee’s Terms of Reference.

MOTION FOR CONSIDERATION:

That pursuant to the recommendation of the Governance, Nominations and Human
Resources Committee, the Board of Governors hereby approves the following committee
assignments for 2020-2021, as presented:

Executive Committee

Dietmar Reiner, Chair and Board Chair

Laura Elliott, Vice-Chair & Chair of Audit & Finance Committee

Maria Saros, Vice-Chair & Chair of Governance, Nominations & Human
Resources Committee



Stephanie Chow, Chair of Investment Committee
Thorsten Koseck, Chair of Strategy & Planning Committee
Steven Murphy, President & Vice-Chancellor

Audit and Finance Committee

Laura Elliott (Chair)

Dietmar Reiner

Stephanie Chow

Dale MacMillan

Dietmar Reiner, Board Chair (ex-officio)
Steven Murphy, President (ex-officio)

Governance, Nominations and Human Resources Committee
Maria Saros (Chair)

Laura Elliott

Kori Kingsbury

Trevin Stratton

Dietmar Reiner, Board Chair (ex-officio)

Steven Murphy, President (ex-officio)

Investment Committee

Stephanie Chow (Chair)

Ferdinand Jones

Thorsten Koseck

Mark Neville

Maria Saros

Dietmar Reiner, Board Chair (ex-officio)
Steven Murphy, President (ex-officio)

Strategy & Planning Committee
Thorsten Koseck (Chair)

Liqun Cao

Kevin Chan

Jim Wilson

Lynne Zucker

Dietmar Reiner, Board Chair (ex-officio)
Steven Murphy, President (ex-officio)

SUPPORTING REFERENCE MATERIALS:
e none
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UNIVERSITY
COMMITTEE/BOARD REPORT
SESSION: ACTION REQUESTED:
Public Y Decision X
Non-Public ] Discussion/Direction ]
Information []
Financial Impact [ ]Yes[X]No Included in Budget [ ]Yes[ |No
TO: Board of Governors
DATE: June 25, 2020
PRESENTED BY: Strategy and Planning Committee
SLT LEAD: Susan McGovern
SUBJECT: Terms of Reference for Board of Governors’ Award

COMMITTEE/BOARD MANDATE:

The Motion: That pursuant to the recommendation of the Strateqy and Planning
Committee, the Board of Governors hereby approves the proposed changes to
the Terms of Reference for the Board of Governors’ Pathways Award, as
presented.

The recommendation is being made to expand the eligibility of the current Board
award, known as the Board of Governors' Pathways Award.

BACKGROUND/CONTEXT & RATIONALE:

The Board of Governors’ Pathways Award was created in 2014 to encourage
college students to transfer and continue their studies for a degree at Ontario
Tech.

Including this year’s annual appeal, Board members have contributed $82,756
including matching grants, supporting 60 college students transferring to
Ontario Tech.

To expand the award to include more students entering the university, a new
Terms of Reference for the Board of Governors’ Award was put forward by Susan
McGovern to the Strategy and Planning Committee on May 28, 2020.

The new award will be open to all students entering Ontario Tech from a college,
another university or a high school who have a GPA of 80% (or equivalent) and
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are not receiving another award. The first awards will be available for the 2021-
2022 academic year.

RESOURCES REQUIRED:
e No new resources are required.
e Board fundraising, beginning in the fall of 2020, will be for the new Board of
Governors' Award; first distributions will be for the 2021-2022 academic year.

IMPLICATIONS:
e By expanding the availability of the award, more students will be eligible to
receive the award.
e |f the recommendation is not accepted, the current Terms of Reference for the
Board of Governors' Pathways Award will remain.

ALIGNMENT WITH MISSION, VISION, VALUES & STRATEGIC PLAN:
e Related to the priority of creating a sticky campus, the expansion of the terms for
the Board of Governors Award aligns with the priority of encouraging an
accessible, equitable, diverse and inclusive culture for the campus community.

ALTERNATIVES CONSIDERED:
e Recommendation is based on having the award available to more students
entering the university.

CONSULTATION:
e Student Awards and Financial Aid Office have been seeking greater flexibility of
awards, which this expanded Terms of Reference will allow.

COMPLIANCE WITH POLICY/LEGISLATION:
e N/A

NEXT STEPS:
e No further steps will be required.
e |tis not expected to return to the Board, if approved.

MOTION FOR CONSIDERATION:

e The Motion: That pursuant to the recommendation of the Strateqy and Planning
Committee, the Board of Governors hereby approves the proposed changes to
the Terms of Reference for the Board of Governors’ Pathways Award, as
presented.

SUPPORTING REFERENCE MATERIALS:
e Terms of Reference for the Ontario Tech Board of Governors’ Award
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Terms of Reference for the
YoH-Ontario Tech-Y Board of Governors’ Pathways-Award

The following agreement outlines the Terms of Reference for the disbursement of the
Yol-Ontario Tech Board of Governors’ Pathways-Awards.

YOITBOARD OF GOVERNORS' PATHWAYS -AWARD

The JO—Board of Governors Pathways—Award will be disbursed annually to students
entering YOH—the university.
Ienelgmg—preg%am—The awards WI|| be presented to the student entenng eaeh—@y
eligible—program w
semestergrade,-with a minimum GPA equwalent to 80% It is expected that the awards
will be valued at a minimum of $1,000.

The recipients will be selected by the Student Awards office of USIFthe university.
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Terms of Reference for the
Ontario Tech Board of Governors’ Award

The following agreement outlines the Terms of Reference for the disbursement of the
Ontario Tech Board of Governors’ Award.

BOARD OF GOVERNORS’ AWARD
The Board of Governors’ Award will be disbursed annually to students entering the
university. The awards will be presented to the student entering any program with a

minimum GPA equivalent to 80%. It is expected that the awards will be valued at a
minimum of $1,000.

The recipients will be selected by the Student Awards office of the university.
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BOARD REPORT
SESSION: ACTION REQUESTED:
Public 4 Decision X
Discussion/Direction []
TO: Board of Governors
DATE: June 25, 2020
FROM: Academic Council
SUBJECT: Faculty of Engineering and Applied Science (FEAS) —
Restructuring of Departments
MANDATE:

In accordance with Article 1.4 (b) of By-law Number 2, Academic Council will
make recommendations to the Board of Governors on matters including the
establishment of departments.

Academic Council is seeking the Board’s approval of the restructuring of FEAS
departments.

BACKGROUND/CONTEXT & RATIONALE:

FEAS is currently structured with two departments, namely the Department of
Automotive, Mechanical, and Manufacturing (AMME Department) and the
Department of Electrical, Computer, and Software Engineering (ECSE
Department).

The AMME Department has four undergraduate programs: Automotive
Engineering, Manufacturing Engineering, Mechanical Engineering, and
Mechatronics Engineering. The ECSE Department has two undergraduate
programs: Electrical Engineering and Software Engineering

The departmental structure has allowed for better administration of the various
programs. In addition, it has allowed the interdisciplinary activities of the Faculty
to be more effective and organized.

Since inception of the current departments, the FEAS has grown to a medium-
sized engineering faculty comparative to other Canadian universities.

As the Faculty continues to grow, the need has arisen for the creation of a new
department to further improve the delivery of our programs and better balance
the existing resources within the Faculty.

The proposed new departmental structure will be:



o0 Department of Automotive and Mechatronics Engineering which offers
Automotive and Mechatronics Engineering;

o Department of Electrical, Computer, and Software Engineering which
offers Electrical and Software Engineering;

o0 Department of Mechanical and Manufacturing which offers Mechanical
and Manufacturing Engineering.

RESOURCES REQUIRED:

There is no significant budgetary implication with the creation of a third
Department. Only one Department Assistant will be needed which was
submitted as part of the Faculty’s strategic planning.

IMPLICATIONS:

Since the initiation of the original department structure in 2012, the Faculty has
grown in size to over 2,000 undergraduate students with a large portion enrolled
in the Department of Automotive, Mechanical, and Manufacturing Engineering.
With the focused growth in the AMME department and the introduction of the
Mechatronics Engineering program, the number of accredited programs within a
single department is a concern noted both internally within the Faculty and
externally with the Canadian Engineering Accreditation Board as noted in a recent
accreditation visit for our Automotive Engineering program.

ALIGNMENT WITH MISSION, VISION, VALUES & STRATEGIC PLAN:

The FEAS Strategic Plan is an integral part of the Ontario Tech Integrated
Academic Plan. A key aspect of FEAS’s strategic plan is the creation of a third
department to better balance the delivery of its programs and increase efficiency
within the Faculty.

CONSULTATION:

The Faculty of Engineering and Applied Science, Faculty Retreat September 4,
2019

Engineering Faculty Council, November 4, 2019

Academic Council, February 25, 2020

MOTION FOR CONSIDERATION:

That pursuant to the recommendation of Academic Council, the Board of Governors
hereby recommends the revised Faculty of Engineering and Applied Science
departmental structure, as presented.

SUPPORTING REFERENCE MATERIALS:

FEAS, New Departments Proposal



Faculty of Engineering and Applied Science (FEAS)
A Proposal for Creation of a New Department

October 2019
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1. OVERVIEW OF THE FACULTY OF ENGINEERING AND APPLIED SCIENCE
(FEAS)

1.1 VISION, MISSION, AND VALUES OF THE FACULTY

The mission of the Faculty of Engineering and Applied Science is to deliver the highest quality
engineering education, through teaching and research excellence, state-of-the-art educational
environment, and innovative programs, to provide our engineering graduates with the knowledge
and skills needed to succeed and become leaders of tomorrow.

1.2 OBIJECTIVES AND STRATEGIES

Offer high-quality, accredited undergraduate and graduate programs in engineering and applied
science and related fields that are market- and career-oriented, that prepare professionally
competent and broadly educated students capable of addressing the demands of the new
millennium, and that instill life-long learning abilities.

Conduct high-calibre basic and applied research in engineering and applied science and related
fields.

Promote a vibrant and fulfilling student experience and foster student success through a student-
centered focus that provides necessary supports.

Utilize advanced and innovative teaching and learning methods and tools, including advanced
information, computing, and communication technologies, within a technology-enriched learning
environment to facilitate successful learning.

Foster a collegial, respectful and productive environment that attracts and retains the best faculty,
staff, and students, and creates a sense of spirit and loyalty.

Provide university-level educational opportunities for college students through appropriate
transition mechanisms.

Engage in value-added activities that serve and address the needs of industry and the
engineering profession, and advance and improve the economic, environmental, and social
welfare of the region, province, and country.

1.3 FACULTY HISTORY

The Faculty of Engineering and Applied Science (FEAS) is one of the founding Faculties of Ontario
Tech University. The programs were developed in close consultation with industry representatives
and experienced faculty from other universities, with the objective of delivering the highest-quality
educational experience that addressed both the needs of industry and the interests of the students.

Originally, the Faculty started as the School of Manufacturing Engineering, but soon thereafter
became the Faculty of Engineering and Applied Science. The Faculty continues to build from this
strong launch. The programs offered by the Faculty are unique and innovative — for example:

e (Canada’s only degree programs in Automotive Engineering and Manufacturing Engineering;
e  Broad programs in Mechanical and Electrical Engineering;
e One of the few Software Engineering programs in Ontario;

e One of the few Mechatronics Engineering programs in Ontario’ (new program with first
graduation class in May 2020)

e  Choice of specialized educational streams (specialization) in
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Electrical Engineering: Smart Grid;

Mechanical Engineering: Energy Engineering;

0 Software Engineering: Internet of Things;

e  Five-year Engineering and Management variations for all engineering programs;

e Work-study experience for students through internships, work placement, and career
opportunities with leading employers;

e  Research opportunities for undergraduate students.

In 2012 the Faculty was restructured and formed into two departments, namely the Department of
Automotive, Mechanical, and Manufacturing Engineering and the Department of Electrical,

Computer, and Software Engineering.

Table 1 offers a snapshot of the roll-out of the programs offered by FEAS.

Table 1: Programs with Launch and Accreditation Dates

Program

Program Launch

Initial Program
Accreditation

Current Program
Accreditation Valid
Until

2020

Manufacturing September 2003 June 2007 June 2022
Mechanical September 2004 June 2008 June 2020
Automotive September 2005 June 2009 June 2024
Electrical September 2005 June 2009 June 2024
Software September 2005 June 2009 June 2024
Mechatronics September 2016 Expected June

Engineering and
Management

Same as above for each
respective program

Same as above
for each
respective
program

M.A.Sc./M.Eng.
Mechanical
Engineering

September 2006

M.A.Sc./M.Eng.
Electrical &
Computer
Engineering

September 2007

M.A.Sc./M.Eng.
Automotive
Engineering

January 2008

Ph.D. Mechanical
Engineering

September 2008
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Ph.D. Electrical & September 2009
Computer
Engineering

1.4 FACULTY FACTS

Since its inception, the Faculty has seen a strong growth in all areas. The Faculty has over 2,300
undergraduate and graduate students, 59 faculty members (including 4 lab instructors) and 18 staff.
Table 2 provides a summary of the number of undergraduate and graduate students in various
programs over the past three years.

CONFIDENTIAL



Table 2: Count of Undergraduate and Graduate Students in the Faculty of Engineering and Applied Science

2009- | 2010- 2011- | 2012- | 2013- | 2014- | 2015- | 2016- | 2017- | 2018-

2010 | 20M 2012 | 2013 2014 | 2015 | 2016 | 2017 | 2018 2019
Undergraduate 1007 1044 | 1168 | 1343 1498 | 1745 [ 1877 | 1995 2059 | 2113
BEng & Mgt, Automotive 28 29 19 9 1 3 2 2 4 3
BEng & Mgt, Electrical 41 30 27 22 1 8 5 1 8 6
BEng & Mgt, Manufacturing 7 3 3 3 2 2
BEng & Mgt, Mechanical 91 74 57 36 22 13 12 1 12 n
BEng & Mgt, Mechatronics 1
BEng & Mgt, Software 5 6 7 3 3 1 2 2
BEng, Automotive 147 154 172 180 205 228 222 223 236 | 244
BEng, Electrical 204 223 | 255 326 366 | 439 461 459 444 1 399
BEng, Manufacturing 28 31 34 51 65 77 60 67 58 55
BEng, Mechanical 389 400 | 488 570 668 785 875 860 790 774
BEng, Mechatronics 109 186 235
BEng, Software 67 94 106 143 155 190 | 240 262 319 383
Graduate 122 142 133 158 173 203 204 185 207 | 209
Grad Dipl in Engineering Mgt. 1 1
MASc in Automotive Eng 12 9 i 13 12 9 1 10 10 10
MASc in Mechanical
Engineering 39 40 30 31 35 33 27 32 34 44
MASc, Elect. & Computer Eng. 24 33 20 23 31 48 49 19 29 36
MEng in Automotive
Engineering 2 2 1 2 2 9 8 10 9
MEng, Elect. & Computer Eng. 13 n 13 12 8 16 " 10 20 14
MEng, Mechanical Engineering 9 8 6 5 6 9 10 10 9 5
MEngM, Eng Management 7 12 14 12 17 21 16
PhD in Elect. & Computer Eng. 3 8 13 20 25 32 33 44 39 33
PhD in Mechanical Engineering 20 31 40 46 42 40 41 34 35 42
Grand Total 1129 1186 | 1301 1501 1671 | 1948 | 2081 | 2180 2266 | 2322

FEAS conducts leading-edge, value-added research in focused strategic areas. Faculty members have
a broad array of expertise and experience in teaching, research and graduate student supervision.
Their research activities attract funding through grants and other support from a range of sources,
including industry, government agencies, and other organizations. These include the Natural
Sciences and Engineering Research Council of Canada (NSERC), Canada Foundation for Innovation
(CFI), and the Canada Research Chairs (CRC) Program. External research funding has grown rapidly in
FEAS to approximately $3 million per year in 2018. It must be stated here that these numbers do
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not include new approved CRD’s of around one million dollars. Table 3 illustrates the FEAS's
contribution to the overall research funding at Ontario Tech.

Table 3: Faculty of Engineering and Applied Science Compared to Other Faculties

Currency 2018 2019
External to UOIT CAD $7,500 $207,204
Faculty of Business and Information Technology CAD $512,204 $948,991
Faculty of Education CAD $922,902 $593,416
Faculty of Energy Systems and Nuclear Science CAD $1,047,200 $924,471
Faculty of Engineering and Applied Science CAD $2,973,693 $2,834,109
Faculty of Health Science CAD $1,127,150 $1,690,470
Faculty of Science CAD $1,906,458 $1,933,163
Faculty of Science usb - $14,433
Faculty of Social Science and Humanities CAD $572,442 $317,559
Faculty of Social Science and Humanities usb - $5,114
Institutional CAD $2,420,101 $5,042,155
UOIT Staff CAD - $59,622
_— CAD $11,494,650 $14,551,159
usD $19,547
1.5 FACULTY STRATEGIC PLAN
The FEAS Strategic Plan is an integral part of the Ontario Tech Strategic Plan that is currently under
development. Although the Ontario Tech Strategic Plan is not yet finalized at this time, a key aspect
of FEAS’s strategic plan is the creation of a third program to better balance the delivery of its
programs and increase efficiency within the Faculty.
The rationale for the creation of a third department is outlined in the next two sections.
2. CURRENT DEPARTMENTAL STRUCTURE

The FEAS is currently divided into two departments, namely the Department of Automotive,
Mechanical, and Manufacturing Engineering (AMME Department) and the Department of Electrical,
Computer, and Software Engineering (ECSE Department). The AMME Department has four
undergraduate programs: Automotive Engineering, Manufacturing Engineering, Mechanical
Engineering, and Mechatronics Engineering. The ECSE Department as two undergraduate programs:
Electrical Engineering and Software Engineering.
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The formation of departments has allowed for better administration of the various programs. In
addition, it allowed the interdisciplinary activates of the Faculty to be more effective and organized.
Each Department identified its areas of strength and areas where collaboration is needed and
through the Dean’s Office collaboration is happening and the Faculty has grown to a size that has
made FEAS a medium size-engineering faculty when compared with other universities across
Canada. The Faculty has succeeded to place itself on the map and is recognized as one of the best
engineering faculties in Canada. The most recent Shanghai ranking has placed the two departments
among the top engineering schools in Ontario and across Canada.

As the Faculty continues to grow, the need has arisen for the creation of a new department to
further improve the delivery of our programs and better balance the existing resources within the
Faculty. In preparation for the upcoming accreditation visit and following our strategic planning, a
third department will be created to house the growing Mechatronics Engineering program.

PROPOSED DEPARTMENTAL RESTRUCTURING

Since the initiation of the departmental structure in 2012, the Faculty has grown in size to over 2,000
undergraduate students with a large portion enrolled in the Department of Automotive, Mechanical,
and Manufacturing Engineering. The AMME Department has 30 (29 + 1 hire) TTT and three limited
term faculty who serve four undergraduate programs and five graduate programs. Since opening
the Mechatronics Engineering program, the Department has grown in size that suggests separating
the Automotive Engineering and Mechatronics Engineering program into a new department before
the accreditation visit in February 2020 would be desirable. The large number of accredited
programs in the same department was raised during the Automotive Engineering accreditation visit
and the accreditation team was satisfied with our plans to wait for the restructuring until the
Mechatronics Engineering program was fully developed and ready for its accreditation visit. This will
provide a solid ground for the program assessment, particularly, the new department will house two
interdisciplinary programs Automotive Engineering and Mechatronics Engineering which have clear
synergies.

The new departmental structure will be:

e Department of Automotive and Mechatronics Engineering which offers Automotive and
Mechatronics Engineering;

e  Department of Electrical, Computer, and Software Engineering which offers Electrical and
Software Engineering;

o  Department of Mechanical and Manufacturing which offers Mechanical and Manufacturing
Engineering.

The new department will have 10 Tenured/Tenure-Track (TTT) faculty: Dr. Moustafa EI-Gindy, Dr.
Yuping He, Dr. Greg Rohrauer, Dr. Xianke Lin, Dr. Dipal Patel, Dr. Scott Nokleby, Dr. Carlos Rossa, Dr.
Haoxiang Lang, Dr. Jaho Seo, and an additional TTT hiring in progress. There are also two Teaching
Faculty (TF): Dr. Nasim Moallemi and Dr. Sima Koubhi.

The creation of the third department will provide a good balance of students among departments
and will allow each Department Chair to deal with only two programs and a manageable number of
students (see Table 4).
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Table 4: Faculty and Student Numbers by Department

Engineering

Department Number of Students Number of Faculty Members
Automotive and Mechatronics | 535 11

Engineering

Electrical, Computer, and 790 24

Software Engineering

Mechanical and Manufacturing | 840 18

It must be noted that there is no significant budgetary implication with the creation of a third
Department. Only one Department Assistant will be needed which was submitted as part of the

Faculty’s strategic planning.
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BOARD REPORT

SESSION: ACTION REQUESTED:

Public X Decision X

Non-Public [] Consultation []
Information []

TO: Board of Governors

DATE: June 25, 2020

FROM: Academic Council

SUBJECT: Terms of Reference Review — Governance & Nominations Committee
(GNC)

COMMITTEE MANDATE:

In accordance with the By-law No. 2 Implementation Plan presented to Academic
Council in October 2018, the Academic Council has been reviewing the terms of
reference (ToR) and appointment procedures for the standing committees of Academic
Council.

Academic Council is seeking the Board of Governors’ approval of the updated GNC
ToR.

BACKGROUND/CONTEXT:

The draft amendments to the GNC ToR were presented to Academic Council for
consultation on September 24, 2019 and no comments were provided. Academic
Council recommended the proposed changes at their meeting in January 2020.

Below is a summary of the proposed changes:

Membership:

e Taking into consideration the challenges experienced filling the Faculty specific
roles on the GNC, the seven Teaching Staff positions have been changed so they
are not Faculty specific and Faculty representation should be one of the factors
considered by the GNC when recommending appointments to the committee.



Nominations
e When originally drafted, the nominations section referred to the Academic Council
Executive Committee (ACX) because nominations formed part of ACX’s mandate.
e Now that the GNC is established and meeting regularly, the section has been
updated to refer to the Governance & Nominations Committee as the committee
responsible for nominations.

MOTION for CONSIDERATION:

That pursuant to the recommendation of Academic Council, the Board of Governors
hereby approves the updated Governance and Nominations Committee Terms of
Reference, as presented.

SUPPORTING REFERENCE MATERIALS:
e blacklined & clean GNC Terms of Reference
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ACADEMIC COUNCIL
Governance & Nominations Committee

1. TERMS OF REFERENCE

The Governance & Nominations Committee (“Committee”) is a standing committee of
the JOH-university’s Academic Council and is responsible for providing advice to
Academic Council on its governance structure and processes, the nomination and
election of new members, and Academic Council performance.

Specifically, the Committee will have the following responsibilities:

(a) Governance

Advise Academic Council on operations, efficient and effective structures
supporting good governance, and Academic Council’s relationship with other
bodies at the university as established in the JOH-university’s Act and By-Laws;

Advise Academic Council on the establishment, terms of reference, composition,
membership and retirement of its committees, including its own;

Propose, oversee, and periodically review the governance policies of Academic
Council and its committees and make recommendations to Academic Council for
development and revision when appropriate;

Establish, oversee, and periodically review the governance procedures,
guidelines, and directives of Academic Council and revise when appropriate;

Develop, implement and monitor procedures for assessing and/or improving the
effectiveness of Academic Council and its committees; and

Oversee the delivery of programs for the orientation and ongoing education of
members of Academic Council and its committees on good governance
practices.

(b) Nominations

Review and monitor the membership needs of Academic Council and its
committees;

Oversee the process of recruitment, selection, and election of new members of
Academic Council and its committees and recommend appointments for approval
by Academic Council in accordance with the YOlF-university’s Act and By-laws.
In doing so, the Committee shall strive to achieve a balance of skills, expertise,
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and knowledge among its membership, while reflecting the demographic and
cultural diversity of the communities served by the university; and

e Oversee the nomination and selection of Academic Council’s Vice-Chair from
among the members of Academic Council.

2. MEETINGS

The Committee shall meet between six (6) and eight (8) times per year, or otherwise at
the Committee’s discretion. In accordance with the JOH-university’s Act and By-laws,
the Committee shall conduct two types of meetings as part of its regular administration:
Public and Non-Public.

3. MEMBERSHIP
The Committee shall be composed of:

e OneSeven (17) elected Teaching Staff members of Academic CouncilAcademie
T ber. bei i I I If I

memberfrom-each-Faculty
e One (1) Dean

e One (1) student member from Academic Council

Ex-officio

President & Vice-Chancellor (Chair)

Provost & Vice-President, Academic

Staff member of Academic Council (since there is only 1)
Secretary of Academic Council (non-voting)

4. NOMINATION

The-Academic-Council-Executive- Committee-willnominate-mMembers will be
nominated through expressions of interest from Academic Council members. When
nominating candidates, the Academic-Counci-ExecutiveGovernance & Nominations
Committee should ensure the Committee members represent the diverse perspectives
of the different constituencies within the JOH-university community, including a
balanced representation of tenured/tenure-track faculty and teaching faculty.

5. QUORUM
Quorum requires that a majority of the Committee members entitled to vote be present.



ONTARIO TECH BOARD OF GOVERNORS

MEETING SCHEDULE 2020 - 2021

COMMITTEE DATE TIME ROOM
Audit & Finance Committee November 25, 2020 2:00 - 5:00 p.m. ERC 3023
Audit & Finance Committee February 17, 2021 2:00 - 5:00 p.m. ERC 3023
Audit & Finance Committee April 14, 2021 2:00 - 5:00 p.m. ERC 3023
Audit & Finance Committee June 16, 2021 1:00 - 5:00 p.m. ERC 3023
Board of Governors Retreat tbd
Board of Governors December 2, 2020 12:00 - 5:00 p.m. DTB 524
Board of Governors February 25, 2021 12:00 - 5:00 p.m. DTB 524
Board of Governors April 22, 2021 12:00 - 5:00 p.m. DTB 524
Board of Governors - AGM June 24, 2021 9:00 a.m. - 3:00 p.m. DTB 524
(] , Nominati &
overnance, ominations October 22, 2020 2:00 - 5:00 p.m. ERC 3023
Human Resources Committee
(] , Nominati &
overnance, ominations January 28, 2021 2:00 - 5:00 p.m. ERC 3023
Human Resources Committee
(] , Nominati &
overnance, ominations March 30, 2021 2:00 - 5:00 p.m. ERC 3023
Human Resources Committee
(] , Nominati &
overnance, Tominations May 27, 2021 2:00 - 5:00 p.m. ERC 3023
Human Resources Committee
Investment Committee November 12, 2020 2:00 - 4:00 p.m. ERC 3023
Investment Committee February 17, 2021 11:30 a.m. - 1:30 p.m. ERC 3023
Investment Committee June 2, 2021 11:30 a.m. - 1:30 p.m. ERC 3023
Investment Committee August 11, 2021 11:30 a.m. - 1:30 p.m. ERC 3023
Strategy & Planning Committee October 8, 2020 2:00 - 5:00 p.m. ERC 3023
Strategy & Planning Committee January 14, 2021 2:00 - 5:00 p.m. ERC 3023
Strategy & Planning Committee March 18, 2021 2:00 - 5:00 p.m. ERC 3023
Strategy & Planning Committee May 13, 2021 2:00 - 5:00 p.m. ERC 3023
OTHER DATES
CCOU Conference Spring 2021 thd thd
Tribut
Convocation Fall 2020 and Com':trlnieties
June 10 & 11, 2021
Centre
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UNIVERSITY
BOARD REPORT
SESSION: ACTION REQUESTED:
Public X Decision X
Non-Public [] Discussion/Direction []

Information []

TO: Board of Governors
DATE: June 25, 2020
FROM: Doug Allingham, Board Chair
SLT LEAD: Cheryl Foy, University Secretary & General Counsel
SUBJECT: Appointment of Board Secretary for 2020-21

BOARD MANDATE:
e To appoint the Board Secretary in accordance with Article 5.3 of By-law No. 1.

BACKGROUND/CONTEXT & RATIONALE:

e |tis a best practice to annually confirm the appointment of the Secretary of the
Board.

MOTION FOR CONSIDERATION:

That the Board of Governors hereby reappoints Becky Dinwoodie as Secretary of the
Board of Governors from July 1, 2020 until June 30, 2021.



1 OntarioTech

UNIVERSITY

BOARD OF GOVERNORS’ 115" REGULAR MEETING

Minutes of the Public Session of the Meeting of Thursday, April 23, 2020
1:00 p.m. to 2:35 p.m.
Video Conference

GOVERNORS IN ATTENDANCE:

Doug Allingham, Board Chair

Stephanie Chow, Chair of Investment Committee

Francis Garwe, Chair of Governance, Nominations & Human Resources Committee
Thorsten Koseck, Chair of Strategy & Planning Committee
Ligun Cao

Kevin Chan

Owen Davis

Laura Elliott

Ferdinand Jones

Dale MacMillan

Mark Neville

Dietmar Reiner

Maria Saros

Trevin Stratton

Jim Wilson

Lynne Zucker

REGRETS:

Nigel Allen, Chair of Audit & Finance Committee
Kori Kingsbury

Noreen Taylor, Chancellor

BOARD SECRETARY:
Becky Dinwoodie, Assistant University Secretary

UOIT STAFF:

Cheryl Foy, University Secretary & General Counsel

Les Jacobs, VP, Research and Innovation

Barb Hamilton, Assistant to the University Secretary & General Counsel

Krista Hester

Lori Livingston, Provost & VP Academic

Brad Maclsaac, Assistant Vice-President, Planning and Analysis, and Registrar
Susan McGovern, VP External Relations & Advancement

Andrew Gallagher, Interim Chief Financial Officer
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GUESTS:
Shay Babb
Mike Eklund

1. Call to Order
The Chair called the meeting to order at 1:04 p.m.

2. Agenda
Upon a motion duly made, the Agenda was approved as presented.

3. Conflict of Interest Declaration
There was none.

4. Chair's Remarks

The Chair welcomed everyone to the first Board meeting held entirely by video
conference. He thanked Becky for her diligence in coordinating the meeting. He
expressed that he hoped everyone was keeping safe and coping as best they could in
the circumstances. He thanked the governors for making time to participate in the
meeting and ensuring the governance of the university continued during these
unprecedented times. The university needs strong governance now more than ever. The
Chair shared how proud he was of how the university’s governance bodies have
transitioned to virtual meetings, which was made easier by the fact that remote
participation by video conference was implemented a few years ago. He noted that he
heard reports that some other institutions had to scramble to move their meetings online,
whereas our transition was relatively seamless. The university is ahead of the game in
this area, as well as others.

The Chair noted that we are facing uncertain times and it is integral to keep focused on
the university’s strategic priorities. He continues to be impressed and proud of how the
university community is stepping up to support our students, each other and the broader
community.

As previously discussed, as a result of the pandemic, the Board’s meeting agendas are
focused on items requiring approval and other priority matters in order to reduce the
length of meetings, as it is recognized that everyone is dealing with additional
responsibilities.

5. President's Report

The President echoed the Chair's remarks and thanked the Board for their commitment
to the university and ensuring the continued effective governance of the university. He
noted that it was National Volunteer Week and thanked the governors for volunteering
their time to support the university.

The President also thanked the university community for their efforts during this
unprecedented time. He expressed appreciation for everyone coming together as a
community during a public crisis. The university is doing a great job of servicing our
students and the community in a responsible way. There have been some exceptional
contributions that will be recognized when the crisis has passed.



Pandemic Update

The President provided an overview of the university’s pandemic response initiatives. He
thanked the faculty and staff volunteers who participated in the virtual Open House in
March. The work being done shows that our research can contribute to real world
solutions. The President also noted that the Board Chair has been instrumental in
supporting a wastewater testing project, which would be able to give a snapshot in real
time as to whether the virus is present in a community’s wastewater. Being at the forefront
of technology will allow us to differentiate ourselves.

The President informed that Board that all institutions are preparing to be online in the
fall. The majority of institutions would like to return to normal operations. The pandemic
is providing us with an opportunity to learn from the transition online during this term and
to capitalize on enriching the student experience when on campus. In the event that we
are not allowed to return to campus in the fall, we must be ready to be online. By
beginning the planning process in April, we will be well positioned for the fall as compared
to other institutions.

The Chair congratulated the President and the entire institution for stepping up and for
the tremendous work that is being done at the university. It is a great time to be part of
the institution. On behalf of Board, the Chair expressed how proud they are of what
everyone has accomplished. The university’s leadership is ensuring that we are looking
after our students and managing the finances of the institution.

The President responded to questions from the Board. There was a discussion as to
whether any positive cases of COVID had been identified on campus. There was also a
discussion as to the university’s modelling of best case and worst-case scenarios with
respect to enrolment for 2020-2021. Students will be hit hard financially with the loss of
summer jobs and the implications of the pandemic on their parents’ financial status.
Students are looking for some sense of certainty and the sooner we can confirm what we
will be offering in the fall, the better.

6. Academic Council

F. Jones delivered the Academic Council report. Like the Board of Governors,
Academic Council has transitioned to fully virtual meetings and it has been going very
smoothly. Also like the Board, Council meetings and its standing committee meetings
have been focusing on items requiring approval and priority matters in order to reduce
the length of meetings in light of the additional responsibilities people are dealing with.
The Academic Council members have been very committed and engaged in ensuring
the academic governance of the university continues uninterrupted.

F. Jones reported that Council has also undertaken contingency planning and making
decisions to support the pandemic response. Council held three special meetings that
resulted in the following:
e offering our students the choice of either accepting their final course grade
OR credit recognition (PAS) as per our grading protocol for Winter 2020
term only;
e approval to graduate our eligible nurses early so that they can get into the
health care system where they are needed,



e recommendation of amendments to the Academic Council Steering
Committee Terms of Reference to allow the temporary delegation of
Academic Council’s authority to the Steering Committee during an
emergency; and

e temporary delegation of authority to the Steering Committee for a one-
month period to be prepared in the event that Academic Council has
difficulty reaching quorum.

Given the urgency of the contingency planning, the proposed amendments to the
Steering Committee Terms of Reference were presented to the Executive Committee of
the Board for approval and are included in the meeting material for information.

Academic Council will be meeting next week and will be considering a proposal for a
Cybersecurity Institute. It is very timely as there is federal funding available for such an
initiative. In order to meet the funding application deadlines, this proposal might also
require approval of the Executive Committee before the next meeting of the Board in
June.

F. Jones shared that as a faculty member, being led by the team of S. Murphy, L.
Livingston and the Deans, they have been able to make the transition fluidly and he
thanked the senior management team for their leadership.

6.1 Steering Committee Terms of Reference
F. Jones referred the Board to the Terms of Reference, which were included in the
meeting material for information.

7. Co-Populous Report

J. Wilson delivered the co-populous report. Durham College continues to work on a
multitude of activities to support the COVID-19 response efforts. He noted that the college
received a virtual “high five” from Ryan Reynolds for their work on producing face shields.
The college will also be holding a virtual open house on April 25. The recent
announcement regarding the federal government’s assistance for students was greatly
appreciated. There will be a financial aid seminar on April 27. Like the university, Durham
College also established an emergency aid fund for students.

Committee Reports
8. Audit & Finance Committee (A&F) Report

S. Chow delivered the A&F report in N. Allen’s absence. The committee met the previous
week and received an update on the federal and provincial pandemic initiatives, as well
as the initiatives being undertaken by the university that are helping to support the
response to the pandemic. The update included the protocols in place to ensure the
health and safety of those essential workers and others that need to come to campus.
The committee also received a Policy, Compliance and Risk update, which was included
in the meeting material for information. The update includes the risk and policy work
being done in relation to COVID-19.



Finance

8.1 2020-2021 Budget Update

The committee received a budget update. Normally, the Board would be receiving the
budget for approval but rather than taking a snapshot based on pre-pandemic numbers,
the committee agreed to review scenarios. The budget will come back for approval at
the June meeting. S. Chow commented that it is difficult to anticipate the full impact of
the pandemic and acknowledged the tremendous work being done by everyone at the
university to assess and respond to these uncertainties.

L. Livingston and A. Gallagher delivered the budget presentation and responded to
guestions from the committee. There was a discussion regarding whether the university’s
ability to house students affects the projections. L. Livingston advised that the university
is not invested in residences, which are managed by Durham College. Most students will
find residence with independent property owners. It could be an advantage that we are
not overly dependent on revenues from residences. The government announcement of
student bursary programs was positive news and it is estimated that it is four times higher
than any other bursary program.

L. Livingston clarified that the reference to faculty attrition in the presentation refers to
positions that are vacant that either will not be filled or will not be filled until July. Other
positions are vacant staff positions or are coming up for renewal. If positions are not filled
then it will result in a cost savings. L. Jacobs responded to a question about MITACS
and NSERC funding.

There was also a discussion about the potential implications of measures required during
the recovery period, which will likely involve physical distancing when returning to work
(e.g. what that means in terms of space use and additional costs). The university will
have to examine janitorial expenses and is in the early stages of planning for the return
to work and the associated costs.

The Board Chair thanked L. Livingston and A. Gallagher for all the work they have done.

8.2 Project Updates
At the last meeting, the committee received progress updates on the university’s key
capital projects.

New Building:

Over 94% of contracts with the subtrades have come back and we are approximately
$500,000 under budget. On April 3, the government directed the closure of non-
essential construction effective April 4, 2020 for 14 days, with the possibility of an
extension. If construction is shut down for the next month, we have a plan of how the
building could still be up and open for September based on some concurrent
opportunities. Over the next few weeks, the university will be working with Eastern on
different scenarios and by the next committee meeting, we should have a better idea as
to how the project will progress.



ACE Enhancement:

It had been forecasted that the physical works would be completed by July 2020 (4
months behind original schedule), while the integrated commissioning was still on track.
Accordingly, overall completion by September 30, 2020 was achievable. With COVID-
19, the project is anticipated to be further delayed. The forecast completion will be
assessed once the hold directive is removed. If the delay continues, it may impact
revenues that were forecast for next year.

The updates are included in your material for information.
9. GNHR Report

F. Garwe noted the tremendous work being done by the university in supporting the
pandemic response and he applauded the great work being done. He commented that
this presents an opportunity for the university to rise in terms of leadership.

Annual Board Practices Assessment

At the last meeting, the committee directed the Office of the University Secretary and
General Counsel to proceed with conducting the Board’s annual practices assessment
through the OnBoard portal. The assessment is tremendously helpful in setting the
Board'’s priorities for the following year and gives the committee a sense of how the
Board is functioning. This will also provide an opportunity for Board members to provide
feedback on the university’s handling of the pandemic situation and help plan for future
emergency situations. The assessment will be available in OnBoard soon and F.
Garwe asked the governors to complete the assessment by no later than May 7 so that
GNHR may review the results during their meeting on May 14.

Policy Update:

Pandemic Plan

The committee also received a pandemic update in terms of the continuing policy work
and training initiatives. The university is shifting priorities as necessary. The committee
was impressed by the “can do” attitude of the university community and how everyone
has stepped up during this time.

Amendment to Defined Contribution Pension Plan Statement of Investment
Policies and Procedures

The committee also recommended amendments to the defined contribution pension
plan, which are included in the consent agenda for approval. Following a review of the
university’s pension investment funds by Mercer (pension investment consultant), it was
recommended to remove the current Money Market fund and replace it with the
Guaranteed Daily Investment Account. The Statement of Investments Policies and
Procedures has been revised to facilitate the proposed change.

The committee also received the annual pension plan governance report, which was
included in the meeting material for information.



10. S&P Report

At the committee’s last meeting, the committee continued planning for the annual Board
Retreat. In light of the current circumstances, the strategic focus of the retreat will likely
change and we will continue to assess whether the scheduling of the Board retreat
(currently scheduled for the evening of May 27 and morning of May 28) should be
adjusted.

The committee also received an update on the integrated academic research plan, which
was included in the meeting material for reference. The integrated academic plan links
the university’s strategic priorities with the academic side of the house. It is in a new
format, in that it is a rolling plan to allow the university to be nimble. The university will
be actively refreshing the plan to reflect the pandemic.

While going through the process of compiling the plan, the senior leadership team
realized that the vision, mission and values need to be refreshed. There was a similar
discussion in 2017 when updating the university’s Strategic Plan and the decision was to
roll the plan over at that time. Over the past 18 months, the President released the
university priorities and all units worked on developing the 2020 Integrated Plan. Upon
reviewing the unit submissions, there is a belief that the mission and vision should be
updated to better capture the university’s current direction. The Strategy and Planning
Committee supported the proposal to proceed with consulting with the university
community and refreshing the university’s mission, vision and values to better reflect the
university’s strategic priorities and direction.

10.1 Endowment Disbursement Report

Upon a motion duly made by M. Saros and seconded by K. Chan, pursuant to the
recommendations of the Strategy & Planning Committee, Audit & Finance Committee,
and Investment Committee, the Board of Governors approved the disbursement of up to
$725,000 from Endowment Funds for distribution as student awards in 2020-21.

11. Consent Agenda:

Upon a motion duly made by L. Zucker and seconded by M. Neville, the Consent Agenda
was approved as presented.

11.1 Technology Use Policy

11.2 Amendment to Defined Contribution Pension Plan Statement of Investment Policies
and Procedures

11.3 Minutes of Public Session of Board Meeting of February 27, 2020*

11.4 Minutes of Public Session of A&F Meeting of February 19, 2020*

11.5 Minutes of Public Session of GNHR Meeting of January 16, 2020*

11.6 Minutes of Public Session of S&P Meeting of January 30, 2020*



12. Information ltems:

A&F

12.1 Policy, Compliance & Risk Report

12.2 New Building Project

12.3 ACE Enhancement Project

12.4 AVIN Update

GNHR

12.5 Annual Pension Plan Governance Report
S&P

12.6 Integrated Academic Plan

13. Other Business

14.  Adjournment
Upon a motion duly made by L. Zucker and seconded by M. Saros, the meeting adjourned

at 2:36 p.m.

Becky Dinwoodie, Secretary
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UNIVERSITY

BOARD OF GOVERNORS
Audit & Finance Committee

Minutes of the Public Session of the Meeting of Wednesday, April 15, 2020
2:00 p.m. to 3:30 p.m.
Videoconference

Attendees: Nigel Allen (Chair), Doug Allingham, Stephanie Chow, Dale MacMillan,
Steven Murphy, Dietmar Reiner

Staff: Becky Dinwoodie, Cheryl Foy, Andrew Gallagher, Lori Livingston,
Brad Maclsaac, Susan McGovern, Pamela Onsiong

1. Call to Order
The Chair called the meeting to order at 2:00 p.m.

2. Agenda
Upon a motion duly made by S. Chow and seconded by S. Murphy, the Agenda was
approved as presented.

3. Conflict of Interest Declaration
There were none.

4. Chair's Remarks

The Chair noted the strange times we are living in and how virtual meetings are becoming
the norm. Everyone is adapting and moving on as best they can. The community is
facing a tremendous amount of uncertainty as to what the future looks like. This
uncertainty is causing some angst. Everyone is working together to move forward. The
Chair acknowledged the good work of the team as they handle the crisis.

5. President’s Remarks

The President updated the committee on the university’s COVID19 response initiatives.
The university is active on a number of fronts, including working with OPG and GM on
designing and producing face shields, and working on producing an Ontario Tech
designed ventilator. The Faculty of Health Sciences has exhausted their supply of PPE.
Further, Academic Council passed a motion allowing our nursing students to graduate
early and join health care service teams on the front lines. So many students have
volunteered to participate in these COVID19 initiatives that some have had to be turned
away. The university is also in the initial phases of a wastewater project proposal.
Examining whether COVID19 is in the waste water system has been proven to be an
effective way of determining how the virus is progressing through the community and
when it has left the community. The initial response from the provincial government
regarding this proposed project has been positive.
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The President noted the tremendous amount of uncertainty facing the university
community. The COVID crisis will have significant financial consequences for students
and their families. The university’s financial situation was not ideal before the pandemic
and is less so as a result of the pandemic. The situation will provide the university with
an opportunity to differentiate itself by being at the forefront of technology and offer an
enhanced hybrid model of learning. An enhanced hybrid model would make core course
content available online and provide students with intensive experiential learning
opportunities on campus. The goal is to have all courses ready for online for the fall and
then transition to a hybrid model when possible. Other institutions have expressed a
desire to return to “normal” and we are unsure of whether that will even be possible. The
President remarked that what we will be able to offer in September will be a differentiator
for the university and will continue to improve over time. We cannot underestimate how
difficult the next few years will be, but it helps to have a plan as to how to move forward.

5.1 Pandemic Update — Federal & Provincial Financial Initiatives & Community
Initiatives

L. Livingston discussed how the university has differentiated itself, so far. The university
was one of the first to make the decision to move courses entirely online and the transition
was relatively seamless compared to the experience of other institutions in the province.
This speaks volumes to the good will of our faculty, staff and students. Approximately
94% of the university’s courses were already linked to the learning management system
before the pandemic. Because of the university’s TELE program, almost all of our
students already had a laptop prior to the pandemic. As a young institution, we have a
culture of embracing technology. Other institutions have struggled with transitioning to
online exams; whereas the university already had an exam monitoring software in place
for online exams.

A communication was sent out to the institution that morning about the plans to transition
online and the hybrid approach. The intention was to inform faculty about going online
for the fall as soon as possible to provide them with time to prepare. S. Murphy shared
that university Presidents have been meeting several times a week since the crisis began.
While there was a desire among many in the group to wait to make announcements until
June 1, waiting until then would preclude the university from moving quickly.

C. Foy provided an overview of the risks related to the pandemic. She responded to
guestions from the committee. There was a discussion regarding the measures in place
to ensure the safety of individuals on campus. C. Foy explained the clearance protocols
in place, which include a list of individuals allowed to be on campus. Physical distancing
is required and there are signs posted to remind people of that requirement. A question
was asked about whether members of the senior leadership team are doing periodic visits
to campus. C. Foy advised that the Director of Risk has been on site periodically. The
focus has been to demonstrate that if individuals can work from home, they should be
working from home and the senior leaders are leading by example.

There was also a discussion about the implications of having a shared campus during
this time. C. Foy advised that the university has been working closely with Durham
College and it is going smoothly. The institutions have a shared Emergency Response
Team and the Risk Directors and communications teams have also been working closely
together.



6. Finance

6.1 2020-2021 Budget

The Chair introduced the budget presentation. He noted that it is difficult to anticipate the
full impact of the pandemic and he acknowledged the tremendous work being done by
everyone at the university to assess and respond to these uncertainties.

L. Livingston and A. Gallagher delivered the budget presentation and responded to
guestions from the committee. L. Livingston noted that the financial status of students is
uncertain given the limited summer employment opportunities available and parental
supports may be reduced as a result of the pandemic. For our faculty and international
students, travel restrictions will likely be in place for the foreseeable future. The Ministry
of Colleges and Universities asked Ontario institutions for their top three priorities and
ours included student support. S. Murphy added that the Executive Heads have also
raised the issue of student support at the federal level.

A. Gallagher reviewed the short-term impact of the pandemic on the university’s finances.
An initial impact assessment suggests the university faces a sizeable deficit in the short
to medium term ($3M in 2020-21 and $11.2M cumulatively in the next three years).
Establishing the traditional $2.5M building reserves is no longer feasible for the next three
years. He advised the committee that this is the initial draft and the budget will continue
to be updated as new information becomes available. The plan is to return to the
committee with a full budget presentation for recommendation at the June meeting. If
new information becomes available before then, a meeting in May might be required.

There was a discussion regarding potential financing options for the new building project,
which include obtaining a loan or relying on an existing line of credit. A member of the
committee asked whether any consideration has been given to changing the scope of the
new building project to reduce the costs. B. Maclsaac advised that they are working with
Eastern and all options are on the table.

A question was also raised about whether the pandemic situation will affect the timing of
the audited financial statements. A. Gallagher informed the committee that they are
proceeding with the proposed timeline and the goal is to present the audited financials at
the June meeting.

L. Livingston discussed the strategic response to survive the short-term, which includes:
e commence capital financing discussions for the new building $25M;
e retaining current students; and
e attracting new students.

She also discussed the university’s positioning for the future, which involves:
e organization and process redesign for course delivery;
e assessing our existing “brick and mortar” capital assets; and
e post-pandemic strategy for new programs and research priorities.



7. Project Updates

7.1  New Building

B. Maclsaac provided a status update on the new building. Over 94% of contracts with
the subtrades have come back and we are approximately $500,000 under budget. On
April 3, the government directed the closure of non-essential construction effective April
4, 2020 for 14 days, with the possibility to extend. If construction is shut down for the next
month, there is a plan for how the building could still be up and open for September 2021
based on some concurrent opportunities. Over the next few weeks, the university will be
working with Eastern on different scenarios.

7.2  ACE Enhancement

It had been forecasted that the physical works would be completed by July 2020 (4
months behind original schedule) while the integrated commissioning was still on track,
thus overall completion by September 30, 2020 was achievable. With COVID19, the
project is anticipated to be further delayed. The forecast completion date will be assessed
once the hold directive is removed. If the delay continues, it may impact revenues that
were forecast for next year. There was a discussion regarding whether there would be
an opportunity to tap into stimulus funding for any of the university’s capital projects.

8. Compliance & Policy

8.1 Policy, Compliance & Risk Report

C. Foy provided an overview of the report. She informed the committee that the
Controlled Goods project had been completed. She also discussed the work being done
related to COVID19.

9. Consent Agenda:
Upon a motion duly made by D. MacMillan and seconded by S. Chow, the Consent
Agenda was approved as presented.

9.1 Minutes of Public Session of Meeting of February 19, 2020
9.2 Technology Use Policy

10. For Information:
10.1 AVIN Update

11. Other Business
12.  Adjournment

Upon a motion duly made by D. Allingham and seconded by D. MacMillan, the public
session adjourned at 3:40 p.m.

Becky Dinwoodie, Secretary
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UNIVERSITY

BOARD OF GOVERNORS
Governance, Nominations & Human Resources Committee

Public Session Minutes of the Meeting of Thursday, March 26, 2020
2:00 p.m. to 2:35 p.m.
Videoconference

Members: Francis Garwe (Chair), Doug Allingham, Laura Elliott, Steven Murphy
Staff : Jamie Bruno, Becky Dinwoodie, Cheryl Foy, Lori Livingston

Regrets: Kori Kingsbury, Trevin Stratton, Maria Saros

Guests: Chelsea Bauer & Christine McLaughlin (Ontario Tech FA)

1. Call to Order
The Chair called the meeting to order at 2:02 p.m.

2. Agenda

The Chair noted that a revised agenda was circulated earlier that week. A request was
made to add an item to the non-public session regarding the 2020 Student Governor
Election.

Upon a motion duly made by D. Allingham and seconded by L. Elliott, the Agenda was
approved as amended.

3. Conflict of Interest Declaration
There was none.

4. Chair's Remarks

The Chair discussed the unprecedented circumstances facing everyone. The university
community has stepped up to ensure our students and community are being supported.
He reported that he has heard positive stories about the support being provided to
international students during this time.

The Chair advised that in order to help get through this time, the Board and its committees
will be focusing on items requiring approval and other priority matters. Recognizing that



individuals are dealing with other pressing demands and additional responsibilities, we
want to minimize the time required for meetings.

5. President's Remarks

The President expressed his appreciation for the committee members attending the
meeting. He acknowledged their volunteer contributions, which have been outstanding
on the part of all governors.

The President reported that the faculty, staff and students are working incredibly hard to
make the transition to online learning a lot smoother than what other institutions are
dealing with. He acknowledged the entrepreneurial spirit of our faculty and students.
Despite the fact that people are juggling many responsibilities and dealing with the stress
of the pandemic itself, the community has come together and we are seeing the best of
the human spirit coming out. The university is being flexible with academics, staff
members, and students to ensure our students may finish the term while minimizing
stress.

Efforts are being made to look at how the university can use its strengths to support the
community and province. The President advised that there are two different groups
working on face shields for the health sector and that one design was just approved by
Health Canada. The university is also working with GM on ventilator production. This is
important work, which is being done on a voluntary basis. Our nursing students are also
ready to help out on the front lines. All of these initiatives demonstrate the university’s
“tech with a conscience”. It is important to demonstrate our values in addition to talking
about them. These initiatives show that our research matters and can be put into practice.

Both of the university’s governance bodies are addressing the crisis by focusing on
priority matters that need to be advanced in order to reduce the length of meetings.
Academic Council will also be considering changes to its Steering Committee Terms of
Reference to allow for timely decisions to be made.

The President responded to questions from committee members. There was a discussion
regarding the team effort in designing and sourcing parts for the ventilators. L. Elliott
thanked the President and staff for the work they are doing to keep the operations going
and the generosity of the university community in helping out with the pandemic response.

6. Governance:
6.1 Board Engagement:

(@) Annual Board Practices Assessment

C. Foy reviewed the annual practices assessment process and asked for the committee’s
direction on whether the annual assessment should be conducted this year. Proceeding
with the assessment would also provide Board members with an opportunity to give
feedback on how they feel the pandemic is being handled by the university and offer



suggestions for improvement. The assessment results are also used to guide the Board
priorities for the upcoming year. The committee supported proceeding with the annual
assessment unless the pandemic situation escalates.

C. Foy advised the committee that in terms of governance, the university is at an
advantage as we had already transitioned to BlueJeans video conferencing and the
OnBoard portal while other institutions have been experiencing challenges with the switch
to virtual meetings.

6.2 Policy Update:

(@) Pandemic Plan

C. Foy reported that the Office of the University Secretary and General Counsel (USGC)
is using this time to continue priority policy work and advance key policies (e.g.
Technology Use Policy, Code of Ethics, IP Policy, etc.). The USGC team is also focusing
on training initiatives.

C. Foy discussed how the work the Board has undertaken on governance and risk
management has put the university in a good position with respect to its pandemic
response. A pandemic plan was already in place and only had to be updated. This
preparedness allowed the senior leadership team to make quick decisions with respect
to essential resources. Further, steps were taken several weeks ago to ensure staff had
VPN access and could work from home. C. Foy attributed this to the “can do” attitude of
all team members.

D. Allingham added that the university has a strong leadership succession plan in place
in case members of the senior leadership team fall ill. He also commented that while it is
not the Board’s role to be involved in the day to day operations of the university, the Board
has the important responsibility to provide oversight and support. D. Allingham confirmed
that the Board is aligned with management on the university’s short and medium term
goals. If necessary, the Board could meet more frequently to provide support to the staff.
It is integral to ensure the staff have adequate resources and support, including mental
health support. D. Allingham encouraged the staff to reach out if they need support. Itis
also important to have an appropriate communications plan in place for students, staff,
faculty, and government.

There was a discussion regarding the university’s business continuity plan and the extent
of joint planning being done with Durham College.

7. Consent Agenda:
Upon a motion duly made by D. Allingham and seconded by L. Elliott, the items on the
Consent Agenda were approved, as presented.

7.1 Amendment to Defined Contribution Pension Plan Statement of Investment
Policies and Procedures
7.2  Minutes of the Meeting of January 16, 2020
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8. For Information:
8.1 Annual Pension Plan Governance Report

9. Other Business

10 Adjournment
Upon a motion duly made by L. Elliott, the meeting adjourned at 2:36 p.m.

Becky Dinwoodie, Secretary

Mo
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UNIVERSITY

BOARD OF GOVERNORS
Strategy & Planning Committee (S&P)

Minutes of the Public Session of the Meeting of Wednesday, April 8, 2020
3:30 p.m. to 4:25 p.m.
Videoconference Only

Members: Thorsten Koseck (Chair), Doug Allingham, Liqun Cao, Kevin Chan,
Owen Davis, Steven Murphy, Jim Wilson, Lynne Zucker

Staff: Becky Dinwoodie, Cheryl Foy, Andy Gallagher, Les Jacobs,
Lori Livingston, Brad Maclsaac, Sue McGovern

1. Call to Order
The Chair called the meeting to order at 3:30 p.m.

2. Agenda
Upon a motion duly made by O. Davis and seconded by L. Zucker, the Agenda was
approved as presented.

3. Conflict of Interest Declaration
There were none.

4, Minutes of Public Session of Meeting of January 30, 2020
Upon a motion duly made by J. Wilson and seconded by L. Zucker, the Minutes were
approved as presented.

5. Chair's Remarks

The Chair thanked everyone for participating in the meeting given the uncertain times.
He encouraged everyone to listen to the advice of our medical leaders and to continue to
adhere to the social distancing guidelines, especially over Easter weekend.

6. President's Remarks

The President also thanked the committee members for their commitment to good
governance during this time. He updated the committee on the status of the university’s
SMAS. He reported that all universities had submitted their plans and that none had yet
received sign off by the government. With the COVID situation and continued uncertainty,
institutions need to be able to reassess how the proposed measures are doing compared
to how they thought they would do. A request has been made to the government to
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postpone the finalization of the SMAS for a year. Currently, institutions have until the fall
to review the proposed measures and reassess them given the change in circumstances.

The President discussed the various COVID-19 response initiatives in which the
university is involved. There are a large number of students looking to volunteer to assist
with 3D printing and their enthusiasm must be balanced with the need to keep them safe
through physical distancing.

The President also discussed the opportunity he sees to learn from the transition to online
learning this semester and move to increased modes of hybrid teaching. This would
differentiate us from other institutions. The faculty will be asked to prepare their courses
to be entirely online for the fall. The fall courses will be rolled out using the new learning
management system, Canvas. The President explained the hybrid model, which involves
making as much content available online as possible and providing value add
experiences for students when they are on campus. The President remarked that the
pandemic will push people into the digital world and we can be leaders in that space.

The upcoming year will be a difficult one financially and otherwise as we deal with
uncertainty. It is integral to plan for better times three to four years from now.

The President responded to questions from the committee. The committee discussed
how to maintain a sticky campus with remote learning. While subject content will be
delivered online, students will adapt to the expectation that they need to demonstrate
what they have learned when on campus. There was also a discussion as to whether the
transition would reduce costs for students. The President explained that the savings
would be offset by the costs of resources required to support the transition. Further, there
is not much cost savings to be had since 80-85% of the university’s costs are allocated
to salaries. There will be an opportunity to look at teacher to student ratios differently.
The committee also discussed the transition to the new learning management system
and its timeliness for the move online.

7. Planning

7.1 Board Retreat Planning

The President proposed that it would be timely to discuss the hybrid form of learning with
the Board. It would be helpful to hear from governors regarding their own professional
development activities, the experiences of their children, and content delivery. It would
be helpful to get a sense of everyone’s experiences and try to minimize blind spots,
ensuring that we create something meaningful to the working world.

There was discussion as to whether there is an expert speaker that could help set the
tone for the retreat. The President advised that it would be helpful to have a speaker
looking at the sector in terms of disruption, possibly offering a private sector perspective.

The committee also discussed the importance of cybersecurity. It would also be helpful
to think more broadly about other sectors and their innovations during this time. The
committee also considered whether to proceed with the retreat in a virtual format or
postpone it until the Board could meet in person.



8. Advancement

8.1 Endowment Disbursement Report

A. Gallagher provided an overview of the endowment disbursement report and
recommendation. He provided an update on the performance of the university’s
investment portfolio in the recent volatile times (down approximately 7%).

(L. Cao joined at 4:08 p.m.)

A. Gallagher informed the committee that there was a discussion regarding whether the
recommended disbursement level could be sustained going forward. The committee
discussed whether the recommended disbursement amount should be increased in light
of the pandemic crisis. A. Gallagher explained that many of the endowments have
specific criteria that must be met and it is sometimes difficult to fulfill all of the criteria.

Upon a motion duly made by K. Chan and seconded by O. Davis, the Strategy & Planning
Committee recommended the disbursement of up to $725,000 from Endowment Funds
for distribution as student awards in 2020-21.

9 Strategy

9.1 Integrated Planning Update

L. Livingston provided an update on the progress on the integrated academic plan, which
links the university’s strategic priorities with the academic side of the house, as well as
research priorities. The plan is set out in two documents, a shorter external facing
document and a longer internal facing one. The Integrated Academic Plan (IAP) was
presented to Academic Council for consultation in February.

L. Livingston advised the committee that while going through the process of compiling the
IAP, it was recognized that the university’s vision, mission and values need to be updated.
A similar discussion occurred in 2017 while updating the university’s Strategic Plan and
it was decided to roll the vision, mission and values over.

The Board of Governors is responsible for governing and managing the university, which
includes the power to determine the mission, vision and values of the university subject
to the duty to consult. The senior leadership team is seeking the committee’s support to
proceed with a reevaluation and refresh of the university’s mission, vision and values. L.
Livingston walked through the proposed consultation and approval pathway with the
committee.

L. Livingston responded to questions from the committee. She informed them that the
new format used for the IAP is that it is a rolling plan, which will allow the university to be
nimble. The IAP will be actively refreshed to reflect the changing circumstances of the
pandemic. There was a discussion regarding student participation in the consultation
process. L. Livingston confirmed that they would actively work with the university’s
Student Union to solicit input, as well as receiving feedback from student members of
Academic Council and Faculty Councils.

10. Other Business
The Chair shared a photo of face shields being assembled at GM and being distributed
through the university. He thanked the university and the leadership team for this
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contribution. O. Davis advised that the Student Union will be donating $23,000 towards
student emergency food bursaries.

11. Adjournment

Upon a motion duly made by K. Chan and seconded by O. Davis, the meeting adjourned
at4:22 p.m.

Becky Dinwoodie
Secretary
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UNIVERSITY

BOARD OF GOVERNORS
Investment Committee
Minutes of the Public Session of the Meeting of February 19, 2020
ERC 3023, 11:50 a.m. — 12:25 p.m.

Members: Stephanie Chow (Chair) (videoconference), Doug Allingham, Ferdinand
Jones, Thorsten Koseck, Mark Neville, Maria Saros (videoconference),
Steven Murphy

Staff: Becky Dinwoodie, Cheryl Foy, Andrew Gallagher

Guests: Leila Fiouzi and Connor Glassco (PH&N)

1. Call to Order
The Chair called the meeting to order at 11:53 a.m.

2. Agenda
Upon a motion duly made by F. Jones and seconded by M. Saros, the Agenda was
approved as presented.

3. Conflict of Interest Declaration
There was none.

4, Minutes of Public Session of Meeting of November 20, 2019
Upon a motion duly made by T. Koseck and seconded by D. Allingham, the Minutes were
approved as presented.

5. Chair's Remarks
The Chair welcomed the members to the first committee meeting of 2020. She reminded
members to ask confidential questions during the non-public session.

6. Investment Review

6.1  Third Quarter Investment Review

L. Fiouzi reviewed the portfolio’s performance during the third quarter. The portfolio’s
investment account approximately was at approximately $28.3m and cash account was
at approximately $485,000. The cash account is composed of realized gains, interest
and dividends. L. Fiouzi noted the performance was -0.56% below benchmark during the
last quarter and +0.74 since inception. Having an allocation in the market neutral equity
fund during a buoyant market negatively affected the performance of the portfolio. She
also noted that the investment management fees are 36 basis points.
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Shortly after the last meeting, the committee decided to remove the market neutral equity
fund from the portfolio. L. Fiouzi reviewed the updated asset allocation and discussed
the characteristics of the mortgages fund. The total distributions for 2019 were $950,084.
A committee member asked if PH&N could report on the distributions for previous years
to allow for a comparison.

6.2 Statement of Investment Policies (SIP) Amendments

L. Fiouzi provided a high-level overview of the proposed amendments to the SIP. She
clarified that there is an Offering Memorandum for the real estate fund and would be
happy to provide it to the committee. L. Fiouzi explained the reasoning for removing the
section in 5.2 relating to derivatives. The committee discussed revising the language to
remove the reference to Canadian in section 5.1. There was also a discussion about the
allocation of 15% to mortgages. L. Fiouzi advised that mortgages are an inherently illiquid
asset class and PH&N is conscious to not have more in mortgages than in liquid bonds.
There was also a discussion regarding the recommended range (0-20) and whether it
would be best to have the full allocation now or to wait. L. Fiouzi advised that she would
support the SIP being changed to the range of 0-20%, which would allow the committee
to make the decision down the road.

A friendly amendment was proposed to remove “Canadian” from section 5.1(e). L. Fiouzi
clarified that Direct Real Estate Equity should be defined as “commercial investment
grade income-producing real estate.”

Upon a motion duly made by T. Koseck and seconded by M. Neville, the proposed
amendment to section 5.1(e) was approved.

A second friendly amendment was proposed to change the range of alternative
investments from 0-15 to 0-20.

Upon a motion duly made by D. Allingham and seconded by M. Neville, the proposed
amendment to change the range to 0-20 was approved.

Upon a motion duly made by S. Chow and seconded by M. Neville, pursuant to the
recommendation of PH&N, the Investment Committee recommended the proposed
amendments to the Statement of Investment Policies, as amended, for approval by the
Board of Governors in order to allow for investments in Direct Real Estate Equity.

6.3 Disbursement Committee Recommendation

A. Gallagher presented the disbursement recommendation. The committee discussed
whether the university would be able to continue to disburse at least $725,000 going
forward. The committee noted that they would like to see the disbursement amount
continue to be maintained or be increased. L. Fiouzi confirmed that the recommended
amount would be a comfortable draw. There was a discussion regarding what the
additional $100,000 would be used towards. S. Murphy clarified that the disbursement



must be allocated to bursaries. There are some bursaries that have requirements that
are more flexible than others.

Upon a motion duly made by F. Jones and seconded by M. Neville, the Investment
Committee recommended the disbursement of up to $725,000 from Endowment Funds
for distribution as student awards in 2020-21 for approval by the Board of Governors.

7. Other Business

8. Adjournment

There being no other business, upon a motion duly made, the public session adjourned
at12:42 p.m.

Becky Dinwoodie, Secretary
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UNIVERSITY
COMMITTEE REPORT
SESSION: ACTION REQUESTED:
Public X Decision
Non-Public [] Discussion/Direction []
TO: Audit & Finance Committee (A&F)
DATE: November 20, 2019
FROM: Cheryl Foy, University Secretary & General Counsel
SUBJECT: Review of A&F Terms of Reference

COMMITTEE MANDATE:
e As part of the committee’s mandate, it must conduct a periodic review of its Terms
of Reference (ToR) and recommend revisions to the Board when appropriate.
e We are seeking the committee’s recommendation of the proposed amendments
to the A&F ToR.

BACKGROUND/CONTEXT & RATIONALE:
e We reviewed A&F’s ToR in the context of the new brand, as well as any
comments received since they were last updated in November 2018.
e The proposed amendments are editorial in nature.

COMPLIANCE WITH POLICY/LEGISLATION:
e this is compliant with the Act and By-laws

NEXT STEPS:
1. If A&F supports the proposed amendments to the its ToR, the amended version
will be presented to the Board for approval on November 28, 2019.

MOTION:

That the Audit & Finance Committee (A&F) hereby recommends the proposed
amendments to the A&F Terms of Reference, as presented, for approval by the Board of
Governors.

SUPPORTING REFERENCE MATERIALS:
e Dblacklined version of A&F Terms of Reference
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UNIVERSITY

BOARD OF GOVERNORS
Audit and Finance Committee

1. TERMS OF REFERENCE

The Audit and Finance Committee is a standing committee of the YOH-university’s
Board of Governors and is responsible for overseeing the financial affairs of the
university with respect to all auditing, financial reporting and internal systems and
control functions, budget approvals, risk management, and other internal and external
audit functions and activities at the university. The Committee will report and make
recommendations to the Board of Governors regarding these and other related matters.

The Committee shall also consider such other matters that are delegated to the
Committee by the YOIFBoard of Governors, including special examinations as may be
required from time to time, and if appropriate retain special counsel of experts to assist.

Specifically, the Audit and Finance Committee shall have the following responsibilities:

a. Finance
i)  Ensuring fiscal responsibility with respect to the financial resources of the
university, including:
1) Reviewing and recommending approval of the annual operating budgets,
capital budgets, tuition fees and ancillary fees;
2) Reviewing on a quarterly basis financial statements and financial
performance against budget;
3) Reviewing policies on financial administration and recommending their
approval by the Board;
4) Reviewing and monitoring all long-term debt and providing
recommendations as appropriate; and
5) Providing financial oversight for major capital projects, auxiliary
operations, and structures.

b. Audit and Financial Reporting

i)  Ensuring that appropriate financial controls, reporting processes and
accountabilities are in place at the university, including:
1) Appointing the external auditor, and approving the fee for such service;
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ii)

ii)

2.

The Committee shall meet at least four (4) times per year, or otherwise at the
Committee’s discretion. In accordance with the YoH-university’s Act and the Board of

2) Reviewing the external auditor’s letter of engagement, independence, and
the scope of services;

3) Reviewing the external auditor's comprehensive audit plan, scope of the
examination, and the nature and level of support to be provided by the
internal audit function;

4) Meeting with the external auditor, independent from management, to
review audit results and when planning the upcoming audit year;

5) Assessing the performance of the external audit function; and

6) Providing an avenue of communication between the external auditor,
management and the Board of Governors.

Reviewing and recommending to the Board approval of the university’s annual
audited financial statements, as well as reviewing significant findings or
recommendations submitted by the external auditor.

Overseeing the provision of internal and external audit functions at the university,
including annual reviews, area specific evaluations, functional assessments and
process appraisals

Risk Management

Reviewing and approving the risk management process at the university that
ensures that appropriate processes are in place to determine management’s risk
parameters and risk appetite.

Monitoring and ensuring that appropriate processes are in place to identify,
report and control areas of significant risk to the university and ensuring that
appropriate mitigative actions are taken or planned in areas where material risk is
identified.

Receiving regular reports from management on areas of significant risk to the

university, including but not limited to legal claims, development (fundraising
activities), environmental issues, health, safety and other regulatory matters.

MEETINGS

Governors Meeting Policy and Procedures, the Committee shall conduct three types of
Meetings as part of its regular administration: Public, Non-Public and In Camera (when
required).

3.
The Committee shall be composed of:

MEMBERSHIP

November 2018



e Between three (3) and seven (7) external governors
e Up to three (3) elected governors

At least one member of the committee shall have an accounting designation or related
financial experience.

All members of the committee shall be financially literate and have the ability to read
and understand the university’s financial statements, or must be able to become
financially literate within a reasonable period of time after his/her appointment to the
Committee. In this regard, the Chief Financial Officer or other financial expert will
ensure that each new member receives appropriate training in reading and
understanding the financial statements.

4. QUORUM

Quorum requires that half of the Committee members entitled to vote be present.

November 2018
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1 OntarioTech

UNIVERSITY

BOARD REPORT
SESSION: ACTION REQUESTED:
Public X Decision []
Non-Public [] Discussion/Direction []

Information X
Financial Impact [ ] Yes [X] No Included in Budget [ ]Yes [ ]No
TO: Board of Governors
DATE: June 25, 2020
FROM: Audit & Finance Committee
SLT LEAD: Cheryl Foy, University Secretary and General Counsel
SUBJECT: Compliance, Risk and Policy Update

COMMITTEE MANDATE:
e The Audit and Finance Committee is responsible for overseeing risk
management, and other internal systems and control functions at the university.
This oversight includes receiving regular reports from management on areas of
significant risk to the university including regulatory matters, as well as policy
development and approvals at the university, in accordance with the Policy
Framework.

BACKGROUND/CONTEXT & RATIONALE:
e The purpose of this Report is to provide the Board with an update on the status
of compliance, risk and policy development activity being undertaken by the
Secretariat.

Policy Update

e Over the period June 1, 2019 to May 31, 2020 year, 40 new or amended policy
instruments have been approved in accordance with the Policy Framework, up
from 23 in the prior year. Additionally, 80 editorial amendments have been
approved by policy owners, as part of a project to refresh the branding of the
University within policy instruments. A list of policy approvals by Approval
Authority is attached as Schedule A and a list of editorial amendments by policy
owners are attached as Schedule B.



e As the Policy Framework has developed and been more widely-adopted, the
university community has identified documents that should properly be considered
policy instruments because they require both consultation and approval. Such is
the case with the academic regulations within the undergraduate and graduate
calendars. These regulations properly fall within the category of academic policy
instruments. Over the past two years, the Secretariat worked with Registrar’s
Office, School of Graduate and Postdoctoral Studies, and the Centre for
Institutional Quality Enhancement to identify and extract academic policy
instruments from the calendars. Academic Council has approved or been
consulted on this project as it has progressed. Much work has been done to fold
in most of the undergraduate and some of the graduate policy instruments. To
wrap up the project, work will focus on the remaining graduate policy instruments
in the coming year.

e The Secretariat will continue to provide support in the development of new or
amended policy instruments that will facilitate increased remote work and remote
learning during the 2020-21 academic year. Areas of focus are expected to
include: workplace health and safety, privacy, remote hearings.

e The tables below track support of policy instrument development provided by the
Office of the University Secretary and General Counsel over the past five years.

TABLE 1: Overall Policy Support 2015-16 to 2019-20

Year Drafting Recommendations | Advice

2015-16 17 23 18

2016-17 6 11 5

2017-18 8 28 29

2018-19 23 35 42

2019-20 18 54 10
TABLE 2: Policy Support by Unit June 1, 2019 to May 31 2020

Unit Drafting Recommendations | Advice

University Secretary | 96 *

and General Counsel

Student Life 6 3

Research Services 8

Centre for Institutional 8

Quality Enhancement

External Relations 6

Finance S

Human Resources 1 1

IT Services 1

Graduate Studies 10

Registrar’s Office 10 3

Teaching and Learning 4

* Includes 80 editorial amendments to policy instruments.




Privacy Update

The Secretariat is providing support to facilitate the use of remote working and
learning tools in accordance with compliance obligations under Ontario privacy
law. We are supporting communication and education efforts to ensure that
faculty and staff can continue to make informed decisions about which tools to
use. We are facilitating privacy impact assessments and policy instrument
development for the use of new software tools on an as-needed basis.

We have completed an assessment of Google Meet video conference software
for the purposes of advising appointments and clinical use. We are developing
policy instruments to support the use of these tools for clinical use in compliance
with PHIPA.

We are working with staff in SAS to develop privacy-protective processes for
scanning and remote sharing of student case files.

We are starting an initiative to provide written advice to all staff members on a
regular basis through the distribution of Privacy Bulletins.

The table below tracks access to information requests and privacy breaches the
Secretariat has addressed this year to-date and the previous two calendar years.

TABLE 3: Privacy Activity by year, calendar year 2018-2020

Category Calendar year Calendar year Calendar year
2018 2019 2020 YTD

Breaches 11 16 7

investigated

Requests for 11 9 2

personal

information

Requests for 3 3 1

general

information

Requests resolved | 3 9 0

informally

3'd party 2 1 0

notifications

e The report considers the University’s compliance obligations under the Freedom
of Information and Protection of Privacy Act. There have no instances of non-

compliance with legislated timelines in the year to date

Attachments:

e Schedule A) List of policy approvals June 1, 2019 to May 31, 2020




Schedule B) List of editorial policy approvals, February 18, 2020
Schedule C) List of Policy projects in progress, as of June 1, 2020

Compliance Update

Accessibility

For the period covering June 1, 2019-May 31, 2020, Compliance worked with
internal stakeholders to confirm and address gaps in compliance with the
Accessibility for Ontarians with Disabilities Act. Policy and procedure updates
were completed, along with the development and publishing of the University’s
Multi-Year Accessibility Plan 2020-2025 (see “Schedule “D”). The Accessibility
Working Group was re-established as a cross-functional committee that will help
develop accessibility commitments and support the university’s accessibility
strategy through its five (5) year action plan. Regulatory reporting requirements
were met well before the December 31, 2019 deadline, with internal stakeholders
providing attestations on departmental policies, procedures and practices that
demonstrates the university’s compliance.

Controlled Goods

The USGC has completed the 2019 Controlled Goods Audit. Findings and
recommendations have been approved by the President and Vice President,
Research and Innovation. Findings have also been presented to the Faculty of
Energy Systems and Nuclear Science to present results and introduce the path
forward-the Controlled Goods Compliance Program (including Policy, Security
Plan and cross-functional procedures). The Controlled Goods Program Policy
has been presented to PAC and is currently in online consultation. Further
consultation is expected to commence in September 2020, with the Research
Board. Compliance is continuing to work with various departments including:
Procurement, IT Procurement, International and ORS to collaborate and develop
supporting procedures.

Copyright

An institutional Copyright Strategy has been developed and approved by the
Senior Leadership Team. The plan contemplates a three-year compliance plan,
taking into account the blended learning model and the implications of the
increased use of technology. Compliance will be working with various
stakeholders to build a robust copyright management program.

Attachments:
Schedule D) Ontario Tech University Multi-Year Accessibility Plan 2020-2025
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Schedule A: Policy Instrument Approvals —June 1, 2019 to May 31, 2020

Legal, Compliance and Governance Policies, approved by Board

Accessibility Policy (November 28, 2019)

Change of Gender Policy (June 26, 2019)

Information Security Policy (November 28, 2019)

Payment Card Industry (PCl) Sustainability Policy (November 28, 2019)

Policy on the Care and Use of Animals in Research and Teaching (February 27, 2020)
Technology Use Policy (April 23, 2020)

Legal, Compliance and Governance Procedures, approved by Audit & Finance

Academic Accommodation for Students with Disabilities (November 20, 2019)
Accommodating Employees and Job Applicants with Disabilities (November 20, 2019)
Payment Card Industry (PCl) Sustainability Procedure (November 28, 2019)
Procedure for the Use of Service Animals on Campus (November 20, 2019)

Process for Reconsideration or Appeal of Decisions of the ACC (February 19, 2020)
Review and Approval of Animal Use Protocols (February 19, 2020)

Legal, Compliance and Governance Directives, approved by President

Aircraft Approval Directive (September 12, 2019)
Directive for Use of Audio Recording of Lectures by Students with Disabilities (November 2019)
Directive for use of Memory Aids by Students with Disabilities (November 2019)

University-Hosted Event Risk Management and Approval Directive (September 12, 2019)

Administrative Policies, approved by President

Smoke Free Campus Policy (June 2019)
University Building Naming Policy (January 17, 2020)

Administrative Procedures, approved by Administrative Leadership Team

Postering in University Spaces Procedures (November 12, 2019)
Responding to the Death of a Student Procedures (November 2019)

Academic Policy Instruments, approved by Academic Council

Academic Conduct and Professional Suitability Policy (February 26, 2020)

Academic Misconduct and Professional Unsuitability Procedure (February 26, 2020)
Advanced Standing and Transfer Credit Policy (April 28, 2020)

Auditing an Undergraduate and Graduate Course Policy (February 25, 2020)

Directives on the use of Digital Learning Resources for Assessment Purposes (June 25, 2019)
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Grade Reappraisal and Review of Academic Standing Procedures (Editorial amendment,
February 26, 2020)

Grading System and Academic Standing Policy (Editorial amendment, February 26, 2020)
Graduate Academic Appeals Policy (February 25, 2020)

Graduate Faculty Appointments Policy (November 26, 2019)

Graduate Grade Reappraisal and Review of Research Progress Procedure (February 25, 2020)
Graduate Grading System Policy (February 25, 2020)

Graduation and Conferral of Degrees Policy (November 26, 2019)

Registration and Course Selection Policy (February 25, 2020)

Responsibilities of Graduate Program Directors Policy (February 25, 2020)

Special Considerations Policy (April 28, 2020)

Special Considerations Procedure (April 28, 2020)

Undergraduate Advanced Standing and Transfer Credit Procedures (April 28, 2020)
Undergraduate and Professional Admissions Policy (April 28, 2020)

Academic Procedures, approved by Governance and Nominations Committee of Academic Council

Academic Council Board of Governors Liaison Selection Procedures (February 18, 2020)
Academic Council Vice-Chair Selection Procedures (February 18, 2020)
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Schedule B - List of Policy Instruments that received editorial amendments

Policy Instrument

Approval Authority

Access to Information and Protection of Privacy [Policy]

Board of Governors

Accessible Customer Service [Policy]

Board of Governors

Against Violence, Harassment and Discrimination in
the Workplace [Procedures

Audit and Finance
Committee

Alcohol [Policy]

Board of Governors

Board of Governors Attendance [Policy]

Board of Governors

Board of Governors Elections [Procedures]

Governance, Nominations
and Human Resources
Committee

Board of Governors Meetings [Policy]

Board of Governors

Board of Governors Recruitment, Appointment and
Leadership [Policy]

Board of Governors
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Executive Summary
Message from the Provost and Vice-President, Academic

Ontario Tech University is a forward-thinking and future-oriented
institution. Building on our founding commitment to focus on
student development and preparation for an ever changing world,
we want everyone who travels to our campuses — physical and
virtual — to feel welcomed and able to engage fully within the
Ontario Tech community.

Higher education in Canada and around the world currently
finds itself enveloped in a major paradigm shift. This shift from
a singular reliance on traditional face-to-face lectures, labs,
and tutorials to technology-enabled virtual forms of delivery was well underway before the
onset of the recent COVID-19 pandemic. Our new post-pandemic reality, however, compels us
to move increasingly to hybrid and online platforms to support our educational programming
and day-to-day work activities.

Through multi-year plans like this one, we simultaneously recognize the need to invest in new
and emerging technologies while remaining committed to constantly updating and improving our
policies, procedures, and processes related to the Accessibility for Ontarians Disabilities Act
(AODA). This work is extremely important and its value cannot be overstated.

Ontario Tech has always aimed to create a respectful environment for all and our work to create
a more accessible physical and virtual environment for our students, staff, faculty and alumni
is consistent with our “sticky campus” commitment. We are committed to supporting each and
every member of our campus community in an effort to reach their full potential. Only then will
we able to realize our collective strength as a vibrant University community.

Dr. Lori Livingston
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Introduction

In 2005, the Accessibility for Ontarians with Disabilities Act (AODA) was enacted. This piece
of legislation established accessibility standards to ensure that all Ontarians had fair and
equitable access to goods and services. Since that time, all Ontario organizations have been
required to develop and proactively review their policies, procedures and processes, as it
relates to people with disabilities. This analysis requires the identification, removal and
prevention of barriers to improve accessibility at Ontario Tech University.

On July 1, 2016, the Integrated Accessibility Standard Regulation (IASR) was brought into force
and legislated six (6) accessibility standards that all Ontario organizations must follow to comply
with AODA. The accessibility standards include: General, Information & Communications,
Customer Service, Transportation, Employment, and the Design of Public Spaces.

Statement of Commitment

Ontario Tech University is committed to creating a campus community that is inclusive of all
individuals and ensures equal opportunity among its members to achieve success in their
academic and/or employment endeavours. The University recognizes that successful learning
and employment outcomes are the result of a shared responsibility and commitment on the
part of students, faculty and staff, and expects that all members of the community will advance
the ongoing development of an environment that is accessible and inclusive, while actively
working to identify, remove and prevent barriers to persons with disabilities.

Multi-year Accessibility Plan

As part of the mandate to improve accessibility at Ontario Tech University, the University has
developed a multi-year plan that is available online and in alternative formats, as necessary.
The primary goal of the plan is to provide a strategic roadmap of commitments that will direct
the University’s accessibility strategy over five (5) years. Additionally, the plan will outline past
accessibility achievements, and it will detail how the University plans to address the ongoing
obligations of AODA and IASR.

The Multi-year Accessibility plan is divided into two (2) sections. The first section outlines
past achievements the University took to eliminate and prevent barriers at the University.
The second section of the Multi-year Accessibility Plan will set out further commitments to
advance and support the University’s overarching accessibility strategy.

This multi-year plan will be updated every five (5) years, with annual status updates.

1 OntarioTech
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Section One: Past Achievements

General

Ontario Tech University is committed to remove and prevent barriers as it pertains to
people with disabilities through the establishment of policies, procedures and processes.
This includes the:

Accessibility Policy;

Accessible Customer Service Policy;

Ontario Tech University’s Statement of Commitment;

Procedures for Academic Accommodation for Students with Disabilities;

Procedure for On-Campus Medical Cannabis Use by Students;

Use of Audio Recording of Lectures by Students with Disabilities Directive;

Use of Memory Aids by Students with Disabilities Directive;

Procedures for Accommodating Employees and Job Applicants with Disabilities; and
Procurement of Goods and Services Policy, Procedure and Guidelines; and

Hired a Director of Equity, Diversity and Inclusion.

Customer Service

In accordance with the IASR, Ontario Tech University has remained in compliance with the
Customer Service Standard. Past activities that support customer service accessibility include:

Review of the Accessible Customer Service Policy;

Development of, and subsequent review and update to the Procedure for the Use of
Service Animals on Campus;

Development of departmental and institutional processes for notices of temporary disruptions;
Accessible Customer Service Training provided for applicable staff members;
Establishment of a multi-format feedback mechanism; and

Establishment of the Student Accessibility Services Portal that provides registered
students with online portal access to independently renew accommodations, schedule
accessibility service appointments and tests.

Review and revision of the documentation requirements for students with mental health
disabilities, following the 2016 Ontario Human Rights Commission letter outlining
recommended measures.
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InfFormation and Communications

In accordance with the IASR, Ontario Tech University has remained in compliance with the
Information & Communications Standard. Past activities that support information & communications
support include:

Built-in web capability to solicit and log accessibility-related feedback;

Establishment of an online “Assistive Technology” request process for all registered
students through Student Accessibility Services;

“Alternate Format Request” process for all registered students through Student
Accessibility Services;

Computerized note takers, American Sign Language Interpreters, real time captioning
and captioning of media content delivered in courses are provided to students with
documented hearing loss through Student Accessibility Services;

Accessible Content E-Portal service was introduced in the Campus Library;

Captioned video and text transcripts of multimedia services was introduced in the
Campus Library (available upon request);

Published training materials for educators on Accessible Instructional Design and
Universal Design for Learning through the Teaching & Learning Centre; and

The University website was updated to meet WCAG 2.0 Level AA compliance. Continuous
scanning is conducted through a 3rd party tool to assess accessibility functionality.

Employment

In accordance with the IASR, Ontario Tech University has remained in compliance with the
Employment Standard. Past HR activities that support the Employment Standard include:

Notice of accommodation availability template, developed and implemented across
the University;

Developed and implemented a Procedure for accommodating employees and job
applicants with disabilities;

Partnered with a 3rd party disability service provider to support employees with
disabilities throughout the employment lifecycle; and

Managed AODA employee training compliance for the University.
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Procurement

Ontario Tech University has remained in compliance with the IASR and has considered
accessibility in its procurement activities. Past initiatives that support accessibility through
procurement include:

Review and updating of the Procurement of Goods and Services Procedure to include
accessibility requirements and best practices; and

Consulted with persons with disabilities when procuring information and communications
supports on their behalf.

Self-service Kiosks

Responsible departments have considered accessibility, during the procurement, deployment
and maintenance of the Q-Nory and Information kiosks. Department specific training has been
developed to support accommodation efforts.

Design of Public Spaces

In accordance with the IASR, Ontario Tech University has considered accessibility in its design
of public spaces. Over the past several years, Ontario Tech has made many improvements by
removing barriers, and as a result it has provided a heightened level of accessibility to the
campus community. Past initiatives that support accessibility through the design of public
spaces include:

2014
Fume hoods - six (6) height adjustable hoods;

Accessible safety showers at three (3) locations;

Journey LU/LA model elevator installed at Regent Theatre and UOIT-Baagwating
Indigenous Centre to provide an accessible route to patrons;

Twenty-four (24) electric powered height adjustable desks;

Stonhard floor coating in four (4) labs, providing heightened traction for users;
Traffic seating units installed for hallways;

Hydration station install to replace fountains; and

High density shelving in library spaced for barrier-free access.
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2014

Fume hoods — six (6) height adjustable hoods;
Accessible safety showers at three (3) locations;

Journey LU/LA model elevator installed at Regent Theatre and UOIT-Baagwating
Indigenous Centre to provide an accessible route to patrons;

Twenty-four (24) electric powered height adjustable desks;

Stonhard floor coating in four (4) labs, providing heightened traction for users;
Traffic seating units installed for hallways;

Hydration station install to replace fountains; and

High density shelving in library spaced for barrier-free access.

2015

Addition of exterior building ramps to meet IASR requirements;

Retro-fitted two (2) stalls in existing main floor washrooms at various locations to provide
barrier free access, including accessible doors and fixtures;

Installed grab bars in twelve (12) washroom locations on campus;
Widened existing frame openings within House 20 for barrier free access; and

Installed ninety-two (92) sit to stand height adjustable desks on campus.

2016

Installation of height adjustable tables in various classrooms;
Accessible counters added to Student Life reception desk;

Creation of all gender washrooms in ENG1012, UA1408, & UB2066 including automatic
door operators & push to lock levers;

Installation of automatic door operator at various locations; and

Upgraded parking lots to Type ‘A’ accessible parking spaces.
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2017

New offices -IASR compliant, update lighting and install lighting control ,forty-two (42)
power door operators;

Constructed the parking lot located at the Campus Ice Centre in accordance with the
parking requirements set out in the IASR;

The Assisted Use Carrel Room was relocated to LIB416 to support the use of adaptive
technologies in the Campus Library;

Built the Software and Informatics Research Centre in compliance with the IASR; and

Stonhard floor coating in four (4) lecture halls.

2018

Replaced eighty-eight (88) - 36” Column Push Plates installed at various downtown
buildings;

Stonhard floor coating in three (3) labs; and

Photoluminescence glow strips and running man exit signs added to five (5)
downtown buildings.

2019

One hundred (100) - 36” Column Push Plates installed in Science, Business & IT and
Engineering buildings;

Addition of exterior ramps at House 22 to meet AODA requirements;
Creation of all gender washroom House 22;
Installation of 6 height adjustable tables in Library;

The Office of Campus Infrastructure and Sustainability conducted preventative
maintenance on service equipment at least annually;

Accessibility considerations have been incorporated into the Campus Master Plan and the
10 year Upgrade Plan to identify opportunities to enhance or comply with the IASR; and

1 OntarioTech

UNIVERSITY 9



Other

Accessibility Working Group

The Accessibility Working Group was established at Ontario Tech University in September 2010
with the intent of creating a campus that is inclusive to people of all abilities. The mandate of
the Accessibility Working Group is to provide oversight and coordination of activities related

to accessibility at the University and commits to the achievement of the goals that have been
identified within the Multi-Year Accessibility Plan.

Under the Ontario Tech Accessibility Policy, the Accessibility Working Group is responsible for:

Developing strategic and operational priorities for responding to the AODA Accessibility
Standards at Ontario Tech University;

Developing plans and reports related to the implementation of AODA Accessibility
Standards and facilitating their implementation in key areas of the University;

Recommending changes to policies and associated procedures to ensure ongoing
adherence to the AODA Accessibility Standards;

Identifying and facilitating the development of resources and support to advance Ontario
Tech’s accessibility goals;

Monitoring the progress of AODA Accessibility Standards implementation across the
University; and

Overseeing the preparation and filing of the accessibility reports to the Ministry of Seniors
& Accessibility regarding Ontario Tech University’s compliance with AODA as required.

1 OntarioTech
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The Accessibility Working Group is comprised of individuals from across the University who
represent their respective department(s) as well as a guest member from the City of Oshawa.

Position Member

(Co-Chair) Shay Babb, Copyright and Compliance Officer, USGC

(Co-Chair) Tina Murray, Manager, Student Accessibility Services

Chris Woods, Manager, Web and Digital Media Services,

Committee Member Communications and Marketing

Committee Member Julie Day, Human Resources Partner, Human Resources

Committee Member Krista Hester, Assistant to the Provost, Academic

Ken Bright, Director, Campus Infrastructure

Committee Member and Sustainability

Mhairy McLachlan, Manager, Information and

Committee Member Client Services, Office of the Registrar

Committee Member Susan Forbes, Manager, Teaching & Learning Centre

Committee Member Owen Davis, President, Ontario Tech Student Union (OTSU)

Emily Tufts, Associate University Librarian,

Committee Member Scholarly Resources, University Library

Guest Accessibility Program Coordinator, City of Oshawa

The Committee met two times over the last quarter to review and recommend changes to policies
and procedures. During this time, the Accessibility Policy, Accommodation for Employees and
Job Applicants with Disabilities Procedure and the Procedure for the Use of Service Animals

on Campus were updated and communicated to all University members. These foundational
documents provide the baseline to Ontario Tech’s compliance with the AODA and IASR.

1 OntarioTech
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Section Two: 2020-2025 Strategic
Accessibility Action Plan

The compliance table below identifies the priorities that the University has identified as initia-
tives that will help it continue to meet the requirements under the AODA and to prevent and
remove barriers by 2025.

General

We are committed to maintaining the accessibility compliance framework in an effort to
address the elimination of barriers in a way that respects the dignity and independence of all

University members.

Legislative Responsible . Review on
. Committment
Requirement Departments or before
Integrated Accessibility University Maintain the institutional
Secretary and - : .
Standards, O Reg accessibility compliance Ongoing
191/11,s 3, 4 General Counsel | ¢ 1 ework
7 H (M USGC”) -
Commitment to broaden and
Integrated Accessibility diversify the university com-
. munity through the celebration .
Standards, O Reg Provost Office : L . Ongoing
and promotion of equity, diversity
191/11,s 3,4 . o
and inclusion in a blended
learning environment.
Integrated Accessibility Will support and champion
Standards, O Reg OTSU campus accessibility through Ongoing
191/11,s 3,4 its own mission and mandates.
Support the review and
update of existing employee
- training procedures on the
?t;efézzg i\)c;iss:bmty USGC Accessibility of Ontarians with December
’ g Provost Office Disabilities Act (“AODA”) and 31, 2022
191/11,s 7 and 80.49 : ) .
its regulations, along with the
Ontario Human Rights Code as
it relates to AODA.
- .
OntarioTech
UNIVERSITY 12



Legislative

Responsible

Committment

Review on
or before

Requirement

Integrated Accessibility
Standards, O Reg
191/11,s 7 and 80.49

Departments

USGC

Conduct a specialized
accessibility training session

for members of the Accessibility

Working Group.

December
31, 2022

Customer Service

Ontario Tech University is committed to eliminating barriers and improving accessibility for
people with disabilities and providing goods and services in a way that respects the dignity and
independence of people with disabilities.

Legislative

Requirement

Responsible
Departments

Committment

Review on
or before

USGC Student

Accessibility
Integrated Accessibility | Services (“SAS”) | Review accessibility-related
Standards, O Reg Teaching & customer service policies and December
191/11, s 80.46, Learning Centre procedures and update, if 31, 2023
80.47,80.48 (“TLC™) necessary.
Office of the
Registrar
Review university-received
UsGe feedback on an annual basis
Integrated Accessibility with the accessnplllty working
TLC group. The working group December
Standards, O Reg - should review all feedback with | 31, 2023
191/11, s 80.50 Library OUIA TEVIEW afl Teeabact Wi '
) a view of optimizing existing
Office of the ) :
Registrar processes through consideration
of those with disabilities.
USGC
SAS . .
Integrated Accessibility TLC Keep apprised of changing
Standards, O Reg . technologies that can enhance Ongoing
191/11,s 80.51 Library accessibility at the University.
Office of the
Registrar

1 OntarioTech
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InfFormation and Communications

Ontario Tech University is committed to ensuring that its information and communications are
accessible to people with disabilities.

Legislative Responsible . Review on
. Committment
Requirement Departments or before
Integrated Accessibility USGC lead — all Review the mstltutlo.nal . December
Standards, O Reg departments feedback process with a view 31 2023
191/11,s 11 P of accessibility optimization. ’
Revise collection management
Integrated Accessibility gwdellr?els . and include .
: accessibility as an evaluation January 2,
Standards, O Reg Library L
criteria. Develop procedures 2023
191/11,s 12 . .
and participate in e-resource
evaluations.
- Review and explore
Integrated Accessibility " .
. opportunities to increase March 31,
Standards, O Reg Library L :
191/11. s 12 the availability of adaptive 2022
’ technology in the Library.
Integrated Accessibility , Review and update existing
Office of .
Standards, O Reg Campus Safet emergency procedure, plans Ongoing
191/11,'s 13 P Y| and public safety information.
Integrated Accessibility | Communications | Achieve WCAG 2.0 Level AA January 1
Standards, O Reg & Marketing compliance across all university 2021 ’
191/11,s 14 TLC websites and web content.
I Review and update existing
Integrated Accessibility USGC lead — all university websites for December
Standards, O Reg . -
departments alignment of accessibility 31, 2022
191/11,s 14 .
messaging.
- .
OntarioTech
UNIVERSITY 14




Legislative Responsible . Review on
. Committment
Requirement Departments or before
TLC
Integrated Accessibility . .
Standards, O Reg SAS C]?nk’\unifsts comply with s. 15 Ongoing
191/11, s 15 Office of of the IASR.
Registrar
Continue working with Alternate
Integrated Accessibility (ESEJFC;SJ;IOroiiioau;ge;&'zsgo
Standards, O Reg SAS proj Ongoing
who may request alternate
191/11,s 16 :
forms of educational and
training material.
Support and/or collaborate on
Integrated Accessibility TLC - Lead educator accessibility training December
Standards, O Reg USGC initiatives. Provide this training
. . 31,2021
191/11,s 16 SAS in an alternative format
(if requested).
Integrated Accessibility
Standards, O Reg TLC Comply with s. 17 of the IASR. Ongoing
191/11,s 17
P . int, digital
Integrated Accessibility rocurg or a.C quire print C.Jlglta
. or multimedia resources in .
Standards, O Reg Library . . Ongoing
191/11, s 18 compliance with s. 18 of the
' IASR.
- .
OntarioTech
UNIVERSITY 15



Employment
Ontario Tech University is committed to fair and accessible employment practices.

Review on
or before

Legislative Responsible

Departments Committment

Requirement

Integrated Accessibility

Will maintain existing accessibility
notices throughout the

Standards, O Reg R:suorzfcnes employment lifecycle. Prepare [;iczrgg%r
191/11,s 22, 23,24 communications for ongoing ’

employee awareness.

s Develop an employee

Integrated Accessibility Human accessibility communication October 31,
Standards, O Reg Resources strategy for onboardin 2020
191/11, s 25 gy g

employees.
Integrated Accessibility Work W.Ith employees t_o

Human determine the appropriate .
Standards, O Reg . : I Ongoing
Resources information and communication

191/11,s 26

supports, when requested.

Create a disability management
Integrated Accessibility Human function to manage 3rq party February
Standards, O Reg RESOUICESs prepared accommodation plans 5020
191/11,s 27 and support employees with

disabilities.

Procurement

Ontario Tech University is committed to accessible procurement processes.

Legislative

Requirement

Responsible
Departments

Committment

Review on
or before

Integrated Accessibility

Review and address the
gateways for the procurement

Standards, O Reg USGC and _acqmsmon of goods and December
services to ensure that 31, 2021
191/11,s5 _—
accessibility has been
considered.
b | o
OntarioTech
UNIVERSITY 16




Self-service Kiosks

Ontario Tech University is committed to incorporating accessibility features/ considering
accessibility for people with disabilities when designing, procuring or acquiring self-service kiosks.

Legislative

Requirement

Integrated Accessibility
Standards, O Reg
191/11,s 6

Responsible
Departments

USGC

Committment

Seek public feedback
regarding existing self-service
kiosks. Provide the data to
stakeholders for future
considerations.

Review on
or before

December
31, 2022

Design of Public Spaces

Ontario Tech University will meet accessibility laws when building or making major changes
to public spaces.

Legislative Responsible . Review on
. Committment
Requirement Departments or before
Integrated Accessibility Office of _Conduct accessno_lllty
Campus improvement audits of .
Standards, O Reg Infrastructure campus spaces and Ongoing
191/11, s 80.1-80.44 & Sustainability | prioritize accordingly.
Integrated Accessibility Office of Height adjustable equipment
Campus . o .
Standards, O Reg installation in classrooms and Ongoing
191/11, s 80.1-80.44 Infrastructure spaces across campus
» 8 80.L-80. & Sustainability | °P pus.
Stair tread noising and landing
textile strips for the following
' building locations:

Integrated Accessibility ggﬁe uog campus bullding focations
Standards, O Reg InfrastrScture Science, Library and Engineering December
191/11, s 80.24-80.25 & Sustainability Faculty of Business & IT 31,2020

Building, 55 Bond St & December

61 Charles St 31,2021

- .
OntarioTech
UNIVERSITY 17




Other

Legislative Responsible . Review on
. Committment

Requirement Departments or before

Accessibility for File accessibility compliance January 1,
. . . . 2021 and

Ontarians With USGC reports in accordance with biannuall

Disabilities Act, SO the timing indicated by the therea f'te)r/

2005/11,s 14(1) Director. until 2025.

For More Information

For more information on this accessibility plan, please contact:
Telephone Number: 905.721.3173

E-mail: aoda@ontariotechu.ca

Website: accessibility.ontariotechu.ca

Attention: Compliance Officer

Standard and accessible formats of this document are available upon request.

1 OntarioTech
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COMMITTEE/BOARD REPORT AN
SESSION: ACTION REQUESTED:
Public X Decision []
Non-Public [] Discussion/Direction []
Information X
Financial Impact [ ] Yes [X] No Included in Budget [ ] Yes [X] No
TO: Board of Governors
DATE: June 25, 2020
FROM: Governance, Nominations & Human Resources Committee
SLT LEAD: Lori Livingston, Provost and Vice President Academic
SUBJECT: Update on Student Sexual Violence Prevention and Support

BOARD MANDATE:

This report provides data and information on measures that have been taken in 2019-20 related
to sexual violence prevention and support at Ontario Tech University.

BACKGROUND/CONTEXT & RATIONALE:

Bill 132, Sections 17 (7) and (7.1) state that universities are to provide their Board of Governors
with an annual report that contains the following information:

1. The number of times supports, services and accommodations relating to sexual violence
were requested and obtained by students enrolled at the university, and information about
the supports, services and accommodations.

2. Any initiatives and programs established by the university to promote awareness of the
supports and services available to students.

3. The number of incidents and complaints of sexual violence reported by students, and
information about such incidents and complaints.

4. The implementation and effectiveness of the policy.

ALIGNMENT WITH MISSION, VISION, VALUES & STRATEGIC PLAN:



The data and strategies outlined in the report are aimed at advancing the university’s
commitment to maintaining a healthy and safe environment for work and study.

CONSULTATION:

Data and information for this report was provided by Student Mental Health Services, Office of
Campus Safety, Student Engagement and Equity, and Human Resources as these offices
oversee the provision of support, training and programming related to the implementation of the
Student Sexual Violence policy and procedures. In addition, the data and information was
discussed by the Advisory Committee on Student Sexual Violence Prevention and Support at its
meeting in March 2020.

COMPLIANCE WITH POLICY/LEGISLATION:

In accordance with Bill 132, Section 17 (7) and (7.1), the following information is being provided
for the Board’s information:

1. Supports, services and accommodations:

e Five Support Workers, through the university’s Student Mental Health Services,
provide assistance and accommodations to students who have experienced sexual
violence. Since the closure of the university due to the pandemic, all support is being
provided at a distance, by telephone or through video-conferencing. All counsellors
participate in ongoing training in trauma-informed therapy and have experience
working with survivors of sexual assault. In addition, an Outreach Worker in the
residence works very closely with the Support Workers in providing onsite support for
students living in residence.

e From May 1, 2019 to April 30 2020, 45 disclosures were received by the Support
Workers from students who have experienced sexual violence, including recent
incidents that may have occurred on or off campus, and those that occurred
historically or during childhood.

e All students received additional support and accommodations, including the
coordination of any or all of the following:

0 Academic accommodations (25 students)

0 Housing accommodations (2 students)

o Other forms of support, such as referrals to community supports, other
campus services, or advocacy groups (18 students)



Within the institution, the following offices were consulted in the provision of support
and accommodations: Student Accessibility Services, Campus Safety, Legal
Counsel, the Campus Living Centre, International Education, Human Resources and
several academic advisors and Deans.

Awareness and programming

In 2019-20, efforts to raise awareness and educate students about the policy, supports
and services were largely driven by the student members of the Advisory Committee on
Student Sexual Violence Prevention and Support in collaboration with the Student
Engagement and Equity team in Student Life. Initiatives to raise awareness and educate
on sexual violence included:

Equity Advocates: Seventeen student ambassadors took on the role of Equity
Advocates in 2019-20. This is a position where students identify areas in the campus
community that need further development from an equity perspective, and create
programming to address this. This year, the Equity Advocates developed initiatives
to address gender based violence such as tabling for awareness regarding the 16
Days of Activism Against Gender Based Violence, awareness campaign regarding
the Ecole Polytechnigue tragedy, and an International Women'’s Day panel on the
theme of “Each for Equal”.

#WeGetConsent - A #WeGetConsent campaign was launched during MyStart:
Orientation this year and initiatives were held throughout the year to educate and
inform on issues related to consent. These initiatives included tabling, a February
Consent Week, social media threads, digital signage, an art contest, as well as
giveaways such as pens, condoms, shirts and FRIES fries (in that consent is as easy
as FRIES - it must be freely given, reversible, informed, enthusiastic and specific).

Staff and Faculty Training — The AVP Student Life and the Senior Dispute
Resolution Officer and Human Rights Advisor made presentations to all Faculties
and some departments to provide an update on the Student Sexual Violence policy
and how to best support students if they receive a disclosure. Presentations to front-
line staff and departments will continue in Fall 2020. In addition, online training
modules are available for faculty and staff to provide information about the sexual
violence policies and procedures, and learn about the supports for employees and
students who experience, or witness, sexual violence.

Committee Planning Day — On February 21, 2020, the Advisory Committee held a
planning day to review current services and initiatives and develop a plan for 2020-
21. Some outcomes of the day included identifying areas where the policy may be
amended, additional training objectives, extending community partnerships, and
assessing the progress of the committee’s work.

First Year Me — As part of the September Orientation events, students attend a
theatrical production at the Regent Theatre that leads students through the fictional
lives of seven students who are beginning their first year at the university. The play
focusses on the social aspects of being a university student, including dating and
relationships, partying, academics and studying, and sexual violence. A de-brief after
the play focuses on identifying the sexual violence supports that are available to
students at the university, recognizing by-stander intervention strategies as they



relate to sexual violence, identifying victim blaming and supportive responses to
disclosures of sexual violence, observing how consent relates to everyday life and to
sexual activity, and recognizing the many aspects that contribute to the existence of
rape culture. The play has been a key feature of orientation since 2013, and is
attended by 1000-1200 first year students each year.

e RISE: Sexual Violence Prevention — In 2019-20, 325 students patrticipated in the
RISE (respect inclusivity and support equity) program and 38 students participated in
supplementary workshops on sexual violence. The RISE program is a peer-led and
facilitated series of workshops focusing on the development of by-stander
intervention strategies. All students who take on the peer leadership role of
Ambassador are required to complete the general RISE session that provides them
with tools to intervene, prevent and address individual discrimination and
harassment. The supplementary workshop focuses specifically on practical issues
related to consent, gender-based violence and sexual violence, and how to prevent
and respond to sexual violence in our community.

e Project on Challenging Rape Culture in Varsity Sport — Dr. Olga Marques
continues to work with Varsity Athletics to deliver an educational module on sex and
consent informed by the experiences, needs and voices of student-athletes at the
university. The module will be included in the orientation and training camps for all
varsity sports.

o Self-Defense Classes — Sixty-seven students participated in self-defense classes
that were offered on a drop in basis from September 2019 to March 2020.

e MTCU Student Voices on Sexual Violence — In February 2020, the university
received the detailed results of a climate survey on sexual violence that was
conducted in February 2018 at all post-secondary institutions across Ontario. This
survey was mandated by the Ministry of Training Colleges and Universities and
designed to gather information about student sexual violence and help post-
secondary educational institutions get a better understanding of sexual violence and
the experiences, needs and concerns of students. The link to the detailed results is
included in the reference materials.

The results of the survey were reviewed by the Advisory Committee on Sexual
Violence Support and Prevention on March 31, 2020 and will be used to inform and
guide its ongoing work to address the challenge of sexual violence on campus.

e Partnership with DRCC — The Student Life team is exploring ways to obtain
additional funding to extend and enhance support for students in collaboration with
the Durham Rape Crisis Centre, including support for survivors, education and
awareness raising, as well as training and development for students, faculty and
staff.

3. Reported incidents and complaints
o Of the 45 disclosures that were reported to the Support Workers, 3 were filed as

complaints through the formal university procedure, and 5 were reported to the
Durham Regional Police.



e 17 incidents were classified as having occurred in the last 12 months; 26 were
classified as historical, and of these 14 incidents occurred during childhood.

e 34 incidents involved sexual assault (ranging from unwanted sexual contact to rape);
2 incidents involved verbal sexual harassment or threatening behaviour; 16 involved
both sexual assault and verbal assault or threatening behaviour.

e 11 incidents were perpetrated by romantic partners; 9 were perpetrated by friends or
neighbours; 16 were perpetrated by family members; and 8 were perpetrated by
persons unknown to the complainant, with some students disclosing more than one
incident. The remaining 7 were classified as “Other,” such as a student at another
institution or individual in the local community.

e 2 incidents occurred on campus; 41 incidents occurred off campus.
4, The implementation and effectiveness of the policy

The Advisory Committee on Student Sexual Violence Prevention and Support,
established in December 2017, is mandated to ensure that the university’s policies on
sexual violence, and the support services, programming and training that sustain these
policies, are reviewed on a regular basis and continuously improved upon. This year, the
Committee was comprised of 8 students, 2 faculty, 4 staff from across the university and
two alumni.

Over the past year, the Committee undertook a number of explorations and
consultations to review and assess the effectiveness of the policy. Key among them are:

o Areview of the report Courage to Act, a draft national framework for preventing
and addressing gender-based violence at post secondary institutions and
highlights promising practices to better meet the needs of our diverse university
community. This document will help to assess how well the university’s efforts in
this area align with best practice.

e A review of the detailed results of the Student Voices on Sexual Violence Climate
Survey. This review will be ongoing through 2020.

e A planning day where time was spent on identifying possible policy and
programmatic gaps.

A report from the Committee, summarizing its work along with any recommendations on
policy amendments and other improvements, is in development and will be submitted to
the Provost at the end of the academic year.

NEXT STEPS:
The Advisory Committee on Student Sexual Violence Prevention and Support will continue to

advise and assess the university’s efforts to oppose sexual violence among students on campus
through support, training and education.



SUPPORTING REFERENCE MATERIALS:

o Advisory Committee on Student Sexual Violence Prevention and Support — Terms of
Reference https://studentlife.uoit.ca/sexualviolence/policy.php#tabl-4

e Sexual Violence Support and Education Website
https://studentlife.uoit.ca/sexualviolence/index.php

e Student Voices on Sexual Violence Climate Survey
https://ontariosuniversities.ca/student-voices-on-sexual-violence-survey
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Message from the Chair
& Chief Operating Ofhcer

On behalf of CURIE and the Advisory Board we are pleased

to report to you on the results of 2019.

In 2019 CURIE's subscriber surplus grew by $10.9 million
to $90.2 million. This favourable outcome was the result of
an underwriting loss of $2.2 million, driven by unfavourable
claims experience on both the liability and property
programs, which was offset by dividend and interest
income of $8.4 million and further improved by unrealized
capital gains of $4.6 million. As of December 31, 2019,

our Minimum Capital Test (MCT) or solvency ratio was
431.7%. CURIE's surplus policy provides for the potential
distribution of surplus when the MCT ratio is beyond 350%.
After consideration of our strong financial position, market
conditions at the time and the potential impacts from
changes in the markets, the Advisory Board approved a
surplus distribution of $3.4 million in 2020.

In addition to the many Risk Management and Loss
Control services already available to our members, CURIE
continues to be hard at work developing new resources
and educational programs for subscribers. At the forefront
of these initiatives is our Risk Advisory Committee. In 2019,
they worked with Global Risk Consultants (GRC) to develop
a webinar on contractor management which has been well
received by our members. Next, we will once again use the
expertise of GRC in the development of a fire protection
systems webinar.

In addition, the committee is also working on a waiver
handbook as well as Risk Management Bulletins on
Certificates of Insurance, Outside User Groups and
Clinical Trials.

Over the past few years CURIE has been running Enterprise
Risk Management (ERM) workshops (Parts | & Il) which have
proved popular with our members. In 2019 we reviewed
next steps in ERM training and are looking to offer a Part il
ERM workshop.

Thank you to our subscribers for their ongoing support and
participation in our programs.
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As we look to the challenges ahead in the wake of the hard
market conditions, the CURIE value proposition is ever
more evident. The philosophy of member institutions joining
fogether o solve insurance challenges has proved itself to
be a highly successful approach. We remain committed to
our mission, to be the positive force in mitigating the cost of
property and casualty insurance for our members. We are
stronger together.

Thank you to the members of our Advisory Board and
associated committees for their contributions to CURIE's
success as well as our professional advisors for their
service, expertise and dedication fo CURIE. A special
thanks goes to Dave Button, for his leadership as chair of
CURIE for the past 2 years. His guidance, knowledge and
good humour will be missed by the Board.

Finally thank you to our dedicated CURIE staff whose focus
is on providing excellent service and advice to our members.

We look forward to continuing to provide innovative risk
management and insurance solutions o you, our members.

CHAIR
Kristi Simpson, Associate Vice-President

Financial Planning & Operations, University of Victoria

o

CHIEF OPERATING OFFICER
Keith Shakespeare
CURIE



CURIE Facts
Membership

Subscribers commit to participate in CURIE for a minimum
of five years — one underwriting period. This mulfi-year
participation helps stabilize prices and generate consistent
coverage. The current underwriting period, CURIE 7 will run
until the end of 2022.

Premiums

CURIE establishes premiums sufficient to pay anticipated
liabilities based on actuarial advice and actual losses. In
the long run, CURIE intends for all participants to pay
their fair share of total claims and expenses.

What is a Reciprocal?

A reciprocal is an unincorporated group of organizations that
confract with each other to share losses on a not-for-profit basis.
Because the reciprocal is owned and operated by its members,
they input directly into the reciprocal’s operation, and they share
any profit and investment income. As with commercial insurers,
reciprocals are regulated and monitored to ensure that their
investments and operations keep the organizations financially
stable. Because a reciprocal is owned by its members, its sole
motivation is to serve those members.
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CURIE’S

SUBSCRIBERS

64 universities from across Canada are

members of CURIE. Many have been members

since its founding in 1988 and continue to be

today, providing insightful knowledge and

experience to our group.

Acadia University
Acadia Divinity College
University of Alberta
Algoma University
Athabasca University

Atlantic School of
Theology

Brandon University

Brescia University
College

Brock University
University of Calgary

Canadian Mennonite
University

Cape Breton University
Carleton University

Collage Communautaire
du Nouveau Brunswick

Université de Saint-
Boniface

Dalhousie University

First Nations University of
Canada Inc.

Grant MacEwan
University

University of Guelph
Huntington University

Huron University College
at Western

University of King's
College

Lakehead University
University of Lethbridge
Laurentian University
McMaster University
University of Manitoba

Memorial University of
Newfoundland

Université de Moncton
Mount Allison University

Mount Saint Vincent
University

University of New
Brunswick

OCAD University
Ontario Tech University

Northern Ontario School
of Medicine

Nova Scotia College of
Art & Design

University of Prince
Edward Island

Queen’s University

Redeemer University
College

University of Regina
Ryerson University
Université Sainte-Anne
Saint Mary’s University
Saint Thomas University

Saskatchewan
Polytechnic

University of St. Michael’s
College

University of
Saskatchewan

Simon Fraser University

St. Francis Xavier
University

St. Joseph's College

St. Mary’s University

St. Thomas More College
Thorneloe University
Trent University

University of Trinity
College

Trinity Western University
Victoria University
University of Victoria
University of Waterloo

University of Western
Ontario

Wilfrid Laurier University
University of Windsor
University of Winnipeg
York University




2020 CURIE
BOARD
MEMBERS

Our Board oversees CURIE's
insurance professionals, as

well as ensures our policies and
programs are serving member
universities, both individually

and collectively. The Board is
comprised of three representatives
from Ontario, the Western and
Atlantic provinces, as well as the
executive director of CAUBO.

Kristi Simpson, Chair
Associate Vice-President, Financial
Planning & Operations, University of Victoria

lan Nason, Vice Chair
Vice President, Finance & Administration
Dalhousie University

Andrew Beckett
Vice President, Finance and Administration
St. Francis Xavier University

Cheryl A. Foy
General Counsel & Secretary fo the Board
University of Ontario Institute of Technology

Robert Inglis
Vice-President, Finance and Administration
Mount Allison University

Tony Lackey
Director, Risk and Insurance Services
Carleton University

Nathalie Laporte (Ex-Officio)
Executive Director
CAUBO

Jane O'Brien
Associate Vice President, Human Resources
University of Western Ontario

Alan Scott
Chief Risk Officer
University of Manitoba

Nancy Walker
Vice-President (Finance & Administration)
Lethbridge University
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EXECUTIVE COMMITTEE

Kristi Simpson, Chair
Associate Vice-President, Financial
Planning & Operations, University of Victoria

lan Nason, Vice Chair
Vice President, Finance & Administration
Dalhousie University

Nathalie Laporte, (Ex-Officio)
Executive Director
(07:\8]=16]

Jane O'Brien
Associate Vice President, Human Resources
University of Western Ontario

Keith Shakespeare
Chief Operating Officer
CURIE

INVESTMENT COMMITTEE

Cheryl A. Foy, Chair
General Counsel & Secretary to the Board
University of Ontario Institute of Technology

Jane O'Brien, Vice Chair
Associate Vice President, Human Resources
University of Western Ontario

Andrew Beckett
Vice President, Finance and Administration
St. Francis Xavier University

Carrie Green
Director, Finance & Administration
CURIE

Ron Ritter
Director Treasury & Investment
University of Alberta

Keith Shakespeare
Chief Operating Officer
CURIE

Kristi Simpson
Associate Vice-President, Financial
Planning & Operations, University of Victoria

AUDIT COMMITTEE

Robert Inglis, Chair
Vice-President, Finance and Administration
Mount Allison University

lan Nason, Vice Chair
Vice-President, Finance & Administration
Dalhousie University

Andrew Beckett
Vice President, Finance and Administration
St. Francis Xavier University

Carrie Green
Director, Finance & Administration
CURIE

Nathalie Laporte, (Ex-Officio)
Executive Director
CAUBO

Keith Shakespeare
Chief Operating Officer
CURIE

Nancy Walker
Vice-President (Finance & Administration)
Lethbridge University

RISK ADVISORY COMMITTEE

Tony Lackey, Chair
Director, Risk and Insurance Services
Carleton University

Alan Scott, Vice Chair
Chief Risk Officer
University of Manitoba

John Breen
Manager, Risk Reduction & Loss Control
CURIE

Toby Clark
Manager, Insurance & Risk
University of Lethbridge

Merv Dahl
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'The CURIE Advantage

CURIE’s sole focus is to support universities in insurance and loss control.
Given this, we understand what members need day-to-day and year-to-year.

Membership has its benefits.

SPECIALIZED FOR UNIVERSITIES EXPERTISE & KNOWLEDGE SHARING

CURIE insurance policies and risk management, Through CURIE’s LISTSERV, meetings, website
campus loss control, and focused training programs (www.curie.org), and events, members connect with peers
are designed to specifically meet the varied and fo gain insight info issues impacting insurance and risk.

complicated risks of large and small Canadian CURIE staff are Canada’s university insurance experts.

universities and colleges; from aging infrastructure Our personal member-to-insurer consulting services

fo complex specific liability issues. We work with our are unique in the insurance industry. Our educational

members to ensure not only the customized coverage : . ' :
Y g€ services are developed with members’ input to provide

but strategic management of premiums and claims. risk management training and to deal with emerging

risk frends.
CURIE, as a 64 member reciprocal, is able to offer
premiums 20-45% lower than commercial insurance. Members have input info how CURIE is managed, how
As a non-profit, we have low operating costs and our claims are handled, and how coverage is structured.
focus is not driven by the bottom line or exclusions. As such, CURIE strategically manages claims with the

. ) ) ) ) ) goal to deliver optimal outcomes recognizing long-term
All underwriting profit and investment income is retained ) . ;
i ) inferests. In addition, the CURIE Board is made up of a
as subscriber surplus. CURIE has $90M in surplus and ) . ) )
geographic cross-section of university members.
has returned $44M to members.

The fact that CURIE retains a signification portion of

the insured risks provides a significant leverage with

RECIPROCALS ARE PROVEN excess and reinsurers in obtaining favourable terms
and cost savings.

Since the mid-1980s when most reciprocals were
formed, they have been proven to be a superior
alternative to the traditional insurance market. Today
there are many successful reciprocals insuring
airports, school boards, and a variety of other large
organizations and institutions across Canada. These
common interest member-based alternatives continue
to be the preferred insurance and risk management
source for their members.
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Risk Management Services

CURIE provides a number of special services and programs to members that are

designed to help manage risk, identify hazards, and provide guidelines on how to

control or eliminate problem areas. The services and programs are fully funded by

CURIE, and the reciprocal encourages subscribers to utilize them on a regular basis.

The range of services and programs that CURIE offers includes the following:

SPRINKLER SYSTEM PLAN REVIEW

Sprinkler system installation plans and related hydraulic
calculations are reviewed to ensure they meet current
National Fire Protection Association (NFPA) requirements.
A review prior to installation reduces the potential

of improper installation or misunderstanding of the
requirements for the installation of the sprinkler system.

UNIVERSITY WATER SUPPLY SURVEYS FOR NEW
CONSTRUCTION & RENOVATION PROJECTS

Available water supplies are assessed by conducting
hydrant flow tests and an analysis of the water supply
grid system for a university campus with respect to fire
flow requirements. These fire flow requirements can be for
individual fire suppression systems or for the entire campus.
This can be very advantageous at the design stage by
ensuring a water supply distribution system is capable
of meeting both current and future fire flows.

LABORATORY SAFETY REVIEWS

A three-part review that provides an assessment of the
overall physical condition of equipment, an assessment of
chemical storage and handling procedures, and a review
of general laboratory safety. Following completion of the
physical review, a confidential detailed report including
photographs and recommendations will be produced.

NEW BUILDING INSPECTIONS

Inspections are conducted on new buildings to ensure
a consistent standard of care is applied to all buildings.
The inspection will provide an early alert to possible future
problems and will illustrate due diligence in mitigating

any risk that may be associated with the new building.
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PREMISES LIABILITY INSPECTIONS

Site inspections are conducted to identify physical
hazards that could result in a liability claim. Reports

are issued to document deficiencies, recommendations
made o address them, and photographs provided to
clarify the deficiency.

AQUATIC SAFETY AUDITS

A formal evaluation of the aquatic facility’s operations is
conducted, along with a review of all relevant literature
provided by the facility tfo direct its operations of the
facility, and interviews with select personnel.

ONLINE COURSES

A selection of online courses that run on annual
basis include, Risk Management, Sports Clubs, Youth
Camps, and Special Events. Each course is four weeks
in duration. An online lab safety course is available to
CURIE members. The course provides information

on identifying and controlling hazards, preventing
laboratory accidents/incidents and responding to
laboratory emergencies. CURIE also offers a Travel
Risk Awareness eLearning course. This course assists
in developing an understanding of common travel risks
and practice in key tfechniques for real life scenarios.

SPORTS LIABILITY ASSESSMENTS

Onsite visits are conducted by the SportRisk tfeam
based on demand and need. The top priority is
universities and colleges showing significant gaps

and weakness in certain areas as determined by Best
Practices surveys which audit 16 areas within Campus
Recreation. Visits will involve a detailed follow-up report
with recommendations in vulnerable areas.
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WEBINARS

A variety of online training webinars are made available
to CURIE members. Developed specifically for recreation
professionals are a series of animated training videos.
The training webinars incorporate microlearning for online
staff training opportunities. Webinar material includes
risk management training for staff and webinars tailored
for staff meetings. New topics are added on an ongoing
basis. There is also a series of webinars that focus on
Student Event Risk Management. This series includes a
Primary Even Organizer (PEO) Workshop, Event Planning,
Events—Lets Get Real, and Determining the Risk Profile
of Events. These webinars are prerecorded and available
at any time. CURIE also organizes live webinars each
year that are made available o our members. Past
webinars have included information on preventing water
damage, construction projects, educational malpractice,
international fravel and CURIE policy coverages.

STUDENT EVENT RISK MANAGEMENT PROGRAM

This three-stage program focuses on a risk assessment
process that is required for all student-run events, and on
the maijor role played by the Primary Event Organizer
(PEQ). An important element of the program is a “Train the
Trainers” workshop where key people are instructed on
how fo frain the PEOs.

CERTIFICATE OF INSURANCE
MANAGEMENT PROGRAM

Computer software is provided to support CURIE
members existing insurance certificate management
process. The software uses “Cloud” technology based
in Canada to track incoming certificates, store them as
searchable attachments, create certificate templates,
and set reminders for expiring certificates.

INSPECTING FOR A SAFER FUTURE

In 2009 CURIE infroduced a new inspection program for
our members. The intent of the program was fo focus

on physical hazards such as poor housekeeping and
electrical deficiencies that were triggering CURIE losses.
The program helped to create recommendations that were
easy and cost effective to implement. Recommendations
were downloaded info a Risk Register where members
could review the recommendations, and create a variety
of reports and action plans.

Since the beginning of the program, site visits fo our
member universities have resulted in close to 7500
recommendations. We are very pleased to report that
88% of these recommendations have been completed.
The majority of CURIE members have exceeded the
average completion rate and have put considerable effort
into risk improvement. There are only a small percentage
of members that are well below completion average and
CURIE will be working with these members to find ways to
improve their results.

In 2016, CURIE began a process of benchmarking
members based upon their completion rate of
recommendations and working with our actuary to adjust
premiums fo reward those that are significantly above the
average rate of completion on recommendations and fo
increase premiums with those who are significantly below
average. The benchmarking process includes comparing
universities of equal size so that universities with a large
enrollment are not directly compared to those that are
much smaller. We hope by working with our members and
creating incentives through benchmarking that we will help
create a safer future.

ADDITIONAL INFORMATION ON ALL CURIE SPONSORED RISK
MANAGEMENT SERVICES AND PROGRAMS IS AVAILABLE ON
THE CURIE WEBSITE.




Independent Auditors” Report

To the Subscribers of Canadian Universities Reciprocal Insurance Exchange

OPINION

We have audited the financial statements of Canadian
Universities Reciprocal Insurance Exchange (the
“Reciprocal”), which comprise:

» the statements of financial position as at
December 31, 2019;

* the statement of comprehensive income for
the year then ended;

e the statement of changes in equity for the year
then ended;

* the statements of cash flows for the years then ended,;

e and notes to the financial statements, including a
summary of significant accounting policies

(Hereinafter referred to as the “financial statements”).

In our opinion, the accompanying financial statements
present fairly, in all material respects, the financial position
of Canadian Universities Reciprocal Insurance Exchange
as at December 31, 2019, and its results of operations, and
its cash flows for the year then ended in accordance with
International Financial Reporting Standards.

BASIS FOR OPINION

We conducted our audit in accordance with Canadian
generally accepted auditing standards. Our responsibilities
under those standards are further described in the
“Auditors’ Responsibilities for the Audit of the Financial
Statements” section of our auditors’ report.

We are independent of the Reciprocal in accordance
with the ethical requirements that are relevant to our
audit of the financial statements in Canada and we
have fulfilled our other ethical responsibilities in
accordance with these requirements.

We believe that the audit evidence we have obtained is

sufficient and appropriate to provide a basis for our opinion.
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OTHER INFORMATION

Management is responsible for the other information. Other
information comprises information, other than the financial
statements and the auditors’ report thereon, included in the
Annual Report.

Our opinion on the financial statements does not cover
the other information and we do not and will not express
any form of assurance conclusion thereon.

In connection with our audit of the financial statements,
our responsibility is to read the other information identified
above and, in doing so, consider whether the other
information is materially inconsistent with the financial
statements or our knowledge obtained in the audit, or
otherwise appears to be materially misstated.

We obtained the Information, other than the financial
statements and the auditors’ report thereon, included in
Annual Report at the date of this auditors’ report. If, based
on the work we have performed on this other information,
we conclude that there is a material misstatement of this
other information, we are required to report that fact in the
auditors’ report. We have nothing to report in this regard.

RESPONSIBILITIES OF MANAGEMENT AND THOSE CHARGED
WITH GOVERNANCE FOR THE FINANCIAL STATEMENTS

Management is responsible for the preparation and fair
presentation of the financial statements in accordance with
International Financial Reporting Standards, and for such
internal control as management determines is necessary to
enable the preparation of financial statements that are free
from material misstatement, whether due to fraud or error.

In preparing the financial statements, management

is responsible for assessing the Reciprocal’s ability o
continue as a going concern, disclosing as applicable,
matters related to going concern and using the going
concern basis of accounting unless management either
infends fo liquidate the Reciprocal or fo cease operations,
or has no realistic alternative but to do so.



Those charged with governance are responsible for
overseeing the Reciprocal’s financial reporting process.

AUDITORS’ RESPONSIBILITIES FOR THE AUDIT OF THE
FINANCIAL STATEMENTS

Our objectives are to obtain reasonable assurance about
whether the financial statements as a whole are free from
material misstatement, whether due to fraud or error, and
to issue an auditors’ report that includes our opinion.

Reasonable assurance is a high level of assurance, but is
not a guarantee that an audit conducted in accordance
with Canadian generally accepted auditing standards will
always detect a material misstatement when it exists.

Misstatements can arise from fraud or error and are
considered material if, individually or in the aggregate,
they could reasonably be expected to influence the
economic decisions of users taken on the basis of the
financial statements.

As part of an audit in accordance with Canadian
generally accepted auditing standards, we exercise
professional judgment and maintain professional
skepticism throughout the audit.

WE ALSO:

e Identify and assess the risks of material misstatement of
the financial statements, whether due to fraud or error,
design and perform audit procedures responsive to
those risks, and obtain audit evidence that is sufficient
and appropriate to provide a basis for our opinion.

The risk of not detecting a material misstatement
resulting from fraud is higher than for one resulting
from error, as fraud may involve collusion, forgery,
intentional omissions, misrepresentations, or the
override of internal control.

e Obtain an understanding of internal control relevant
to the audit in order to design audit procedures that
are appropriate in the circumstances, but not for the

purpose of expressing an opinion on the effectiveness
of the Reciprocal’s internal control.

e Evaluate the appropriateness of accounting policies
used and the reasonableness of accounting estimates
and related disclosures made by management.

¢ Conclude on the appropriateness of management’s use
of the going concern basis of accounting and, based
on the audit evidence obtained, whether a material
uncertainty exists related to events or conditions
that may cast significant doubt on the Reciprocal’s
ability to continue as a going concern. If we conclude
that a material uncertainty exists, we are required to
draw atftention in our auditors’ report to the related
disclosures in the financial statements or, if such
disclosures are inadequate, fo modify our opinion. Our
conclusions are based on the audit evidence obtained
up to the date of our auditors’ report. However, future
events or conditions may cause the Reciprocal to cease
to continue as a going concern.

¢ Evaluate the overall presentation, structure and content
of the financial statements, including the disclosures,
and whether the financial statements represents the
underlying transactions and events in a manner that
achieves fair presentation.

¢« Communicate with those charged with governance
regarding, among other matters, the planned scope
and timing of the audit and significant audit findings,
including any significant deficiencies in internal control
that we identify during our audit.

K& 24P
e

CHARTERED PROFESSIONAL ACCOUNTANTS,
LICENSED PUBLIC ACCOUNTANTS

Waterloo, Canada

February 26, 2020

e

115 King Street South, 2nd Floor, Waterloo, Ontario N2J 5A3
Tel. 519.747.8800 | Fax. 519.747.8830 | Web. www.kpmg.ca

KPMG LLP is a Canadian limited liability partnership and a member firm of the KPMG
network of independent member firms affiliated with KPMG International Cooperative
("KPMG International”), a Swiss entity. KPMG Canada provides services to KPMG LLP.
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Report of the Actuary

ROLE OF ACTUARY

The actuary is appointed by the Advisory Board of the
Canadian Universities Reciprocal Insurance Exchange
(“CURIE") pursuant to the Insurance Act. The actuary

is responsible for ensuring that the assumptions and
methods used in the valuation of policy liabilities are in
accordance with accepted actuarial practice, applicable
legislation and associated regulations or directives. The
actuary is also required to provide an opinion regarding
the appropriateness of the policy liabilities at the balance
sheet date to meet all policyholder obligations of CURIE.
Examination of supporting data for accuracy and
completeness and consideration of CURIE's assets

are important elements of the work required to form

this opinion.

Policy liabilities include unearned premiums, unpaid
claims and adjustment expenses, the reinsurers’ share of
unearned premiums and unpaid claims and adjustment
expenses, deferred premium acquisition costs, premium
deficiency and retrospective adjustments. The actuary
uses the work of the external and infernal auditors in
verifying data used for valuation purposes.

APPOINTED ACTUARY’S REPORT

To the Subscribers of the Canadian Universities Reciprocal
Insurance Exchange

| have valued the policy liabilities and reinsurance
recoverables of the Canadian Universities Reciprocal
Insurance Exchange for its statement of financial
position at December 31, 2019 and their changes in
the statement of comprehensive income for the year
then ended in accordance with accepted actuarial
practice in Canada, including selection of appropriate
assumptions and methods.
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In my opinion, the amount of policy liabilities net of
reinsurance recoverables makes appropriate provision
for all policy obligations and the financial statements
fairly presents the results of the valuation.

s

Julie-Linda Laforce

FELLOW, CANADIAN INSTITUTE OF ACTUARIES
Toronto, Ontario

February 26, 2020

AXXima

2200 Marie-Victorin, Suite 201, St-Bruno-de-Montarville, Quebec J3V OM2

Tel. 1.450.646.2500 | Fax. 1.855.529.9462 | Web. www.axxima.ca



Statement of Financial Position

December 31, 2019, with comparative information for 2018

2019 2018
Assets

Investments (note 7):
Cash and cash equivalents $ 28,039,199 $ 36,381,949
Short-term investments 29,850 14,891
Long-term investments 139,350,267 129,676,453
167,419,316 166,073,293
Investment income due and accrued 355,332 356,649
Due from subscribers 642,887 690,820
Prepaid expenses and other accounts receivable 581,042 726,964
Due from reinsurers on paid claims 103,095 62,485
Due from insurers on excess program (note 6) 1,369,936 862,558
Recoverable from reinsurers on unpaid claims (note 9) 9,574 15,692
Property and equipment 459,597 162,883

$ 170,940,779 $ 168,951,344

Liabilities and Subscribers' Equity

Accounts payable and accrued expenses $ 70,012 $ 211,874
Payable to reinsurers on excess program (note 6) 11,082,442 10,150,431
Premium taxes payable 733,331 675,559
Lease liability (note 8) 376,715 -
Premiums received in advance 18,414,380 18,900,281
Unpaid claims and adjustment expenses (note 9) 50,078,538 59,674,968
80,755,418 89,613,113

Subscribers' equity (note 10):
Accumulated excess of income over expenses 88,264,001 82,017,001
Accumulated other comprehensive income (loss) 1,921,360 (2,678,770)
90,185,361 79,338,231
$ 170,940,779  $ 168,951,344

See accompanying notes to financial statements.

On behalf of the Board:

%ég Chair WM Attorney-In-Fact
7 = 7
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Statement of Comprehensive Income

Year ended December 31, 2019, with comparative information for 2018

2019 2018
Underwriting revenue:
Gross earned premiums 23,276,640 21,965,412
Ceded premiums (1,001,000) (801,000)
22,275,640 21,164,412
Expenses:
Claims and adjustment (note 9):
Gross claims 19,527,100 18,920,171
Ceded claims (34.223) 153,777
19,492,877 19,073,948
Operating (note 11) 4,050,157 3,782,694
Premium taxes 883,922 789,796
24,426,956 23,646,438
Underwriting loss (2,151,316) (2,482,026)
Other income (expense):
Interest 2,057,493 2,153,022
Dividends 5,688,574 4,368,468
Amortization of bond premiums (257,989) (502,708)
Other income and realized gains on
investments 921,241 304,086
8,409,319 6,322,868
Excess of income over expenses 6,258,003 3,840,842
Other comprehensive income (loss):
Change in unrealized gains (losses) on
available-for-sale assets 5,520,048 (4,758,944)
Recognition of realized gain on
available-for-sale assets (919,918) (292,980)
4,600,130 (5,051,924)
Total comprehensive income (loss) $ 10,858,133 $ (1,211,082)

See accompanying notes to financial statements.
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Statement of Changes in Equity

Year ended December 31, 2019, with comparative information for 2018

Excess Accumulated
(deficiency) of other
income over  comprehensive Subscribers'
expenses income equity
Balance, December 31, 2017 $ 78,859,074 $ 2,373,154 $ 81,232,228
Distributions (note 10) (682,915) - (682,915)
Comprehensive income (loss):
Excess of income over expenses 3,840,842 - 3,840,842
Other comprehensive loss - (5,051,924) (5,051,924)
Total comprehensive income (loss) 3,840,842 (5,051,924) (1,211,082)
Balance, December 31, 2018 82,017,001 (2,678,770) 79,338,231
Impact of change in accounting policy (note 3) (11,003) - (11,003)
Adjusted balance at January 1, 2019 82,005,998 (2,678,770) 79,327,228
Distributions (note 10) - - -
Comprehensive income (loss):
Excess of income over expenses 6,258,003 - 6,258,003
Other comprehensive loss - 4,600,130 4,600,130
Total comprehensive income 6,258,003 4,600,130 10,858,133
Balance, December 31, 2019 $ 88,264,001 $ 1,921,360 $ 90,185,361

See accompanying notes to financial statements.
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Statement of Cash Flows

Year ended December 31, 2019, with comparative information for 2018

2019 2018
Cash provided by (used in):
Operating activities:
Excess of income over expenses $ 6,258,003 $ 3,840,842
Items not affecting cash:
Investment income due and accrued 1,317 (45,491)
Depreciation 191,553 133,957
Amortization of bond premiums 257989 502,708
Gain on sale of investments (919.918) (292,980)
Changes In non-cash operating items:
Decrease (increase) in due from subscribers,
prepaid expenses and other accounts receivable 193,855 96,727
Decrease in recoverable from reinsurers on
unpaid claims 6,118 155,395
Increase in due from reinsurers on paid claims (40,610) (1,618)
Increase in due from insurers on
exXcess program (507,378) (21,502)
Decrease in premiums received in advance (485,901) (173,851)
Decrease in unpaid claims and adjustment
expenses (9,596.430) (1,589,963)
Increase in payable to reinsurers on
excess program 932,011 899 909
Increase (decrease) in accounts payable and
accrued expenses and premium taxes payable (84,090) 91,716
Subscribers’ surplus distrnibuted - (682,915)
(3,793,481) 2912934
Investing activities:
Investment purchases (53,608,590) (56,987,005)
Proceeds from maturities/sales of investments 49,196,835 50,846,697
Canada treasury bill purchases (1,428,834) (4,442 960)
Proceeds from maturities of Canada treasury bills 1,413,875 4477 971
Additions to property and equipment (97.,292) (187 935)
(4,524 ,006) (6,293,232)
Financing Activities:
Additions to lease liabilities 14,468 -
Payment of lease liabilities (39,731) -
(25,263) -
Decrease in cash and cash equivalents (8,342 750) (3,380,298)
Cash and cash equivalents, beginning of year 36,381,949 39,762 247
Cash and cash equivalents, end of year $ 28039199 $ 36,381,949

See accompanying notes to financial statements.
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Notes to Financial Statements

Year ended December 31, 2019

The Canadian Universities Reciprocal Insurance Exchange (the “Reciprocal”) was formed by an agreement dated August 17,
1987. The Reciprocal is domiciled in Canada. The address of the registered office is 5500 North Service Road, Suite 901,
Burlington, Ontario, L7L 6W6. The Reciprocal is licensed to write Property and General Liability classes of insurance in
all provinces in Canada, with the exception of Quebec.

1. BASIS OF PREPARATION:

(A)

(B

STATEMENT OF COMPLIANCE:

The financial statements have been prepared in
accordance with Infernational Financial Reportfing
Standards (“IFRS”) and comply with the requirements
for filing with the Superintendents of Insurance of the
various provinces in which the Reciprocal is licensed.
The financial statements were authorized for issue by
the Advisory Board (the “Board”) on February 25, 2020.

BASIS OF MEASUREMENT:

The financial statements have been prepared on the
historical cost basis, except available-for-sale (“AFS”)
financial assets, which are measured at fair value and
insurance confracts assets and liabilities which are
measured using acceptable actuarial practices.

FUNCTIONAL AND PRESENTATION CURRENCY:
These financial statements are presented in Canadian
dollar, which is the Reciprocal’s functional currency.

(D) USE OF ESTIMATES AND JUDGMENTS:

The preparation of the financial statements in conformity
with IFRS requires management to make judgments,
estimates and assumptions that affect the application of
accounting policies, and the reported amounts of assets,
liabilities, income and expenses. Actual results may differ
from these estimates.

Estimates and underlying assumptions are reviewed on
an ongoing basis. Revisions to accounting estimates are
recognized in the year in which the estimates are revised
and in any future periods affected.

Information about judgments, estimates and
assumptions that have the most significant effect on
the amounts reflected in the financial statements are
reflected in the following notes. Significant judgments
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are discussed in note 2(a) and significant estimates are
discussed in notes 2(e), 2(f), 9 and 15.

LIQUIDITY FORMAT:

The Reciprocal presents its statement of financial
position broadly in order of liquidity. Assets and
liabilities that are expected to be recovered or settled
within more than 12 months after the reporting date
are summarized in note 5.

. SIGNIFICANT ACCOUNTING POLICIES:

The Reciprocal’s significant accounting policies
are as follows:

FINANCIAL INSTRUMENTS:

All investments, including bonds and debentures
and pooled fund units, have been designated as
AFS securities and are recorded at fair value with
changes in the fair value recorded in unrealized
gains and losses, which are included in other
comprehensive income (“OCI"). This classification
is based on the nature and purpose of the financial
instruments. In general, the Reciprocal’s investments
are intended fo support the related insurance
liabilities and, accordingly, are AFS if required to
pay for claim liabilities.

Redlized gains and losses on sale, as well as losses
from impairment of AFS investments, are reclassified
from accumulated other comprehensive income
(“AOCI") and recorded in investment income in the
statement of comprehensive income.

For investments in bonds, evaluation of whether
impairment has occurred is based on the Reciprocal’s
best estimate of the cash flows expected o be
collected at the individual investment level. Objective



evidence of impairment includes financial difficulty

of the issuer, bankruptcy or defaults and delinquency
in payments of interest or principal. The Reciprocal
considers all available information relevant to the
collectability of the investment, including information
about past events, current conditions, and reasonable
and supportable forecasts. Estimating such cash
flows is a quantitative and qualitative process that
incorporates information received from third party
sources along with certain infernal assumptions

and judgments regarding the future performance of
any underlying collateral for asset-backed securities.
Where possible, this data is benchmarked against third
party sources. Impairments for bonds and debentures
in an unrealized loss position are deemed to exist
when the Reciprocal does not expect full recovery of
the amortized cost of the investment based on the
estimate of cash flows expected to be collected or
when the Reciprocal intends to sell the investment
prior to recovery from its unrealized loss position.

For equity investments, the Reciprocal recognizes
an impairment loss in the period in which it is
determined that there is significant or prolonged
declines in value and where objective evidence
exists that the asset is impaired, the unrealized
loss is moved from OCI to income.

The cumulative loss that is reclassified from AOCI

to income is the difference between the acquisition
cost, net of any principal repayment and amortization,
and the current fair value, less any impairment loss
recognized previously in income. If, in a subsequent
period, the fair value of an impaired AFS debt security
increases and the increase can be related objectively
to an event occurring after the impairment loss was
recognized in income, then the impairment loss is
reversed, with the amount of the reversal recognized
in income. However, any subsequent recovery in

fair value of an impaired AFS equity security is
recognized in OCI.

The Reciprocal uses a fair value hierarchy for
classification of fair value measurements that reflects
the significance of the inputs used in making the fair
value measurements (Level 1, Level 2 and Level 3).
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Transaction costs related to the purchase of bonds
are recorded as part of the carrying value of the bond
at the date of purchase and are recognized using the
straight-line method, which has been determined to
approximate the effective interest method. Investment
income is recorded as it is earned. Gains and losses
on disposal of investments are calculated using
average cost and are determined and recorded on
the settlement date.

Investment income due and accrued, due from
subscribers, due from reinsurers on paid claims, due
from insurers on excess program and other accounts
receivable are classified as loans and receivables,
which are measured at amortized cost. Accounts
payable and accrued expenses, payable to reinsurers
on excess program and premium taxes payable

are classified as other financial liabilities, which

are measured at amortized cost.

Cash and cash equivalents comprise cash and securities
with original maturities of three months or less.

The Reciprocal recognizes financial assets on the frade
date, at which the Reciprocal becomes a party to the
contractual provisions of the financial asset contract.

FOREIGN CURRENCY TRANSACTIONS:

Transactions in foreign currencies are translated into
functional currency of the Reciprocal at exchange
rates at the dates of the transactions. Monetary assets
and liabilities denominated in foreign currencies at the
reporting date are translated to the functional currency
at the exchange rate at that date. Non-monetary

items that are measured in terms of historical cost in

a foreign currency are franslated using the exchange
rate at the date of the transaction.

REVENUE RECOGNITION:

Premiums earned are calculated on a monthly pro
rata basis over the life of the policies. All policies
issued by the Reciprocal expire at year end and
have a term not exceeding one year. As such,
there is no unearned premium reserve at year end.

INSURANCE CONTRACTS:
All contracts issued by the Reciprocal meet the
definition of an insurance contract and are accounted



for in accordance with IFRS 4, Insurance Contracts
(“IFRS 4"). Insurance contracts are those contracts
where the Reciprocal has accepted significant
insurance risk. A confract is considered to have
significant insurance risk if, and only if, an insured
event could cause an insurer to make significant
additional payments in any scenario, excluding
scenarios that lack commercial substance, at

the inception of the contract.

Once a contract has been classified as an insurance
contract, it remains an insurance contract for the
remainder of its lifetime, even if the insurance risk
reduces significantly during this period, unless all
rights and obligations are extinguished or expired.

PROVISION FOR UNPAID CLAIMS AND ADJUSTMENT EXPENSES:

The provision for unpaid claims represents the
amounts required to provide for the estimated

ultimate expected cost of settling claims related to
insured events (both reported and unreported) that
have occurred on or before each statement of financial
position date. The provision for adjustment expenses
represents the estimated ultimate expected costs of
investigating, resolving and processing these claims.
The computation of these provisions takes info account
the time value of money using discount rates based

on projected investment income from the assets
supporting the provisions using, for the liabilities,
discount rates based on projected investment

income from the assets supporting the liabilities,

and for reinsurance recoveries, rates based on

current market-related interest rates.

These estimates of future loss activity are necessarily
subject to uncertainty and are selected from a

wide range of possible outcomes. All provisions

are periodically reviewed and evaluated in the

light of emerging claim experience and changing
circumstances. The resulting changes in estimates
of the ultimate liability are recorded as incurred
claims in the current year.

The liability for unpaid claims and adjustment expenses
is based on the present value of expected cash flows
plus provision for adverse deviation and is considered
an indicator of fair value as there is no ready market for
trading of insurance policy liabilities.
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At each reporting date, the Reciprocal reviews its
unexpired risk and a liability adequacy test is performed
in accordance with IFRS 4. This calculation uses current
estimates of future contractual cash flows after taking
account of the investment return expected to arise on
assets relating fo the relevant provisions.

REINSURANCE CONTRACTS:

In the normal course of business, the Reciprocal seeks
to reduce the loss that may arise from catastrophes
or other events that cause unfavourable underwriting
results by reinsuring certain levels of risk, in various
areas of exposure, with other insurers.

Reinsurance does not relieve the originating insurer of
its liability and is reflected on the statement of financial
position on a gross basis to indicate the extent of credit
risk related to reinsurance and the obligations to
subscribers. The benefits to which the Reciprocal is
entitled under its reinsurance contracts held are
recognized as amounts recoverable from reinsurers.
These assets consist of short-term balances due from
reinsurers, as well as longer-term receivables that are
dependent on the expected claims and benefits arising
under the related reinsured insurance contracts.
Amounts recoverable from or due fo reinsurers are
measured consistently with the amounts associated
with the reinsured insurance contracts and in
accordance with the terms of each reinsurance
contract. Reinsurance liabilities are primarily premiums
payable for reinsurance contracts and are recognized
as an expense when due.

Reinsurance assets are reviewed for impairment at
each reporting date, or more frequently, when an
indication of impairment arises during the reporting
year. Impairment occurs when there is objective
evidence as a result of an event that occurred after
initial recognition of the reinsurance asset that the
Reciprocal may not receive all outstanding amounts
due under the ferms of the contract and the event
has a reliably measurable impact on the amounts
that the Reciprocal will receive from the reinsurer.
The impairment loss is recorded in the statement
of comprehensive income.



G}

Any gains or losses on buying reinsurance would
be recognized in the statement of comprehensive
income immediately at the date of purchase and
are not amortized.

Reinsurance assets and liabilities are derecognized
when the contractual rights are extinguished or expired
or when the contract is transferred to another party.

EQUIPMENT:

Equipment, which consist primarily of computer
equipment and furniture and fixtures, are stated
at amortized cost. Amortization is provided on a
straight-line basis over four years for computer
equipment and five years for furniture and fixtures.

LEASES:

UNDER IAS 17

In the comparative period, assets held under leases
were classified as operating leases and were not
recognized in the Reciprocal’s statement of financial
position. Payments made under operating leases
were recognized in profit or loss on a straight-line
basis over the ferm of the lease.

POLICY APPLICABLE FROM JANUARY 1, 2019

At inception of a contract, the Reciprocal assesses
whether a contract is, or contains, a lease. A contract
is, or contains, a lease if the contract conveys the right
to control the use of an identified asset for a period of
time in exchange for consideration. To assess whether
a contfract conveys the right fo control the use of an
identified asset, the Reciprocal assesses whether:

(1) The contract involves the use of an identified asset;
(I The Reciprocal has the right to obtain substantially
all of the economic benefits from use of the asset
throughout the period of use; and
(1) The Reciprocal has the right to direct the use of the
asset. The Reciprocal has the right fo direct the use of
the asset if either:

a) The Reciprocal has the right to operate

the asset; or

b) The Reciprocal designed the asset in a way

that predetermines how and for what purposes

it will be used.
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This policy is applied to contracts entered into, or
changed, on or affer January 1, 2019.

The Reciprocal recognizes a right-of-use asset and

a lease liability at the lease commencement date.

The right-of-use asset is initially measured at cost,
which comprises the initial amount of the lease
liability adjusted for any lease payments made at or
before the commencement date, plus any initial direct
costs incurred and an estimate of costs fo dismantle
and remove the underlying asset or to restore the
underlying asset or the site on which it is located,

less any lease incentives received.

The right-of-use asset is subsequently depreciated using
the straight-line method from the commencement date
to the earlier of the end of the useful life of the right-of-
use assets or the end of the lease term. The estimated
useful lives of right-of-use assets are determined on

the same basis as those of property and equipment. In
addition, the right-of-use asset is periodically reduced
by impairment losses, if any, and adjusted for certain
remeasurements of the lease liability.

The lease liability is initially measured at the present
value of the lease payments that are not paid at the
commencement date, discounted using the interest
rate implicit in the lease or, if that rate cannot be readily
determined, the Reciprocal’s incremental borrowing
rate. Generally, the Reciprocal uses its incremental
borrowing rate as the discount rate.

Lease payments included in the measurement of the
lease liability comprise the following:

Fixed payments, including in-substance
fixed payments;

Variable lease payments that depend on an index or
a rate, initially measured using the index or rates as at
the commencement date;

Amounts expected to be payable under a residual
value guarantee; and

The exercise price under a purchase option that
the Reciprocal is reasonably certain to exercise,
lease payments in an optional renewal period if



the Reciprocal is reasonably certain to exercise an
extension option, and penalties for early termination
of alease unless the Reciprocal is reasonably certain
not to ferminate early.

The lease liability is measured at amortized cost using
the effective inferest method. It is remeasured when
there is a change in future lease payments arising
from a change in an index or rate, if there is a change
in the Reciprocal’s estimate of the amount expected to
be payable under a residual value guarantee, or if the
Reciprocal changes its assessment of whether it will
exercise a purchase, extension or termination option.

When the lease liability is remeasured in this way, a
corresponding adjustment is made fo the carrying
amount of the right-of-use asset, or is recorded in profit
or loss if the carrying amount of the right-of-use asset
has been reduced to zero.

SHORT-TERM LEASES AND LOW VALUE ASSETS

The Reciprocal has elected not to recognize right-of-
use assets and lease liabilities for short-term leases
that have a lease term of 12 months or less and leases
of low-value assets. The Reciprocal recognizes the
lease payments associated with these leases as an
expense on a straight-line basis over the lease term.

INCOME TAXES:

No provision for income taxes has been made in these
financial statements as the Reciprocal is not subject to
such income taxes.

ACCOUNTING STANDARDS ISSUED BUT NOT YET APPLIED:

(1) IFRS 17, INSURANCE CONTRACTS:

On May 18,2017 the IASB issued IFRS 17 Insurance
Conftracts. The new standard is effective for annual
periods beginning on or after January 1, 2021
(however, the IASB has tentatively decided to propose
deferring the effective date to January 1, 2022). IFRS
17 will replace IFRS 4 Insurance Contracts. This
standard intfroduces consistent accounting for all
insurance contracts. The standard requires a
company to measure insurance contracts using
updated estimates and assumptions that reflect the
timing of cash flows and any uncertainty relating to
insurance contracts. Additionally, IFRS 17 requires a
company fo recognize profits as it delivers insurance
services, rather than when it receives premiums.
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The Reciprocal intends to adopt IFRS 17 in its financial
statements for the annual period beginning on January
1,2021. The extent of the impact of adoption of the
standard has not yet been determined.

(1) IFRS 9, FINANCIAL INSTRUMENTS:

In July 2014, the IASB issued the complete amended
IFRS 9, Financial Instruments. The mandatory

effective date of IFRS 9 is for annual periods beginning
on or after January 1, 2018 and must be applied
retrospectively with some exemptions. Early adoption

is permitted. The restatement of prior periods is not
required and is only permitted if information is available
without the use of hindsight.

IFRS 9 introduces new requirements for the
classification and measurement of financial assets
based on the business model in which they are held and
the characteristics of their contractual cash flows. It also
amends the impairment model by infroducing a new
‘expected credit loss’ model for calculating impairment.

The standard also intfroduces additional changes
relating to financial liabilities.

In September 2016, the IASB issued amendments to
IFRS 4, Insurance Contracts to address accounting
mismatches and volatility that may arise in profit or
loss in the period between the effective date of IFRS
9 and the new insurance contracts standard, IFRS
17 Insurance Contracts, issued in May 2017.

The amendments infroduce two approaches that
may be adopted by insurers in the period between
the effective date of IFRS 9, January 1, 2019, and
IFRS 17, effective January 1, 2021 (however, the
IASB has tentatively decided to propose deferring
the effective date to January 1, 2022):

Overlay approach — an option for all issuers of
insurance contracts to reclassify amounts between
profit or loss and other comprehensive income for
eligible financial assets by removing any additional
accounting volatility that may arise from applying
IFRS 9; and

Temporary exemption — an optional temporary
exemption from IFRS 9 for companies whose activities
are predominately connected with insurance. This
exemption allows an entity fo continue to apply



existing financial instrument requirements in IAS 39 to
all financial assets until the earlier of the application of
IFRS 17 or January 1, 2021.

The Reciprocal evaluated its liabilities at December
31,2015, the prescribed date of assessment under
the temporary exemption provisions and concluded
that all of the liabilities were predominantly connected
with insurance. Approximately 99% of the Reciprocal’s
liabilities at December 31, 2015 are liabilities that arise
from contracts within the scope of IFRS 17 and are
liabilities that arise because the Reciprocal issues
insurance contfracts and fulfils obligations arising from
insurance confracts. Additionally, the Reciprocal has
not previously applied any version of IFRS 9. Therefore,
the Reciprocal is an eligible insurer that qualifies for
optional relief from the application of IFRS 9.

As at January 1, 2018, the Reciprocal elected to apply
the optional transitional relief under IFRS 4 that permits
the deferral of the adoption of IFRS 9 for eligible insurers.
The Reciprocal will continue to apply IAS 39 until January
1, 2021. See note 7(c) for additional disclosures which
enable comparison between the Reciprocal and entities
that applied IFRS 9 at January 1,2018.

. CHANGE IN ACCOUNTING POLICIES:

The Reciprocal initially applied IFRS 16, Leases from
January 1, 2019 using the modified retrospective
approach, under which the cumulative effect of

initial application is recognized in retained earnings

at January 1, 2019. Accordingly the comparative
information presented for 2018 is not related. The details
of the changes in accounting policies are disclosed
below. Additionally, the disclosure requirements in IFRS
16 have not been applied to comparative information.

Previously, the Reciprocal classified property leases as
operating leases under IAS 17. On transition, for these
leases, lease liabilities were measured as the present
value of the remaining lease payments, discounted

at the Reciprocal’s incremental borrowing rate as at
January 1, 2019.

The Reciprocal used a number of practical
expedients when applying IFRS 16 to leases
previously classified as operating leases under
IAS 17. In particular, the Reciprocal:

i. did not recognize right-of-use assets and liabilities for
leases for which the lease term ends within 12 months
of the date of initial application;

ii. did not recognize right-of-use assets and liabilities for
leases of low value assets;

iii. excluded initial direct costs from the measurement
of the right-of-use assets at the date of initial
application; and

iv. used hindsight when determining the lease term.

On transition to IFRS 16, the Reciprocal recognized
additional right-of-use assets and additional lease
liabilities, recognizing the difference in retained earnings.
The impact on transition is summarized below:

January 1, 2019

Right-of-use assets — property and equipment $ 390,975
Lease liabilities 401,978
Retained earnings (11,003)
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4. ROLE OF THE ACTUARY AND AUDITORS:

The actuary has been appointed by the Board of the
Reciprocal. The actuary’s responsibility with respect to the
preparation of the financial statements is to carry out an
annual valuation of the policy liabilities, which include the
unpaid claims and adjustment expenses, in accordance
with accepted actuarial practice and regulatory
requirements and report thereon to the Reciprocal. In
performing the valuation, the actuary makes assumptions
as to the future rates of claims frequency and severity,
inflation, reinsurance recoveries and expenses, taking

into consideration the circumstances of the Reciprocall
and the insurance policies in force. The actuary, in their
verification of the data used in the valuation, uses the work
of the external auditors. The actuary’s report outlines the
scope of their work and opinion. The external auditors
have been appointed by the Board of the Reciprocal.
Their responsibility is to conduct an independent and
objective audit of the financial statements in accordance
with Canadian generally accepted auditing standards
and report thereon to the subscribers of the Reciprocal. In
carrying out their audit, the auditors also make use of the
work of the actuary and his report on the unpaid claims
and adjustment expenses. The auditors’ report outlines the
scope of their audit and their opinion.

. NON-CURRENT ASSETS AND LIABILITIES:

The assets and liabilities that the Reciprocal expects
to recover or settle after 12 months are unpaid claims
and adjustment expense liabilities estimated to be
$36,334,831 (2018 - $40,627,792), the related unpaid
claims and adjustment expense recoverable from
reinsurers of $3,567 (2018 - $5,869) and long-term
investments of $51,862,278 (2018 - $42,360,579).

. UNDERWRITING POLICY:

During 2019 and 2018, the Reciprocal wrote Property
policies with a limit of $5,000,000 per occurrence,
$10,000,000 annual aggregate and placed on behalf
of subscribers an excess policy for $1,245,000,000
above the Reciprocal’s limit.
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During 2019 and 2018, the Reciprocal wrote General
Liability policies with a limit of $5,000,000 per occurrence.
In respect of Errors and Omissions Liability policies,
during 2019 and 2018, the Reciprocal’s limit of liability
per occurrence for the claim made coverage was
$5,000,000. In 2019 and 2018, the Reciprocal purchased
combined reinsurance policies for General Liability and
Errors and Omissions Liability above the Reciprocal’s
$5,000,000 limit on behalf of subscribers in the amount
of $45,000,000.

The Reciprocal’'s annual assessment includes a
provision for the excess program premium costs.
These amounts are payable to excess insurers for
the upcoming policy year. Unlike reinsurance ceded,
these amounts are not recorded as premium income
and ceded premium expenses as the Reciprocal only
provides the administrative services of collecting the
premiums from the subscribers and remitting the
premiums to the insurer.

In order to facilitate the claims handling process, the
Reciprocal, at its option, will make claims payments on
those claims that fall within the excess program directly
to the subscriber. Upon payment by the Reciprocal,
these amounts are reported as due from insurers on
excess program.

As the originating insurer, the Reciprocal has a
contingent liability in the event that a reinsurer is
unable to meet its obligations. To mitigate this risk,
allreinsurance is placed with insurers registered in
Canada and subject to supervision by the Office of
the Superintendent of Financial Institutions Canada.



7. INVESTMENTS:

The amortized cost and fair values of investments are summarized as follows:

2019 2018
Cost/ Cost/
amortized Fair amortized Fair
cost value cost value
Cash and cash
equivalents $ 28,039,199 $ 28,039,199 $ 36,381,949 $ 36,381,949
Short-term 30,000 29,850 15,000 14,891
Long-term:
Government bonds 30,651,621 30,886,053 37,400,726 37,331,382
Corporate bonds 30,133,560 30,335,775 21,879,448 21,783,875
Pooled funds:
Fixed income 27,530,135 27,205,688 25,213,656 24 409 727
Canadian equity 16,776,304 17,792,251 18,961,812 17,087,369
United States equity 10,639,681 11,481,355 8,260,634 9,383,876
Global equity 10,280,660 10,328,918 9,683,073 8,949 513
Mortgages 9,591,266 9,496 435 10,898,194 10,730,711
Real estate 1,768,000 1,823,792 - -
137,371,227 139,350,267 132,297 543 129,676,453
$ 165440426 $ 167419316 $ 168,604 492 $ 166,073,293
Fair values have been determined on the basis described in note 13.
No impairment losses were recognized by the Reciprocal in 2019 or 2018.
(A) BONDS - INTEREST RATE RISK:
2019 2018
Interest Effective Effective
receivable rates rates
basis (% range) (% range)
Government Semi-annual 1.71-2.31 1.80 - 2.71
Canadian corporate Semi-annual 1.96 -2.46 2.38-3.18
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(B) CONTRACTUAL MATURITIES:

The following table shows fair value of investments, excluding cash and cash equivalents, and pooled funds, by

contfractual maturity of the investment. The expected payout pattern of the Reciprocal’s net unpaid claim liabilities

is disclosed in note 15.

2019 2018
Term to maturity Fair value Fair value
Bonds - government:

Due in 1 year or less $ 4,241,790 $ 12,915,360

After 1 through 5 years 13,672,147 11,038,793

After 5 years 13,072,116 13,377,229
Bonds - Canadian corporate:

Due in 1 year or less 5,117,760 3,839,318

After 1 through 5 years 16,559,193 10,515,460

After 5 years 8,658,822 7,429,097

$ 61,221,828 $ 59,115,257

(C) ADDITIONAL DISCLOSURES:

The following additional disclosure, required by IFRS 9 for eligible insurers, presents the fair value and the amount of

change in the fair value of the Reciprocal’s financial assets as at and for the year ending December 31, 2019, showing

separately the fair value of financial assets with contractual terms that give rise to cash flows that are solely payments of

principal and inferest on the principal amount outstanding (“SPPI”) and the fair value of financial assets that do not give

rise to cash flows that are solely payments of principal and interest on the principal amount outstanding (“Non-SPPI”):

SPPI Non-SPPI
Fair Change in Fair Change in
value fair value value fair value
Short-term investments % 29,850 3 14959 % - 5 -

Bonds 61,221,828 2,106,571
Pooled funds -

- 78,128,439 7,567,243

$ 61251678 $ 2121530 $78,128.439 $ 7.567,243
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The following additional disclosure, required by IFRS 9 for eligible insurers, presents the credit risk ratings of SPPI financial
assets at December 31, 2019:

Carrying amount

Credit rating Credit risk (fair value) % of total
R1 (high) Low $ 29,850 0.05
AAA Low 13,834,611 22.59
AA- Low 6,096,354 9.95
A+ Low 26,738,012 43.65
A Low 5,001,640 8.17
A- Low 9,551,211 15.59
$ 61,251,678 100.00

8. LEASES:

The Reciprocal leases office space and office equipment. The lease of the office space runs for a period of 5 years with an
option to renew the lease after that date for a period of 5 years. The lease of the office equipment is for a period of 5 years.

Some leases require the Reciprocal fo make payments that relate to the property taxes levied on the lessor and insurance
payments made by the lessor; these amounts are generally determined annually.

From fime to time the Reciprocal may enter into lease contracts for office equipment that are short-term or leases of
low-value items. The Reciprocal has elected not to recognize right-of-use assets and lease liabilities for these leases.

=

RIGHT-OF-USE ASSETS
Right-of use assets related to leased properties that do not meet the definition of investment property are presented
in property, plant and equipment.

2019
Right-of-use asset balance, beginning of year 3 390,975
Additions to right-of-use assets 14,468
Depreciation charge for the year (46,853)
Derecognition of right-of-use assets -
Right-of-use asset balance, end of year 3 358,590
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(B) LEASE LIABILITIES:
The maturity profile of lease liabilities is as follows:

Less than one year $ -
One to five years 12,504
More than five years 364,211

$ 376,715

(C) AMOUNTS RECOGNIZED IN PROFIT OR LOSS:

Leases under IFRS 16 2019
Interest on lease liabilities $ 20,641
Leases under IAS 17 2018
Lease expense $ 118,364
(D) EXTENSION OPTIONS: 9. UNPAID CLAIMS AND ADJUSTMENT EXPENSES:

Some property leases contain extension options

exercisable by the Reciprocal up fo one year before (A) NATURE OF UNPAID CLAIMS AND ADJUSTMENT EXPENSES:

the end of the non-cancellable contract period. Where The establishment of the provision for unpaid claims

practicable, the Reciprocal seeks to include extension and adjustment expenses is based on known facts

options in new leases to provide operational flexibility. and inferpretation of circumstances and s, therefore,

The extension options held are exercisable only by a complex and dynamic process influenced by a

the Reciprocal and not by the lessors. The Reciprocal large variety of factors. These factors include the

assesses af each commencement date whether it is Reciprocal’s experience with similar cases and

reasonably certain fo exercise the extension options. The historical frends involving claim payment patterns,

Reciprocal reassesses whether it is reasonably certain loss payments, pending levels of unpaid claims,

to exercise the options if there is a significant event or product mix or concentration, claims severity and

significant changes in circumstances within its control. claim frequency patterns, such as those caused
by natural disasters or accidents.

At commencement date, the Reciprocal determined

that it is reasonably certain to exercise the option fo

renew the current office space lease and has included

the renewal term in its determination of the lease liability.
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Other factors include the continually evolving and
changing regulatory and legal environment, actuarial
studies, professional experience and expertise of
the Reciprocal’s claims department personnel and
independent adjusters retained to handle individual
claims, the quality of the data used for projection
purposes, existing claims management practices,
including claims handling and settlement practices,
the effect of inflationary frends on future claims
settlement costs, court decisions, economic
conditions and public attitudes.

In addition, time can be a critical part of the provision
determination, since the longer the span between the
incidence of a loss and the payment or settlement of
the claims, the more variable the ultimate settlement
amount can be. Accordingly, short-tailed claims,

such as property claims, fend to be more reasonably
predictable than long-tailed claims, such as general
liability and professional liability claims.

Consequently, the establishment of the provision for
unpaid claims and adjustment expenses process
relies on the judgment and opinions of a large
number of individuals, on historical precedent and
frends, on prevailing legal, economic, social and
regulatory trends and on expectations as fo future
developments. The process of determining the
provisions necessarily involves risks that the actual
results will deviate, perhaps substantially, from the
best estimates made.

KEY ASSUMPTIONS:
The best estimate of the subscribers'’ liabilities, as
reported in these financial statements, have been
determined by the Reciprocal’s appointed actuary
in accordance with accepted actuarial practice,

as determined by the Standards of Practice of the
Actuarial Standards Board (“ASB”), including the
selection of appropriate assumptions and methods.
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The Incurred but Not Reported liabilities have been
estimated for each coverage period using a combination
of the Incurred Loss Development Method and the
Bornhuetter-Ferguson Method, which are based on
expected claims development patterns and expected
losses for the latter method.

The provision for unpaid claims and adjustment expenses
and related reinsurance recoveries is calculated on a
discounted basis with a provision for adverse deviation

in accordance with the standards of the ASB, using

a discount rate of 1.75% (2018 — 2.15%). The discount

rate is based on the projected investment income from
the assets supporting the provision and reflecting the
estimated timing of payments and recoveries.

Based on the recommended margin for adverse
deviation ranges prescribed by the ASB, a provision for
adverse deviation is selected for the following variables:
claims development, reinsurance recovery and interest
rate. Changes in the assumptions used in the December
31, 2019 actuarial valuation resulted in a total increase in
net discounted liabilities with provision of $604,787 (2018
- decrease of $802,725).

Sensitivities regarding these assumptions are provided
in note 15.

CHANGE IN CLAIMS RESERVE AND RELATED REINSURANCE RESERVE:

The Reciprocal’s appointed actuary completes an
annual evaluation of the adequacy of the claim liabilities
at the end of each financial year. This evaluation
includes a re-estimation of the liability for unpaid claims
relating fo each preceding fiscal year compared to the
liability that was originally established.



The results of this comparison and the changes in the provision for unpaid claims and claims adjustment expenses for the

years ended December 31,2019 and 2018 are as follows:

Gross Ceded Net
December 31, 2018:
Actuarial provision for unpaid claims
and adjustment expenses $ 59,051,640 $ 15692 $ 59,035948
Deductible recoveries 623,328 - 623,328
Provision for unpaid claims and
adjustment expenses 50 674,968 15,692 59,659 276
Incurred claims and adjustment expenses:
Provision for insured events
of current year 18,598 682 - 18,598,682
Increase in provision
for insured events of prior years 428 298 34,195 394 103
Decrease due to change in discounting 604,815 28 604, 787
Decrease in deductibles outstanding (104 695) - (104,695)
Total incurred 19,527,100 34,223 19,492 877
Payments and recoveries attributable to:
Current year events (3,876,662) - (3,876,662)
Pror year's events (25,343,063) (40,341) (25,302, 722)
Deductibles 96,1 - 96,195
Payments and recoveries (29,123,530) (40,341) (29,083,189)
Provision for unpaid claims and
adjustment expenses, December 31, 2019 $ 50078538 3 9 574 $ 50,068,964
December 31, 2019:
Actuarial provision for unpaid claims
and adjustment expenses $ 49446710 3 9574 $ 49437136
Deductible recoveries 631,828 - 631,828
Provision for unpaid claims and
adjustment expenses, December 31, 2019 $ 50078538 3 9574 $ 50,068,964
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Change in claims reserve and related reinsurance reserve (continued):

Gross Ceded Net
December 31, 2017:
Actuarial provision for unpaid claims
and adjustment expenses $ 60,630,278 $ 171,087 $ 60,459 191
Deductible recoveries 634 653 - 634 653
Provision for unpaid claims and
adjustment expenses 61,264,931 171,087 61,093,844
Incurred claims and adjustment expenses:
Provision for insured events
of current year 18,645,263 - 18,645,263
Increase in provision
for insured events of prior years 1,162 365 (153,696) 1,316,061
Decrease due to change in discounting (802,806) (81) (802,725)
Decrease in deductibles outstanding (84,651) - (84,651)
Total incurred 18,920,171 (153,777) 19,073,948
Payments and recoveries attributable to:
Current year events (7,090,371) - (7,090,371)
Prior year's events (13,515,739) (1,618) (13,514,121)
Deductibles 95,976 - 95976
Payments and recoveries (20,510,134) (1,618) (20,508,5186)
Provision for unpaid claims and
adjustment expenses, December 31, 2018 $ 59674968 $ 15692 $ 59659276
December 31, 2018:
Actuarial provision for unpaid claims
and adjustment expenses $ 59,051,640 $ 15692 $ 59,035,948
Deductible recoveries 623,328 - 623,328
Provision for unpaid claims and
adjustment expenses, December 31, 2018 $ 59674968 $ 15692 $ 59659276

10. SUBSCRIBERS’ EQUITY:

In accordance with the Reciprocal Insurance

The Board of the Reciprocal may, from time fo time,

direct that the accumulated excess of income over

Exchange Agreement, subscribers may be required

to contribute any amounts to the Reciprocal in

the form of capital contributions. Section 12 of the
Reciprocal Insurance Exchange Agreement dated
August 17, 1987 provides that additional assessments
may be required of the subscribers to the extent

that premiums collected are not sufficient fo cover
the expenses of the Reciprocal. There were no such
assessments made in 2019 or 2018.
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expenses be distributed back to subscribers. No

distributions of were made in 2019 (2018 - $682,915).



11. OPERATING EXPENSES:

The operating expenses of the Reciprocal are summarized by nature as follows:

2019 2018
Actuarial and brokerage $ 497,282 $ 392,029
Professional services 675,630 704,772
Inspection and risk management 803,086 674,803
Salaries 1,309,198 1,265,413
Depreciation 191,551 133,959
Office 573.410 611,718

$ 4,050,157 $ 3.782.694

12. RELATED PARTY TRANSACTIONS: The fair value of pooled funds is estimated based

on bid prices published in financial newspapers or

TRANSACTIONS WITH KEY MANAGEMENT PERSONNEL: bid quotations received from securities dealers for

Key management personnel are those persons T )
Y g P P those or similar investments, less estimated broker

having authority and responsibility for planning, fees. The fair values of bonds and debentures are

directing and controlling activities of the Reciprocal. determined using a pricing model that reflects

recent public trading activity and observable market

Compensation expenses related to all key information on market yields and credit risk spreads.
management personnel consisted of $813,104 The fair values of financial instruments other than
(2018 - $773,790) related to salaries and short-term investments approximate their carrying amounts
employee benefits. due fo the immediate or short term to maturity of

these financial instruments.

13. FAIR VALUE DISCLOSURES:

The following methods and assumptions were
used to estimate the fair value of each class of
financial instrument:

(A)  FAIR VALUE HIERARCHY:
The Reciprocal uses a fair value hierarchy to categorize the inputs used in valuation techniques fo measure fair value.
The extent of the Reciprocal’s use of quoted market prices (Level 1), models using observable market information as
inputs (Level 2) and internal models without observable market information as inputs (Level 3) in the valuation of bond
and equity investments was as follows:

2019 2018
Level 2:
Valued using market information as
models with observable inputs $ 139,380,117 $ 129,691,344
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14.

SIGNIFICANT TRANSFERS:

The Reciprocal did not have any significant transfers
between Level 1, Level 2 and Level 3 included in the
fair value hierarchy in 2019 or 2018.

SURPLUS MANAGEMENT AND ADEQUACY:

Subscribers’ equity comprises accumulated excess

of income over expenses and AOCI. At December 31,

2019, the subscribers’ equity was $90,185,361 (2018

- $79,338,231). The Reciprocal’s objectives for the
management of surplus are for the prudent operation

of the Reciprocal and to provide relatively predictable
premium costs for its members over time. )

As a reciprocal insurance exchange, the requirement
for surplus is lower than that of an incorporated
insurance company. A reciprocal may rely on the
contractual agreement among its members to
contribute to the losses incurred by other members
and to make assessments for additional contributions
to surplus, if required and, accordingly, can rely on the
creditworthiness of its subscribers.

The Reciprocal is regulated by the Financial Services
Commission of Ontario, which expects insurance
organizations fo meet a Minimum Capital Test ratio
of capital available to capital required of at least
150%. The Reciprocal’s practice is fo maintain a
surplus level which is higher than this regulatory
minimum. At December 31, 2019, the Reciprocal’s
Minimum Capital Test ratio was 431.68% (2018 —
383.99%). The Reciprocal’s surplus adequacy is
evaluated regularly and this evaluation takes into
account the gross exposure to risk, the level and
nature of reinsurance purchased and the resulting
net exposure to members. Input from the appointed
actuary, which includes an assessment of loss
volatility, is factored into this evaluation.
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15.

INSURANCE AND FINANCIAL
INSTRUMENT RISK MANAGEMENT:

The Reciprocal has policies related to the
identification, monitoring and mitigating of risks
associated with insurance and financial instruments.
The key risks related to insurance are that the actual
claims payment amounts or timing are different
from expectations. The key risks related to financial
instruments are credit risk, liquidity risk and market
risk (interest rate, equity and currency). The following
describes how the Reciprocal manages each of
these risks:

CREDIT RISK:

Credit risk is the risk of loss due to the failure of debtors
to make payments when due. Credit risks are primarily
associated with invested assets and amounts due
from subscribers and reinsurance counterparties.

The investment portfolio’s exposure to credit risk is
managed through policies and procedures, including
a credit evaluation by the investment manager and
investment guidelines which specify investment quality
and exposure limits. The portfolio is monitored and
reviewed regularly by the Board.

Premiums due from subscribers present minimal
risk due to the historic and financial relationship as
a reciprocal insurance exchange. Reinsurance is
placed with counterparties with good credit ratings
and concentration of credit risk is managed by
utilizing an appropriate mix of reinsurers.



(1) MAXIMUM EXPOSURE TO CREDIT RISK:

The following table summarizes the maximum exposure to credit risk related to financial instruments:

2019

2018

Cash and cash equivalents|

$ 28,039,199

$ 36,381,949

Investments in bonds 61,221,828 59,115,257
Investments in treasury bills 29,850 14,891
Investment income due and accrued 355,332 356,649
Due from subscribers 642,887 690,820
Due from reinsurers on paid claims 103,095 62,485
Due from insurers on excess program 1,369,936 862,558
Recoverable from reinsurers on unpaid claims 9,574 15,692

Total statement of financial position

maximum credit exposure $ 91,771,701 $ 97,500,301

(I1) CONCENTRATION OF CREDIT RISK:
The Reciprocal utilizes an investment policy to minimize the concentration of credit risk by ensuring diversification
across asset classes. A summary of the fair value of investments by asset class and term to maturity is in note 7.

The Reciprocal’s risk management strategy is to invest primarily in debt instruments of high credit quality issuers and
to limit the amount of credit exposure with respect to any one issuer. The Reciprocal attempts to limit credit exposure
by imposing portfolio limits on individual corporate issuers, as well as limits based on credit quality and may, from time
to time, invest in credit default swaps to further mitigate credit risk exposure. The breakdown of the Reciprocal’s fixed
income portfolio, by the higher of Standard & Poor’s and Moody's creditf ratings, is presented below:

2019 2018

Credit rating Fair value Fair value

AAA $ 13,834,611 22.60% $ 24,706,948 41.79%
AA- 6,096,354 9.96% 8,743,887 14.79%
A+ 26,738,012 43.67% 14,297,063 24.1%
A 5,001,640 8.17% 4,787,568 8.10%
A- 9,551,211 15.60% 6,579,791 11.13%
Total $ 61,221,828 100% $ 59,115,257 100%
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(111) COUNTERPARTIES CREDIT RISK:

With regard fo reinsurance, the Reciprocal’s risk management strategy is to place reinsurance with insurers of high

credit quality. The table below provides information regarding the credit exposure of the Reciprocal, classifying these

assets according to the Reciprocal’s credit ratings of counterparties. This analysis is based on external credit ratings

obtained from A.M. Best.

2019 2018
A++ $ 68,150 $ 95,559
A+ 521,692 320,583
A 892,762 461,819
AA- - 62,774
Total $ 1,482,604 $ 940,735
(B)  LIQUIDITY RISK:

Liquidity risk is the risk that the Reciprocal will not be able to meet all cash outflow obligations as they come due.

Liquidity risk arises from the general business activities and the management of assets and liabilities.

The primary potential cash outflow is the payment of insurance claims and is represented by the provision for unpaid

claims and adjustment expenses liability on the statement of financial position. In order to manage the liquidity risk

associated with this liability, an investment policy is in place, which requires that a material portion of the investment

portfolio be maintained in short-term investments. A summary of investments by ferm fo maturity is in note 7(b).

The following table shows the expected payout pattern of the Reciprocal’s net unpaid claim liabilities:

Within 1 year
1to 5 years
Over 5 years

2019 2018

$ 13,102,305 $ 18,408,156
24,993,775 30,019,848
11,341,056 10,607,944

$ 49,437,136 $ 59,035,948

MARKET RISK:

Market risk is the risk of loss arising from adverse
changes in market rates and prices, such as interest
rates, equity market fluctuations and foreign currency
rates. The primary market risk exposures are
discussed below:

(1) INTEREST RATE RISK:

Interest rate risk is the risk of financial loss arising
from changes in interest rates. Fluctuations in interest
rates will impact the market value of the fixed income
portion of the investment portfolio and the liability
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values. Generally, investment income will move

with interest rates and interest rate fluctuations will
create unrealized gains or losses. The Reciprocal’s
investments are designated as AFS with changes

in fair value recorded in OCI. These assets support
the estimated actuarial liabilities represented by the
provision for unpaid claims and adjustment expenses
on the statement of financial position which is
calculated, in part, using a discount rate based

on the rate of return of the investment portfolio.



The Reciprocal is exposed to interest rate risk if the
cash flows from the investments are not matched to
the liabilities that they support. This risk is mitigated by
the investment policy, which is based on the duration
of invested assets with the actuarial estimation of the
fiming of unpaid claims.

The estimated impact of a 1% increase in inferest rates
would decrease the market value of the fixed income
portion of the investment portfolio by $1,977,555 (2018
- $1,974,292), which would be offset by a decrease in
the estimated unpaid claims and adjustment expense
of $1,482,819 (2018 - $1,533,239). Conversely, a 1%
decrease in interest rates would increase the market
value of the fixed income portion of the investment
portfolio by $2,223,337 (2018 - $2,159,058), which
would be offset by an increase in the estimated unpaid
claims and adjustment expense of $1,584,305 (2018 -
$1,630,997).

(1) EQUITY RISK:

Equity risk is the uncertainty associated with the
valuation of assets arising from changes in equity
markets. To mitigate this risk, the Reciprocal’s
investment policy specifies limits to the exposure
from equity markets. Equities held in the investment
portfolio as at December 31, 2019 consist of pooled
funds which are designated as AFS with changes in
fair value recorded in OCI.

The estimated impact of a 10% increase in equity
markets would increase OCI by $7,812,840 (2018
- $7,056,120). A 10% decrease in equity markets
would have the corresponding opposite effect
decreasing OCI by the same amount.

(I11) CURRENCY RISK:

Currency risk is the risk that the fair value of future
cash flows of a financial instrument will fluctuate due
to changes in foreign exchange rates. As at December
31,2019, the Reciprocal held $11,481,355 (2018 -
$9,383,876) of its investments in United States equity,
representing 8.2% (2018 - 7.2%) of its total investment
portfolio and $10,328,918 (2018 - $8,949,513) of

its investments in global equity, representing 7.4%
(2018 - 6.9%) of its total investment portfolio. All other
investments are held in Canadian dollars.
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INSURANCE RISK:
The Reciprocal principally issues Property and
General Liability coverages for Canadian universities.

The principal risk the Reciprocal faces under
insurance contracts is that the actual claims
payments or the timing thereof differs from
expectations. Expectations are influenced by trends
involving claims payment patterns, loss payments,
pending levels of unpaid claims, claims’ severity
and claim frequency patterns. The objective of the
Reciprocal is to ensure that sufficient reserves are
available to cover these liabilities.

The Reciprocal manages insurance risk rating within
an overall risk management framework that includes

a focus on rating, use of reinsurance and surplus
management. Reinsurance is purchased to mitigate
the effect of potential loss to the Reciprocal from
individual large events. Reinsurance policies are written
with reinsurers who meet the Reciprocal’s standards
for financial strength. Reinsurers and reinsurer security
is monitored on a contfinuous basis.

The Reciprocal faces some concentration of risk since
all coverage is related to property and liability risks

of Canadian universities which are a homogeneous
group. This concentration risk is somewhat mitigated
by the fact that the universities are geographically
dispersed which would reduce the risk of physical
damages impacting more than a few facilities. There
is some risk of increased claim activity in the event of
circumstances that could increase the number of or
value of legal actions against universities. Examples
could be changes in legislation, a severe economic
downturn or increases in the nature of legal actions,
such as failure to educate. This risk is mitigated fo
some extent by the Reciprocal’s surplus management
policy. Concentration risk regarding reinsurance

is mitigated by the use of mulfiple reinsurers with
varying participations and an ongoing assessment

of the financial strength of all reinsurers.



(1) GEOGRAPHIC RISK BY GROSS PREMIUM:

2019 2019 2019 2018 2018 2018
Property Liability Total Property Liability Total
Aflantic Canada $ 2369794 % 1342391 $3$3,712185 $%2157.012 % 1,312016 $ 3,469,028
Ontario 5,016,522 6,298,326 11,314,848 4,606,838 5,970,080 10,576,918
Western Canada 4,876,409 3,373,198 8,249,607 4,778,482 3,140,984 7,919,466
Tatal $ 12262725 % 11013915 § 23276640 % 11542332 § 10423080 % 21965412
(1) CLAIMS DEVELOPMENT: pattern of payments, the amount of data available
Uncertainty exists on reported claims in that all and any other pertinent factors. In general, the
information may not be available at the reporting longer the term required for the settlement of a
date; therefore, the claim cost may rise or fall at group of claims, the more variable the estimates.
some date in the future when the information is Short seftlement ferm claims are those which are
obtained. In addition, claims may not be reported expected to be substantially paid within a year of
to the Reciprocal immediately; therefore, estimates being reported.
are made as to the value of claims incurred but The following table shows the estimate of cumulative
not yet reported, a value which may take some incurred claims for each successive accident year
years to finally determine. In order to determine the at each reporting date, together with cumulative
liability, assumptions are developed considering the payments to date.

characteristics of the line of business, the historical

ANALYSIS OF CLAIMS DEVELOPMENT - NET AND GROSS:

(in $000's) 2010 2011 2012 2013 2014 2015 2016 2017 2018 2019 Total

$'000 $'000 $'000 $'000 $'000 $'000 $°000 $'000 $'000 %000 $'000
Estimate of ultimates:
End of year 16,740 18,233 12,624 15,967 18,439 18,471 15,484 11,740 18,077 18,267
1 year later 16,934 16,372 9,789 16,093 20,600 17,53 13,281 12,128 16,802
2 years later 16,169 15,644 9,448 15,003 18,917 17,689 12,656 15,039 -
3 years later 16,052 16,1683 9,982 14,175 18,162 18,006 11,061 -
4 years later 16,586 15,776 8,797 15,318 18,530 19,839 - -
5 years later 16,244 15,247 8,863 15,679 17,817 - -
6 years later 12,986 15,149 8,604 15,058 - -
7 years later 12,905 16,595 8,328 - - -
8 years later 12,759 17,742 - - -
9 years later 12,668 - - - -
Curmrent estimate of ultimates 12,668 17,742 8,328 15,058 17,817 19,839 11,061 15,039 16,802 18,267 152,621
Cumulative payments 12,028 16,671 7,298 13,638 14,766 13,444 8,649 5,654 10,423 3,885 106,436
Met liability 640 1,071 1,030 1,420 3,051 6,395 2412 9 385 6,379 14 402 46,185
10-year net liability 46,185
Liability in respect of prior years 1,175
Effect of dizcounting and PFAD 1,605
Unallocated loss adjustment expenses 472
Liability recoverable from reinsurers 10
Gross liability in statement of financial position 49 447
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(I11) SENSITIVITIES:

The insurance claim liabilities are sensitive to the
key assumptions that follow. It has not been possible
to quantify the sensitivity of certain assumptions,
such as legislative changes or uncertainty in the
estimation process.

The table below shows the effect on excess of

income over expenses and equity of a +/-5%
change in the claims development margin for
adverse deviation and the effect of a +/-1%

change in the discount rate applied to claims
provision for the year ended December 31,2019
(2018 - +/-5% and +/-1%, respectively).

2019 2018
Excess Excess
(deficiency) of (deficiency) of
INnCome over Subscnbers' Income over Subscnbers’
Gross basis expenses equity EXPENSES equity
Claims development
margin for adverse
deviation:
5% increase $ (1,914.115) (1,914,115) § (2452395) § (2,452395)
h% decrease 1,908,701 1,908,701 2420877 2420877
Discount rate:
1% Increase 1,482,888 1,482 868 1,533,398 1,533,396
1% decrease (1,584 ,376) (1,584 376) (1,631,160} (1,631,160)
2019 2018
Excess Excess
(deficiency) of (deficiency) of
Income over Subscnbers’ Income over Subscnbers’
Net basis expenses equity EXPENSES equity
Claims development
margin for adverse
deviation:
5% increase $ (1,913,637) (1,913637) % (2451612) § (2,451.612)
h% decrease 1,908,462 1,908 462 2420485 2,420,485
Discount rate:
1% increase 1,482,819 1,482 819 1,633,239 1,633,239
1% decrease (1,584,305) (1,584 305) (1,630,997) (1,630,997)
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About CURIE

Canadian Universities Reciprocal
Insurance Exchange, or CURIE,

is the most specialized insurance and
risk management option available
for large and small universities
across Canada. As a non-profit
reciprocal insurance exchange, we
offer comprehensive rates lower
than industry, as well as robust risk
management programs and services.

CURIE was founded in 1988, at the peak of the liability
insurance crisis, with the mandate to stabilize premium
costs for Canadian universities. In the 80s, premiums
were increasing as much as tenfold, policies were not
renewed, deductibles were high, and coverage was
greatly restricted or eliminated on essential programs.
In response, a group of universities created their own
insurance reciprocal, CURIE. Today, we represent

64 Canadian universities. Our staff and board work

to ensure CURIE is prepared for today and looking
ahead to tomorrow.

) CURIE

Protecting Universities.
Sharing Knowledge.
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Protecting Universities.
Sharing Knowledge.

www.curie.org  905-336-3366

Canadian Universities Reciprocal Insurance Exchange
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Introduction

Modern and forwarding thinking, Ontario Tech University is a young, small Canadian research-intensive
university that advances the discovery and application of knowledge to accelerate economic growth,
technological advancement, regional development, healthy communities, and social innovation. We
believe it’s not only about developing the next tech breakthrough—understanding and integrating the
social and ethical implications of technology are our key differentiators.

We excel in nimble, collaborative multidisciplinary research in engineering, natural sciences, computer
and computational science, nuclear science, health sciences, business, informational technology, social
sciences, and education. Our dynamic research portfolio is comprised of more than 300 members with
active research programs and 11 prestigious Canada Research Chairs.

In our short history, we've maintained a fundamental commitment to research excellence in answers to
basic scientific questions, applied and technological innovation, and societal challenges. The orientation
of this research is toward advancing pure scientific knowledge, developing technological breakthroughs,
improving the quality of life and work for all Canadians, and strengthening the quality of public services
in Ontario, especially in the sectors of health, education and criminal justice. We work with industry in
the commercialization of our research, collaborating with not-for-profits and community organizations,
and contributing to the Canadian economy as well as to regional economic and social development in
Durham Region and Northumberland County.

Remarkably, in less than two decades, we've created a vibrant, engaged research community of faculty
and graduate students, built world-class research facilities and libraries, established extensive networks
of research partners, provided unmatched research opportunities for our undergraduate students, and
invested in a supportive, knowledgeable research services staff. This commitment to innovation and
research excellence has already yielded important and impactful outcomes in a wide range of fields.

As we enter our third decade, we're poised to become a national leader among Canada’s smaller
research-intensive universities. Our Driving the Future with Research Excellence: Strategic Research
Plan 2020-2025 will guide our university to attain a national leadership role in Canada’s research
community. This plan outlines our Current Research Strengths, identifying six intersecting fields where
the university has already become a leader as well as our Strategic Research Priorities for 2020-2025.
These priorities will extend our research strengths while determining additional leadership areas and
opportunities. We'll gauge attainment of these goals using five metrics for judging our progression
outlined in the Measuring Our Success section of this plan.

Our university has an amazing story to tell. This Strategic Research Plan complements our Integrated
Academic-Research Plan. Combined, these documents serve as the cornerstone to telling the incredible
Ontario Tech University story.

Professor Les Jacobs, PhD, FRSC
Vice-President, Research and Innovation
Ontario Tech University




Vision and Mission

The new 2020-2025 Strategic Research Plan advances Ontario
Tech University’s core founding Mission, which aims to:

Provide
superior undergraduate and graduate programs that are technology-enriched and
responsive to the needs of students and the evolving workplace.

Conduct

research that creates knowledge, solves problems, results in economic and social
innovation and engages students.

Facilitate

life-long learning that is flexible, inclusive and emphasizes college-university transfers.

Develop
academic and research collaborations with industry and community that stimulate and
enhance the region and university at home and abroad.

Cultivate

a dynamic learning environment for students by promoting social engagement, fostering
critical thinking and integrating experiences inside and outside the classroom.




Institutional priorities

This plan aligns with our academic-research strategic priorities:

Tech with a Conscience

We aim to improve the lives of humans and the planet through the ethical application of technology
and innovation. It's a key component in our teaching and learning practices, administrative
processes and innovative research projects.

Learning Re-imagined
We adapt to the ever-changing educational landscape by experimenting with the most effective
ways to deliver flexible and dynamic learning, giving more choices to more people.

Creating a Sticky Campus
We promote positive social change and encourage an accessible, equitable, diverse and inclusive
culture for our campus community.

Partnerships

We help industry, community, government and academic partners be more effective by bringing
them together with students and researchers to uncover innovative solutions for our partners’
most pressing problems.

I Always pointing towards

a better future

Open to new emerging
ideas and possibilities

A modern, forward-
thinking University




Research values

Our research community embodies a set of core values that inform all of
our research activity and provide the points on the compass that guide and
motivate our researchers to be:

Inventive
Entrepreneurial about real-world applications.

Imaginative
Visionary and think creatively about new research pathways.

Inspirational
Engage the communities where we live, work and play.

Inclusive
Ensure equity, diversity and inclusion underpin all of our research endeavours and our research
methods are fair and unbiased.

Integrative
Adopt problem-solving methods that combine multiple perspectives and disciplinary approaches,
including community-based research collaborations.




Research code

Academic freedom anchors our research. We follow a code of expectations and professional
standards that provides a model for all our research community. The impetus for this code is the
fact that the university is embedded within a much broader external ecosystem of research and
innovation that is instrumental in ensuring our success. This ecosystem includes other universities
in Canada and around the world. Major research and innovation funders including agencies of

the Government of Canada and the Government of Ontario provide important investments in
research capacity but also set compliance standards and norms. Many of our researchers are also
members of professional bodies and associations with their own professional codes of conduct.
Our ecosystem also includes industry, community organizations, not-for-profits, local government,
and broader public sector organizations that are both collaborators and sponsors of our research
as well as agents for knowledge sharing and its commercialization. Ultimately, the principles

and commitment that make up our research code reflect not only how we fit into this research

and innovation ecosystem but also how our research community distinguishes itself from other
research-intensive universities.

Research Excellence

We produce world-class original scientific research, achieve technological breakthroughs,
and improve our understanding of human behavior to ensure a better future.

Equity, Diversity and Inclusion (EDI)

We believe that EDI is integral to achieving research excellence at our university.

Tech with a Conscience

We improve the lives of humans and the planet through an understanding of the
ethical, social, and policy effects and implications of innovations and advances in
technology, and their potential to enhance human health and well-being.

Truth and Reconciliation

We believe that our research must respect and advance Truth and Reconciliation
with indigenous peoples.

Community to National to Global Impact on Resilience,
Sustainability and the Economy

We deliver research that reflects and directly benefits our local Durham Region and
Northumberland County, contributes to the Canadian economy, strengthens
environmental sustainability, and supports community resilience, while having a
global reach that places our research on the world stage.




Equity, diversity and inclusion

We champion equity, diversity and inclusion (EDI), recognizing that EDI strengthens the research
enterprise and its quality, social relevance and impact. This perspective acknowledges that historically
and currently underrepresented individuals experience systemic barriers and biases that disadvantage
them in terms of career opportunities and advancement. We recognize that in order to move beyond
superficial responses to EDI and to progress towards more substantive changes to the academic and
research culture, we must make EDI values and principles central to our institutional mission and have
them permeate every area of practice. This commitment truly embodies our EDI statement:

“Innovation begins with the person behind the good idea. Canadians are vibrant and diverse
people, each of whom possesses unique talents, skills, experiences, and perspectives that inspire
brilliant ideas. True to the Canadian mosaic, Ontario Tech University fosters an inclusive culture
where contributions from all members—including Indigenous Peoples, LGBTQ2+ Persons, Persons
with Disabilities, Racialized Persons, and Women—are valued and are given the opportunity to
flourish. Ontario Tech is committed to cultivating a diverse and inclusive research community. By
refusing to leave talent on the sidelines, Ontario Tech inspires the profound discussions, exceptional
creativity, and vanguard thinking that lead to more original, impactful and relevant research results.”
(EDI Commitment Statement, Being Counted and Considered at Ontario Tech University: Canada
Research Chair Equity, Diversity and Inclusion Action Plan, September 27, 2019)

We will become an EDI leader among Canadian universities by fundamentally changing our research

and academic culture to ensure that individuals from underrepresented groups participate and benefit
equitably across our institution. EDI capacity building is key to affecting this cultural change. We have
met, and are conscientiously working to exceed the current EDI requirements and diversity targets of
the Canada Research Chair Secretariat. We were among the first Canadian universities to endorse the
Tri-Agency Dimensions Charter on EDI in 2019 and are among the first recipients of a major institutional
Natural Sciences and Engineering Research Council of Canada (NSERC) EDI Capacity Building Grant. We
also strongly supported the signing of the San Francisco Declaration on Research Assessment (DORA)
by the presidents of the Canada Foundation for Innovation (CFl), Canadian Institutes of Health Research
(CIHR), NSERC, and Social Sciences and Humanities Research Council of Canada (SSHRC).

We recognize that realizing these pledges will not be easy: over the next five years, inspired by
our strategic research plan, we will shepherd and support our research community through the
implementation of meaningful, measurable and sustainable progress towards embedding EDI in
academia and research.




Current Research Strengths

We’'re a national leader in six intersecting fields of multidisciplinary research that are founded on our
dual strengths in basic scientific discovery across disciplines and cutting-edge applications of this
research in technological breakthroughs, the health and social sciences, engineering, business, and
social innovation. In these fields, our researchers stand out in national and international funding
and award competitions, secure extensive industry and not-for-profit organization partnerships and
sponsorship, and demonstrate research excellence in scholarly outputs such as journal articles and
books. Our world-class facilities and libraries in these multidisciplinary fields enable our research
community to undertake their research programs and that ensure those scholarly outputs are
discoverable around the world. We also provide valuable opportunities for the training of graduate and
undergraduate students and other highly qualified personnel such as postdoctoral fellows in these
research areas of strength.

Digital Technologies, Machine Learning and
Artificial Intelligence

Situated in Canada’s technology hub, we've developed wide-ranging, award-winning research programs
spanning multiple disciplines from the natural sciences, computer science, business, education,
engineering, health sciences, social sciences and information technology. These research programs
exemplify how both pure research in computer science and applied advanced data analysis utilizing
artificial intelligence and machine learning delivers a transformative effect on almost every field of
scientific discovery and applications. Five of the university’s Canada Research Chairs work in this area.
This research strength intersects with our strengths in:

» Advanced Manufacturing and Materials « Automotive Engineering
» Applied Bioscience and Environmental e Energy
Sustainability « Transportation and Electrification Systems

This research also reflects our core strength in Information and Communication Technologies (ICT),
which facilitates information access and sharing that drives the advancement in a wide range of
economic sectors, including:

» 5G broadband communication « Intelligent energy systems
« Autonomous transportation « Marketing

« Cybersecurity » Neuroscience

» Education e Smart cities

» Gaming

* Health care

10




These innovative multidisciplinary research contributions create valuable opportunities to train our

students who gain employment in diverse sectors of the economy in the GTA and other tech hubs.

Our graduate students and postdoctoral fellows are key contributors to this research strength as well
as the many undergraduate students who have research opportunities embedded in their programs.

Graduate program areas include:

» Business Analytics and Artificial
Intelligence (proposed)

» Computational Finance (proposed)

« Computer Science

» Education and Digijtal Technologies

Electrical and Computer Engineering
Forensic Psychology

Health Sciences (Health Informatics)
Information Technology Security
Modelling and Computational Science

We now offer a dual PhD program in computer science with the University of Technology Sydney

(UTS) in Australia.

We’ve built an extensive network of laboratories at the Software and Informatics Research

Centre (SIRC) to conduct this research, including:

« Advanced Networking and Security
Research Laboratory

» Applied User Experience Research
Lab for Interactive Media

» Business Analytics Lab

« Finance and Marketing Lab

« Gaming and Virtual Reality Lab

Hacker Research Laboratory

Health Informatics Laboratory
Laboratory for Games and Media
Entertainment Research

MaxSIM Health

SAP Next-Gen Labs — Design Thinking

Other important research facilities include the Cybersecurity Institute, Communications, Signal
Processing and Microwave Lab, Digital Culture and Media Lab, Digital Life Institute, STEAM-3D Maker
Lab, Education Informatics Lab, Clinical Affective Neuroscience Laboratory, and Visualization for
Information Analysis Lab. The university also houses the Joint Research Centre in Al for Health and

Wellness with UTS.

Areas of Research Strength:

« Augmented and Virtual Reality

« Big Data Analytics

« Business Analytics and Al

» Business Transformation

« Computational Science

» Computer Vision

« Consumer Behavior

« Consumer Behaviour

» Cybersecurity

» Data Visualization and Analytics
 Digital Health

« Digital Immersive Learning Environments
- Digital Learning

» Drones

« e-Commerce

» Ethics and Equity in Technology Use
» Financial Analytics

« Human Machine Interaction

« Human-ability Enhancing Technology

Information and Communication Technologies
Internet of Things

Linguistic Information Visualization
Marketing

Modelling and Games
Neuroscience of Mental Health
and Substance Abuse

Next Generation Networks
Operations Modelling

Privacy and Trust

Real-time Stream Processing

Risk in the Global Digital Economy
Robotics

Signal Processing

Software Development and Al
STEAM Education

Technology and Pedagogy

User Interface Design

11



Energy, Applied Bioscience and Environmental
Sustainability

We’ve quickly become a national leader in energy and environmental sustainability research. Our
scientists focus on new basic scientific discoveries and solving fundamental problems in the natural
sciences and computer science that will help unlock the potential of clean energy technologies.

Our engineers are developing innovative materials and enabling technology that is key to our future
electrical grid, microgrids, and energy systems. Our researchers are among the best in the world in
nuclear energy and nuclear science including small modular reactors, radiation science, radiation
health and safety, simulation research, and nuclear materials management. We're also international
research leaders in developing alternative energy sources. Our researchers have made major scholarly
contributions to forms of clean energy such as biofuels, hydrogen and fuel cells, geothermal, and solar.
We have outstanding capacity in data management and visualization about energy usage. Working with
municipalities, we're building complex networks of high-power charging stations for electric vehicles. Our
portfolio of patents related to clean energy continues to grow.

Our strong team of researchers advance scientific discovery and develop innovative biotechnology in
applied bioscience using advanced investigational methods in molecular biology, toxicology, chemical
biology, synthetic chemistry, physiological studies, epidemiological methods, and computational
modelling. Additionally, we have four Canada Research Chairs and two NSERC Industrial Chairs who
focus their research on energy, nuclear science, environmental science, and environmental sustainability

Our strength in applied bioscience focuses on the capacity for the biosphere and human civilization

to coexist, new and emerging biotechnologies and applications to environmental sustainability. Our
scientists study the impacts of disease and human activities, like climate change and resource
extraction, on aquatic animals, microorganisms, and livestock. Our social scientists engage critically
with environmental governance norms and alternative practices, study how sustainable policies involving
access to environmental resources, including clean water and energy, benefit society and the economy,
and advance key issues in education around developing resilience, at-risk populations, and technological
change.

Our graduate students and postdoctoral fellows are key contributors to this research strength. Graduate
program areas include:

» Applied Bioscience - Materials Science

« Automotive Engineering ¢ Mechanical Engineering
« Electrical and Computer Engineering e Nuclear Engineering

« Education ¢ Nuclear Technology

12




This research is carried out in our world-class facilities, including:

« ACE

» Aquatic Research Facility

- Biomolecular Characterization Facility

« Borehole Thermal Energy Storage System
« Centre for Small Modular Reactors

Areas of Research Strength:

« Biological and Medicinal Chemistry

« Biomaterials

» Biotechnology

« Clean Technology

« Computer Modelling

« Energy and Sustainability Education

« Energy Production, Conservation and Storage
» Energy Systems

« Environmental Impacts

« Environmental Monitoring

« Environmental Remediation

« Fluid-Structure Interaction

« Fuel Cells

« Health Physics and Environmental Safety
e Human Energy

Climatic Wind Tunnel

Clean Energy Research Lab
Electrochemical Energy Materials Lab
Energy Research Centre

Hydrogen Production and Storage
Indigenous Governance

International Environmental Governance
Nuclear Decommissioning and Site Restoration
Nuclear Energy

Nuclear Materials Management

Prior and Informed Consent

Radiation Science

Renewable Energy

Resource Extraction and Free

Small Modular Reactors

Smart Grid

Sustainable Development Strategies
Transportation and Mobility




Community Wellness, Human Performance and
Health Promotion

We have a very strong network of researchers focused on innovative community wellness and human
performance promotion research. This also includes work with vulnerable populations that analyzes best
practices in community development and urban resilience, and community-engaged research supporting
justice-seeking groups, including those with intellectual disabilities, incarcerated youth, Indigenous
communities and other vulnerable populations.

In collaboration with a cluster of research chairs and a dynamic cohort of graduate and undergraduate
students, this network is impactful globally in the fields of:

» biomedical and clinical health research « kinesiology
- health informatics e psychology
» health systems and services e public and population health

« health technology

This research application promotes the health and well-being of those living, working and playing in
our local communities as well as guiding decision-makers to develop sustainable and healthy global
communities that are inclusive and support the physical, social, economic and environmental health
needs of global citizenship. Four of our Canada Research Chairs conduct research in this area of
strength.

This network includes faculty, students and postdoctoral fellows from graduate programs in:

« Applied Bioscience « Forensic Psychology
« Criminology and Social Justice « Health Sciences
« Education ¢ Nursing

Our hub of labs supporting this research foci include the:

« Applied Skill Acquisition in Sport Lab » MaxSim Health Lab

» Biomolecular Characterization « Motor Behaviour and Physical Activity Lab

» Centre for Applied Nutrition and « Neuroimaging and Electroencephalography Lab
Cardiovascular Health Research » Occupational Neuromechanics and

« Centre for Disability Prevention and Rehabilitation Ergonomics Lab

« Centre on Hate, Bias and Extremism « Social Research Centre

« Clinical Affective Neuroscience Lab « Sport Officiating Studies

« Health and Human Performance Lab
« Health Informatics Lab
« Human Neurophysiology and Rehabilitation Lab

14




Areas of Research Strength:

« Adapted Physical Activity

« Chronic Disease Prevention and Management
« Clinical Information Systems

« Collaboration with Indigenous Communities

« Community-Based Health Care

« Community Development

« COVID-19-related Research

+ Dementia

« Digital Health Monitoring

« Disability, Injury Prevention and Rehabilitation
« Digital Technology and Learning

« Discovery of Novel Therapeutics to Treat Disease
» Educational Accessibility

« Emerging Infectious Diseases and Global Health
« Environmental and Occupational Health

« Epidemiology

« Ergonomics and Biomechanics

« Exercise Physiology

» Health-Care Simulation

» Health Equity

« Health Informatics

» Health Policy, Systems and Services

Health Promotion

Healthy Aging

High-Performance Sports
Implementation Science and
Knowledge Translation
Indigenous Child Health
Intellectual and Developmental Disabilities
Laboratory Medicine

Mental Health and Addiction
Mindfulness

Neuroscience and Motor Control
Nutrition

Pandemic Planning

Pediatric Health

Poverty Reduction

Psychiatric Vulnerabilities

Public Health

Skill Acquisition and Motor Learning
Sleep Science

Social Determinants of Health
Therapeutic Drug Design
Violent Crime Reduction




Automotive Engineering, Transportation and
Electrification Systems

Positioned in the automotive manufacturing heartland of southern Ontario, we’ve built world-class
research facilities including most notably ACE, home to the Climatic Wind Tunnel. This facility has
helped positioned our researchers to be both leaders in automotive research and pioneers in new
mobility systems including the next generation of cars, buses, trains, drones and even e-bikes. ACE

is one of the universities core research facilities accessible to our entire research community. Our
automotive engineering research and close industry collaborations are especially innovative due to
recent contributions to vehicle dynamics and control, advanced powertrains, and aeroacoustics. As the
research hub for the Autonomous Vehicle Innovation Network (AVIN) focused on human interactions
with electric and self-driving vehicles, our industry partners include the leading Silicon Valley automotive
original equipment manufacturers (OEM). Our talent pipeline in automotive tech combined with our
globally leading full-scale Autonomous and Electric Vehicle testing infrastructure has made Durham
Region one of the world’s strongest innovation environments for companies disrupting the automotive
marketplace.

We have five research chairs engaged in projects within this research strength, along with graduate
students and postdoctoral fellows.

Graduate programs include:

« Automotive Engineering « Information Technology Security
« Computer Science » Materials Science
» Electrical and Computer Engineering « Mechanical Engineering

World-class facilities supporting our research in mobility and electrification systems include:

« ACE « Software and Informatics Research Centre
« Clean Energy Research Lab
« Energy Systems and Nuclear Science Research

Centre

Areas of Research Strength:

« Assistive Technologies for Learning Different  Intelligent Mobile Systems

« Autonomous Vehicles « Mobility and Software Testing

» Automotive Dynamics and Control « Precipitation Characterization

« Automotive LIDAR and Radar « Transit Modelling and Optimization

« Automotive Structure and Chassis Design « Vehicle Thermal Aerodynamics and

» Battery Charge and Storage Thermal Management

« Climatic and Environmental Testing ¢ Vulnerable Road Users

« Cybersecurity « V2X Communication

« Data Ingestion, Analysis and Visualization « Wireless Communication Technologies

 Electrification of Transportation Systems

16




Advanced Manufacturing and Materials

Working collaborative with our extensive network of industry partners, our researchers are recognized
leaders in manufacturing engineering as well as the synthesis and characterization of materials.
Applications of this award-winning research have led to the development of sustainable and
environmentally friendly approaches and techniques for manufacturing processes, product development
and energy systems. This multidisciplinary research involving both scientists and engineers is
transforming manufacturing processes in a range of sectors of the economy in Canada and abroad.

Our graduate students are important contributors to this research strength.

Programs for graduate study include:

« Applied Bioscience » Materials Science
« Automotive Engineering « Mechanical Engineering
« Computer Science « Modelling and Computational Science

» Electrical and Computer Engineering

Key research facilities that support our intelligent manufacturing and materials research include:

« ACE « Electrochemical Energy Materials Lab
« Advanced Digital Manufacturing « Materials Characterization Centre
« Advanced Digital Metrology « Mechatronic and Robotic Systems Laboratory

Areas of Research Strength:

e 3D Printing « Mechatronics and Automation

« Advanced Robotics « Nanotechnology

« Climatic and Environmental Testing « Next-generation Genomics

« Corrosion-resistant Coating « Noise and Vibration Control

» Data Storage and Visualization « Software Testing and Simulations
« Electronic Materials e Surface Science

« Fuel Cells and Electrochemistry « Sustainable Processes

17




Crime, Justice and Forensics Sciences

We've established a distinctive national research reputation in the field intersecting forensic psychology,
criminology, and forensic science. Anchored by three top-ranked PhD programs, our professors and

their graduate students make impactful research contributions that strengthen the justice system in
Canada. Our undergraduate and graduate programs are training highly qualified personnel for industry,
government, universities and colleges, and the broader public sector.

Our top ranked graduate programs that support this research strength include:

« Applied Bioscience (Forensic Bioscience stream) < Information Technology Security

« Criminology and Social Justice « Materials Science
« Education and Digijtal Technologies « Police Leadership, Corrections and
« Forensic Psychology Public Safety (proposed)

Our unique research facilities that support this cluster of researchers include:

« Applied Law Enforcement Research and « Development, Context and
Training Laboratory Communication Lab

» Crime Scene House, the first in Canada « Entomology Lab

» Centre on Hate, Bias and Extremism » Forensic Materials Laboratory

- Clinical Affective Neuroscience Laboratory for
Discovery and Innovation

Areas of Research Strength:

« Anti-Social Personality Disorders e Law and Community Engagement
« Bias in the Justice System « Law and Social Change

» Body Decomposition » Online Privacy

« Bullying e Policing

« Child Testimony » Prosecution and Trial Procedures
 Critical Criminology » Psychopathy

« Cybercrime « Racial Profiling

« Detection of Deception « Sexual Violence

« Emotional Robotics « Technology and Crime Prevention
« Geographical Profiling « Technology and Pedagogy

» Hate Crime » Vulnerable Populations

* Human Trafficking « Wrongful Conviction

» Investigation Techniques

18







Strategic Research Priorities
for 2020-2025

We have a strong commitment to providing the research infrastructure and services that are necessary
for all members of our research community to achieve excellence in their research programs. Key
components of this commitment include:

» Having high-tech facilities.

« Strengthening the internal information technology supports for research.

 Integrating our researchers into regional and national high-performance computing and data networks.
« Enabling access to student research assistants.

« Offering research leave and research chair opportunities.

» Providing research services that guide and support researchers with the submission of funding
applications, compliance with research ethics and financial accountability.

We're also committed to increasing investment in on-campus Core Research Facilities (CRF), which
are facilities and that house equipment accessible to all of our researchers. We recognize the value
and importance of providing strong funding support for our graduate students across the university.
Sustaining and extending our research infrastructure and services, including fulfilling our EDI
commitment statement, is our highest strategic research priority with the goal to become a national
leader among Canada’s smaller research-intensive universities.

We’ve developed six specific strategic research priority areas that will help us to become research
leaders by 2025. These priority areas, which build on and extend our current research strengths, reflect
major anticipated research funding opportunities—provincially, nationally and internationally—that will
be available to our research community over the next five years, and the research and commercialization
needs of our diverse set of partners—industry, community organizations, the not-for-profit sector and
governments.

20




Data Science, Artificial Intelligence
and New Technologies

New and original pure research in computational science and computer research drives
technological innovation around the globe. This pure research remains a fundamental priority.
Novel integrated technological advances that build on this research drive economic prosperity,
security, and social fairness. The use of advanced data analytic techniques including machine
learning are revolutionizing diverse sectors of the economy ranging from cybersecurity and
gaming to public education and health applications to software testing and industry that are
creating demands for innovative applications of data science. Enabling technologies such

as micro-and nano-electronics, nanotechnology, photonics and immersive technologies such
as digital simulations and virtual reality present new opportunities for impactful Tech with a
Conscience research.

We will prioritize research that:

« Focuses on the use of advanced data science techniques, including machine learning and
visualization, particularly in applications that can advance our utilization of ‘Big Data’ analytics, to
achieve positive outcomes for society.

« Futher develops our world-class strength in cybersecurity and gaming including supporting our
new Cybersecurity Institute is a key priority.

« Studies innovative technology-enhanced pedagogy and learning experiences that disrupt
traditional educational expectations regarding achievement, accessibility, and skills-development
from early childhood education and elementary schooling to high school and post-secondary
education and finally, to lifelong learning. Simulation and other immersive technologies are
important strengths among our researchers.

« Develops inquiry capacity on hybrid applications of quantum and high-performance computing for
use by business and industry. Although theoretical research on quantum computing is decades
old, possible business and industry applications are only now emerging as real-world quantum
computers with the technical capabilities to utilize artificial intelligence are coming online.

21




Canada’s Energy and Environmental Future

The vision for a zero-carbon economy is one of the most ambitious and disruptive national goals
Canada has ever embraced, in large part because it requires new thinking that reaches beyond research
silos and integrates advances in the natural sciences and engineering, computer and computational
science, business and the digital economy, and the health and social sciences. This vision also requires
respectful consultation with Indigenous Peoples. Our immense strength in energy, applied bioscience,
environmental sustainability, community wellness, information and communication technology, and
business information technology, uniquely positions us to help shape the research agenda on Canada’s
Energy and Environmental Future and the role of disruptive technology in the realization of that vision.

We will prioritize research that:

» Focuses on developing our research and policy capacity through new initiatives such as the Brilliant
Energy Institute and the Centre for Small Modular Reactors as well as existing strengths at Clean Energy
Research Lab. We will also invest in developing the Biomolecular Characterization Facility as a Core
Research Facility with equipment and resources accessible to researchers across the university.

« Explores major new biotechnology and sustainability-focused research partnerships such as the EARTH
District with other universities, community organizations, and First Nations and Indigenous organizations
in the region.

« Seizes new funding opportunities that will support our researchers to address the complex challenges
that are involved in the transition to a net-zero carbon economy, across disciplines from bioscience and
physics to engineering and data science to education and social sciences




Healthy Populations, Community
Well-Being and Social Justice

We’re committed to investing in our research capacity in the health and human sciences, including
supporting our growing number of national and international collaborations in these fields. We place

a special priority on COVID-19-related research, which we know will extend beyond the outbreak and
exemplifies our nimble capacity to be responsive to the needs of Canadian society. Recognizing our
research directly influences the health and well-being of Canadians, we’ll continue to prioritize both pure
and applied scientific discovery focused on human health and well-being, and biomedical research.
Reflecting our institutional commitment to EDI, this positioning offers the university an opportunity for
research synergies that will strengthen further our contributions to global public health, health promotion
and improving human performance. These synergies will integrate our faculty members and students,
including health scientists, psychologists, social scientists, and data scientists.

We will:

« Conduct biopsychosocial research in the areas of human movement including sleep, sedentary time,
physical activity, brain-body interactions, ergonomics and sport. This is essential for maintaining and
improving health and performance of all Canadians, across the lifespan and across the spectrum of skill
and ability. We will bolster this research through high-tech laboratories, strong partnerships, and trainee
support, and we will apply this across health care, community and high-performance sport settings.

We will also prioritize evidence-based research focused on improving human performance and reducing
maladaptive behaviours in order to promote best practices in training and procedures in applied settings
within law, business, government, and education.

» Prioritize public health and clinical research to support the health and wellness of populations,
communities and individuals influence on the understanding and application of the determinants of
health, health education, health policy, health interventions and health services. This research has
applications from the local to global level. The use of technology in addressing health care access and
delivery is important at the public, patient and provider level.

« Intensify ongoing research on the twin imperatives of population health and community well-being
with an explicit focus on the pursuit of social justice. We'll provide useful data on, and conduct helpful
analyses of, social determinants including poverty, access to education and legal services, environmental
degradation, social isolation, and other factors. We’ll further expand our collaboration with the non-profit
sector and social justice advocacy groups, and share research results with relevant public sector actors
to help inform evidence-based decision making and policy implementation.

« Build a network of comprehensive research partnerships and affiliation agreements with surrounding
hospitals, other health-care service providers, health promotion, recreation and leisure providers, local
industries and employers, as well as national/provincial/local health and sport organizations. This will
help to facilitate rapid knowledge translation and mobilization, enable the sharing of academic staff, and
the submission of joint funding applications to support collaborative research on pressing public health
issues such as emerging infectious diseases and pandemic planning.
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Autonomous Vehicles and Systems

Robotics, mechatronics and autonomous systems play an ever-increasing role in the world of tomorrow:
from autonomous vehicles, to home assistant robots, to unmanned aerial vehicles. Our research
strengths put us at the forefront of this interdisciplinary research area while at the same time
contributing to Canada’s capacity for advanced and intelligence manufacturing. Building on our unique
research capacities at ACE, including the new moving ground plane, our current strengths in Automotive
Engineering, Transportation and Electrification Systems, and Digital Technologies, Machine Learning,

and Artificial Intelligence have positioned us as a research hub in future-looking autonomous/electric
vehicles and systems, while expanding the historic role that the region has had in the automotive sector.
This includes embedded software, real-time systems and safety-critical software systems.

We will:

* Remain nimble and adaptive to new opportunities with automotive Original Equipment Manufacturers
(OEM) as well as in other emerging sectors such as aerospace and defence.

« Develop further our strengths in fields such as robotics, sensors, thermal aerodynamics, embedded
software, safety-critical software systems, and electrification, which are at the cutting edge of where
research on autonomous vehicles and systems is heading.

« Continue to be a research and talent anchor for the development of a manufacturing hub and supply
chain in the region for autonomous vehicles and systems.




Intelligent Manufacturing and
Materials Innovation

In the current climate of global economic uncertainty, restoring and extending Canada’s manufacturing capacity

is key to securing the country’s economic future. Considering our geographic location and research potential, we
prioritize supporting the next generation of manufacturing as a Canadian supercluster in innovation, science and
economic development. Our research has always positioned itself as an important contributor to the advanced
manufacturing space. Disruptive and emerging technologies create new opportunities to expand these contributions.
The integration of intelligent and autonomous technologies that utilize artificial intelligence and machine learning

for advanced manufacturing is a research priority, allowing us to build on current research strengths to establish
ourselves as a leader in manufacturing and materials innovation. This is a response to the forecasted demands
from the industries to move towards the objectives of Industry 4.0, the latest revolution in industrial manufacturing.

We will:

« Expand and grow the Materials Characterization Centre, an existing Core Research Facility where industry and
academic research teams from across the university collaborate and develop innovative materials with real
world applications.

 Increase our capacities in manufacturing process modelling, precision manufacturing, intelligent inspection,
control and diagnostics, embedded software, and their corresponding cyber-physical components aligned with
the requirement of Industry 4.0.

« Build on our strengths in polymers and nanotechnology to extend the applications of this innovative research to
new sectors of industry including bioengineering, filtration, sensing, energy harvesting and noise mitigation.

« Develop new capacity in the hybrid application of quantum and high-performance computing in intelligent
product design, manufacturing, data collection, and cybersecurity.

Social Innovation, Disruptive Technologies
and the New Economy

Disruptive technologies have played an important part in the creation of the new economy, characterized by
precarious employment, vulnerable populations, growing income inequality, mental health crises, dysfunctions
in the criminal justice system and social exclusion. Our research strengths in business and the social sciences
have enabled the university to become a hub of social innovation and critical inquiry into this new economy.
Volatility and uncertainty in global health security, local communities and economic markets create a pressing
need to address the social and EDI impact and dimensions of these changes.

We will:

« Continue to support the expansion of our recently established research centres engaged in this work (Digital
Life Institute and Centre on Hate, Bias and Extremism) to pursue research across demographic groups seeking
social and environmental justice, equity and systemic change.

« Remain supportive of diverse funding opportunities for critical research into the nature and impact of social and
technological change on the criminal justice system, education, consumer behaviour and marketing, business,
social and political structures, and diverse communities, including Indigenous Communities.

- Capitalize on and develop new business, not-for-profit sector and industry partners to better understand a
nd address how social innovation can help us to deal with changing economic and labour markets

and growing instabilities within social and economic power structures. o5



Measuring our success

The Strategic Research Plan 2020-2025 is instrumental for Ontario Tech University to become a
national leader among Canada’s smaller research-intensive universities. Driven by the pursuit of
research excellence, our research community set out on this path in 2002 and we aim to realize this
goal by 2025. Our success will be measured by five objectives:

Intensify Research Capacity through Partnerships

We will have advanced this objective if we have:

Significantly increased the number of multidisciplinary research partnerships we have with industry,
public sector, not-for-profits and community organizations.

Extensively broadened the opportunities for our researchers to share and commercialize their
research in collaboration with our industry partners.

Strengthen Research Excellence Reputation Nationally and Internationally

We will have advanced this objective if we have:

Improved our overall ranking to be among the top 35 research universities in Canada and among the
top 25 universities in terms of research-intensity.

Increased the major awards and honours received by our researchers in recognition of their excellent
research contributions and scholarship.

Optimize the Matching of Research Strengths to Opportunities

We will have advanced this objective if we have:

Establish new core research facilities, research institutes, centres and chairs that consolidate
and showcase our research strengths in the education, engineering, health sciences, information
technology, social sciences and the natural sciences.

Expanded significantly the size and research strength of our graduate student and postdoctoral fellow
community while at the same time preserving our status as a national leader in providing research
opportunities for our undergraduate students.

26




Sharpen the Positive Impact of our Research, Regionally and Nationally, on
Economic and Social Development as well as Environmental Sustainability

We will have advanced this objective if we have:

- Made demonstrable and highly visible contributions to Durham Region and Northumberland County by
providing new economic opportunities and improving the quality of life of people living in the region.

« Increased the opportunities our undergraduate and graduate students have to be directly involved in
conducting research with local and national industry and community partners.

Integrate Equity, Diversity and Inclusion (EDI) into all of our Research
Activities and Practices

We will have advanced this objective if we have:

» Shepherded and supported our research community through the implementation of meaningful,
measurable and sustainable progress towards embedding EDI in academia and research.

« Taken a national leadership role as one of Canada’s smaller research-intensive universities in the
integration of EDI into our research enterprise.

Reporting On Our Progress

Annually, the Vice-President, Research and Innovation will provide a report card to Academic Council
and the Board of Governors on the progress we have made in meeting these five objectives as well
as our successes in the current research strengths and the strategic research priorities. This report
card will integrate fully traditional research assessment metrics with newer ways to assess research
excellence so that this reporting exercise is a reflection of our strong commitment to equity, diversity
and inclusion. It will also identify areas of concern that require improvement.
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DATE: June 25, 2020

FROM: Doug Allingham, Board Chair

SUBJECT: Report of the Board Chair — Summary of Activities

Membership on the Board of Governors in 2019-20:

Doug Allingham, Board Chair

Nigel Allen, Chair of Audit & Finance Committee
Stephanie Chow, Chair of Investment Committee
Francis Garwe, Chair of Governance, Nominations & Human Resources Committee
Thorsten Koseck, Chair of Strategy & Planning Committee
Ligun Cao (Teaching Staff)

Kevin Chan

Owen Davis (Student)

Lisa Edgar

Laura Elliott

Mitch Frazer, Chancellor (starting May 1, 2020)
Ferdinand Jones (Teaching Staff)

Kori Kingsbury

Dale MacMillan

Steven Murphy, President

Mark Neville (Administrative Staff)

Dietmar Reiner

Maria Saros

Trevin Stratton

Noreen Taylor, Chancellor (until April 30, 2020)
Jim Wilson (Co-Populous)

Lynne Zucker



Committee Membership for 2019-20 was as follows:

Executive Committee

Douglas Allingham, Chair and Board Chair

Nigel Allen, Vice-Chair & Chair of Audit & Finance Committee

Stephanie Chow, Chair of Investment Committee

Francis Garwe, Chair of Governance, Nominations & Human Resources Committee
Thorsten Koseck, Chair of Strategy & Planning Committee

Steven Murphy, President & Vice-Chancellor

Dietmar Reiner, Vice-Chair

Audit and Finance Committee

Nigel Allen (Chair)

Dietmar Reiner

Stephanie Chow

Dale MacMillan

Douglas Allingham, Board Chair (ex-officio)
Steven Murphy, Interim President (ex-officio)

Governance, Nominations and Human Resources Committee
Francis Garwe (Chair)

Lisa Edgar

Laura Elliott

Kori Kingsbury

Maria Saros

Trevin Stratton

Douglas Allingham, Board Chair (ex-officio)

Steven Murphy, President (ex-officio)

Investment Committee

Stephanie Chow (Chair)

Ferdinand Jones

Thorsten Koseck

Mark Neville

Maria Saros

Douglas Allingham, Board Chair (ex-officio)
Steven Murphy, President (ex-officio)

Strategy & Planning Committee
Thorsten Koseck (Chair)

Liqun Cao

Kevin Chan

Owen Davis

Jim Wilson

Lynne Zucker

Douglas Allingham, Board Chair (ex-officio)
Steven Murphy, President (ex-officio)



In total, the Board and its standing and ad hoc committees met 28 times throughout
2019-20.

There were 6 Board meetings comprised of: 4 regularly scheduled meetings of the
Board, a special information session regarding COVID-19, and 1 joint meeting with the
Durham College (DC) Board of Governors.

The Board of Governors meetings were held on:
November 28, 2019

February 27, 2020

March 11, 2020 (joint meeting with DC Board)
March 24, 2020 (COVID-19 information session)
April 23, 2020 (video conference only)

June 25, 2020

Additionally, there was a Board Retreat held May 27-28, 2020.

The standing and ad hoc committees had a total of 22 meetings, which were held as
follows:

: Number of Meeting Dates
Committee .
Meetings

Audit & Finance 4 November 20, February 19, April 15, June 19
Executive 2 February 24, April 7
Governance, 5 October 10, November 13, January 16, March
Nominations & 19, May 14
Human Resources
Investment 3 November 20, February 19, June 1
Strategy & Planning 4 October 24, January 30, April 8, May 28
Chancellor Search 4 September 18, November 18, February 20,
Committee March 5
Total: 22

PD Sessions

October 2019: Colleagues Exchange - Micro-Credentialing and Digital
Badging

November 2019:  University Funding 101
February 2020: Intellectual Property in Ontario’s Innovation Ecosystem



